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Abstract of the contribution:

This contribution proposes to add the Diameter protocol as candidate protocol for the S6c reference point to TR 29.803.

Introduction

The Diameter protocol provides a number of advantages that make it the most eligible candidate for the S6c reference point. Diameter provides a good framework for performing authentication and authorisation operations. The advantages of Diameter are listed in already in TR 29.803 under chapter 6.1.4.3.1. The same reasons apply in a general manner to the S6c.
In addition to proposing Diameter as candidate protocol for S6c, this contribution would like to highlight some reasons as to why Diameter should be selected as the final protocol for S6c without other protocols also being defined for S6c, namely Radius.
Diameter provides a set of basic advantages over Radius such as:
· Greater scalability 

· End-to-end confidentiality 

· Greater AVP space than in Radius

· Support of vendor specific commands via base protocol extensibility
· Ability to run over SCTP which provides re-transmission detection

In addition to the previous list of Diameter advantages, the actual systems implementing the S6c reference point (i.e. PDN GW and AAA) would greatly benefit if only one protocol is needed in order to support this functionality. It is proposed that these aspects be taken into account when selecting the S6c reference point protocol.
Proposal

It is proposed to add the text below to TR 29.803.
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6.2.4.2 Candidates
6.2.4.2.1 Diameter 

Diameter is a candidate protocol for S6c.

6.2.4.3 Analysis
The Diameter protocol provides a number of advantages that make it the most eligible candidate for the S6c reference point. Diameter provides a good framework for performing authentication and authorisation operations. The advantages of Diameter are listed in already under chapter 6.1.4.3.1. The same reasons apply in a general manner to the S6c.

In addition to proposing Diameter as candidate protocol for S6c, this analysis section provides some reasons as to why Diameter should be selected as the final protocol for S6c without other protocols also being defined for S6c, namely Radius.

Diameter provides a set of basic advantages over Radius such as:

· Greater scalability 

· End-to-end confidentiality 

· Greater AVP space than in Radius

· Support of vendor specific commands via base protocol extensibility

· Ability to run over SCTP which provides re-transmission detection

In addition to the previous list of Diameter advantages, the actual systems implementing the S6c reference point (i.e. PDN GW and AAA) would greatly benefit if only one protocol is needed in order to support this functionality. It is proposed that these aspects be taken into account when selecting the S6c reference point protocol.

6.2.4.4 Conclusions
Diameter is the chosen protocol for S6c.
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