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Introduction

At the last CT4 meeting, the extension of SIP-I signalling with an indicator to identify a selected MGW (BIWF address)  has already been discussed. The aim of for this signalling extension is to guide servers receiving this information in the selection of a MGW, thereby enabling that both servers may address the same physical MGW (as separate virtual MGWs).

However, for the scenario of a mobile terminating call brought forward as justification at the last meeting, alternative optimisations are conceivable, for instance that the G-MSC does not seize an MGW.
This contributions aims to describe another possible use case for this optimisation.

Scenario: Mobile to Mobile call between users in vicinity
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In this use case, it is obvious that MGWs are required towards the Iu or A interface at least for a framing protocol conversion, and an optimisation by not seizing a MGW, as proposed for the mobile terminating call, is not possible.

The amount of optimisation achievable by having an interconnection between two virtual rather than two physical MGWs depends on the details of the implementation, but it is expected that some savings and functional enhancements are possible for all implementations:
· Less or even no external resources will be required for the interconnection

· Less delay and jitter will be experienced

· With a lower number of nodes involved in the call, the probability of failures decreases.

Further, a MGW may feature many IP addresses, for instance to overcome limitations in the UDP port number range or due to its architecture. Thus, a single identifier for the MGW (BIWF address in the picture) has scaling advantages compared to direct analysis of IP transport addresses for media in SDP. The size and administration effort for a database for MGW selection in an MSC server can therefore be reduced by using a single identifier for each MGW.

As the possible benefit from the optimisation depends on the network architecture as well as to some extent details of the MGW implementations, the related procedures should be optional. There are suitable encodings for the BIWF address available that could simply be ignored by an MSC-B not wishing to apply the optimisation (see below).

Comparison with Solution "unspecified connection address"
It would be conceivable as alternative solution for this optimisation to defer the MGW selection at the A side using an unspecified connection address for MGW A in the initial offer. The MSC B could then use the identity of MSC A as decision criterion for the MGW selection. However, this solutions has a number of drawbacks compared to the solution to signal a MGW address:
· A second offer-answer exchange will be required to convey the address of MGW A, thus a substantial deviation from the normal Callflow will result

· To avoid call failures, a support of unspecified connection address would be required in all 3GPP nodes, even such nodes that do not benefit from the optimisation.

· Sending an unspecified connection address to external networks may lead to interworking issues.

Initial Encoding Proposals for discussion
A Unicast address parameter within SDP Origin field. 

This is defined as follows:
"      o=<username> <sess-id> <sess-version> <nettype> <addrtype>

        <unicast-address>

…

   <unicast-address> is the address of the machine from which the

      session was created.  For an address type of IP4, this is either

      the fully-qualified domain name of the machine, or the dotted-

      decimal representation of the IP version 4 address of the machine.

      For an address type of IP6, this is either the fully-qualified

      domain name of the machine, or the compressed textual

      representation of the IP version 6 address of the machine.  For

      both IP4 and IP6, the fully-qualified domain name is the form that

      SHOULD be given unless this is unavailable, in which case the

      globally unique address MAY be substituted.  A local IP address

      MUST NOT be used in any context where the SDP description might

      leave the scope in which the address is meaningful (for example, a

      local address MUST NOT be included in an application-level

      referral that might leave the scope).

   In general, the "o=" field serves as a globally unique identifier for

   this version of this session description, and the subfields excepting

   the version taken together identify the session irrespective of any

   modifications.

   For privacy reasons, it is sometimes desirable to obfuscate the

   username and IP address of the session originator.  If this is a

   concern, an arbitrary <username> and private <unicast-address> MAY be

   chosen to populate the "o=" field, provided these are selected in a

   manner that does not affect the global uniqueness of the field."
As the purpose of the Origin field is only a unique identification of the session, it is safe to place any Unicast address that is unique in combination with the session ID within, also an IP address that identifies the MGW. Further, if transported within SIP, the session is also identified using the SIP dialogue and this information is redundand and usually simply ignored by the receiver of SDP.
B New SDP Attribute.

SDP attributes can be defined in a 3GPP specification and then be registered by IANA. According to SDP procedures, unknown attributes will be ignored by the receiver. An advantage of an SDP attribute is that one is free in the definition of the format of the BIWF address and could therefore apply the same format as used in BICC.

Conclusions
It is recommended to add the BIWF address as optional extension to the 3GPP Nc SIP-I profile. 
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