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1  Introduction

This document presents utility of HSS Restart Indication solution for Application Servers. Application servers are able to store transparent data and non-transparent data at the HSS. Additionally the AS is allowed to subscribe to be notified of changes to the data using the Sh Interface. If the subscriptions to notifications are lost, the SIP-AS will not receive the notifications that it expects until it subscribes again. 
2  Recommendation/Proposal

It is proposed to add the following text to TR 23.820 v0.3.0.
6.X
AS behaviour after HSS Recovery
Application servers are able to store transparent data and non-transparent data at the HSS. Additionally the AS is allowed to subscribe to be notified of changes to the data using the Sh Interface. If the subscriptions to notifications are lost, the SIP-AS will not receive the notifications that it expects until it subscribes again. (see section 5.7.5). 
Once the HSS recovers from a failure, it sends a Reset message to all the Application Servers for which it has stored either transparent or non-transparent data. Upon receiving such a Reset message the AS may re-subscribe to be notified of changes. Additionally, the AS may trigger a user data read message to download a fresh instance of user data after it has received such a HSS-Reset message.
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Figure 6.x: Application Server behaviour post HSS recovery
1. Upon completion of HSS recovery procedures, the HSS1 broadcasts the HSS-Reset message which is sent to AS1 and AS2
Editor’s Note: HSS recovery procedures are out of scope of this WID
Note: HSS2 has still not recovered from node failure and hence does not advertise its availability to IMS nodes

2. AS1 and AS2 receive the reset message and set the “HSS Confirmed” flag against each subscriber to “not confirmed”

3. AS1 initiates a user data read message to obtain the latest version of user data

4. Upon successfully receiving the data , AS1 clears the “HSS confirmed” flag to “confirmed”

5. AS2 initiates a subscription to notification on behalf of user 1
6. HSS sends an acknowledgment confirming the re-subscriptions 
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