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1  Introduction

This document presents a possible solution for S-CSCF service restoration based on the alternative solutions in section 6. 

2  Discussion
Based on the alternative solutions in section 6, unregistered services, originating traffic from registered user and terminating traffic for registered user could be processed after re-selection of the S-CSCF and restoration of the user’s service data and registration data or triggering the UE to initiate a new registration. But in some cases, these solutions may not be able to restore the user’s parallel or sequential connecting services when the user subscribes a shared Public User Identity.
Public User Identities may be shared across multiple Private User Identities within the same IMS subscription. Hence, a particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User Identities and different contact addresses. More than one Public User Identity may also be simultaneously registered from one UE.
The registration related data with one Public User Identity could be restored during a terminating service restoration procedure. The HSS could send the S-CSCF information mentioned in the section 6.1.2 of the TR 23.820 related to the Public User Identity in the SAA when the S-CSCF explicitly requests backup data or the HSS knows that the S-CSCF needs backup data. If the Public User Identity is shared across multiple Private User Identities, the HSS could send all the S-CSCF information related to each Private User Identity sharing the same Public User Identity together to the S-CSCF. 

During originating service restoration procedure, for the HSS may not be able to know the originating service restoration event, the HSS may not send the S-CSCF information to the restored S-CSCF. For example, the new assigned S-CSCF or resumed S-CSCF returns a specific error to trigger the user to initiate a new registration, then the Public User Identity and all the other Public User Identities belonging to the same implicit registration set will be normally registered in the S-CSCF. After that, terminating service restoration for these Public User Identities will not happen. If these Public User Identities are shared across multiple Private User Identities, then all the parallel or sequential connecting services related to these Public User Identities will not be processed. The terminating service will not get to the other User Equipments till the User Equipments themselves initiate registration. This problem also exists when one of the User Equipments initiates registration automatically before any restoration procedure. When the new assigned S-CSCF or resumed S-CSCF receives terminating SIP request, for the S-CSCF has already stored the user data of the related Public User Identity during registration procedure, the terminating service restoration will not happen and the message will not get to the other User Equipments till the User Equipments themselves initiate registration.
One possible solution for this problem is that the HSS could send all the registered Private User Identities sharing the same Public User Identity which is being registered in the SAA during registration procedure, in addition to the basic user data to the S-CSCF. Then the S-CSCF compares the registered Private User Identities received from the HSS with the ones it stores. If there are any registered Private User Identities the S-CSCF does not have their registration data, the S-CSCF sends SAR with RESTORE indication to the HSS to retrieve the backup data for the registered Public User Identity, just as the S-CSCF does for terminating service restoration in the section 6.1.3 of the TR 23.820.
3  Recommendation/Proposal

According to the above discussion, it is proposed to add the following texts to TR 23.820 v0.3.0.
**************    First Change    *******************

6.x       Forking Service Restoration
For forking service restoration, the S-CSCF information defined in the section 6.1.3 that the HSS sends to the S-CSCF may include the backup data associated with all the Private User Identities through which the restored Public User Identity has been registered.
This could be done during the registration process with an additional information element in the SAR request. In addition to the basic set of information required to handle traffic.
During registration procedures, the HSS may send all the registered Private User Identities sharing the same Public User Identity which is being registered in the SAA, in addition to the basic user data to the S-CSCF. Then the S-CSCF compares the registered Private User Identities received from the HSS with the ones it stores. If there are any registered Private User Identities the S-CSCF does not have their registration data, the S-CSCF sends SAR with RESTORE indication to the HSS to retrieve the backup data for the registered Public User Identity, just as the S-CSCF does for terminating service restoration in the section 6.1.3. This needs to enhance the HSS and the S-CSCF. The changes to the protocol would be in the form of an additional information element in table 6.1.2.1 of 3GPP TS 29.228[10]:
	Associated Registered Private Identities
(See 7.X)
	Associated-Registered- Identities
	C
	This AVP contains all Private Identities that are registered with the Public Identity received in the SAR command.
The HSS shall send this information element if it implements the IMS Restoration Procedures and the value of Server-Assignment-Type in the request is REGISTRATION or RE_REGISTRATION and there are other Private Identities different from the Private Identity received in the SAR command being registered with the Public Identity received in the SAR command. 
If there are no other Private Identities different from the Private Identity received in the SAR command being registered with the Public Identity received in the SAR command, this AVP shall not be present.


**************    End of Change    *******************

