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1. Introduction
After the meeting of SA2 #60 held in Kobe, it’s agreed that the EPS Bearer Identity is allocated by the MME.  
The ‘EPS Bearer Identity’ IE should be included in the related messages.
2. Discussion

In the latest TS 23.401 v1.3.0, the allocation of EPS Bearer Identity is depicted as follows:
*********************************************************

5.2.1
EPS bearer identity

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME. There is one to one mapping between EPS RB and EPS Bearer, and the mapping between EPS RB Identity and EPS Bearer Identity is made by E-UTRAN.
*********************************************************

It is confirmed that the EPS Bearer Identity is allocated by the MME, and an EPS bearer identity uniquely identifies an EPS bearer for one UE accessing.  

3. Proposal
It is proposed to modify subclause 6.1.3.3 and 6.1.3.7 as follows in TR 29.803. 
*** Start of change ***
**** Start of 1st set of changes ****
6.1.3.3 Analysis

6.1.3.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.3.3.1.1 Create Default Bearer Request

The Information Elements for Create Default Bearer Request message based on GTP-C protocol are listed as below:

-  IMSI

-  Serving GW Address for user plane;

-  S5/S8a TEID for user plane;

-  S5/S8a TEID for control plane;

-  Serving GW Address for control plane;

-   Access Point Name;

-   Quality of Service Profile;
-   RAT Type;
-   EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.

A Create Default Bearer Request shall be sent from a Serving GW node to a PDN GW node as a part of the default bearer establishment procedure. 

The S5/S8a TEID for Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane messages which is chosen by the Serving GW. The PDN GW shall include this Tunnel Endpoint Identifier in the GTP header of all downlink control plane messages which are related to the requested bearer context. 

The Serving GW shall include an Serving GW address for control plane. The PDN GW shall store the Serving GW address and use it when sending control plane message on this GTP tunnel.

The S5/S8b Tunnel Endpoint Identifier for user plane field specifies a downlink Tunnel Endpoint Identifier for G-PDUs that is chosen by the Serving GW. The PDN GW shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink G-PDUs which are related to the requested bearer context.
Serving GW address for user plane shall be included in Create Default Bearer Response message. The PDN GW shall store the Serving GW address and use it when sending downlink G-PDUs on this GTP tunnel.

The Access Point Name IE includes default APN for the UE.

The Quality of Service Profile information element should be included in Create Default Bearer Request message copied from corresponding Create Default Bearer Request message from MME to Serving GW. The Default bearer QoS may be upgraded or downgraded by PDN GW in corresponding response message. It is FFS what parameters are included in the IE.

The Serving GW shall include RAT Type IE in Create Default Bearer Request message if the MME transfers the IE to the Serving GW.
The IMSI information element together with the EPS Bearer ID information element uniquely identifies the bearer context to be created. The EPS Bearer ID is allocated by the MME.
6.1.3.3.1.2 Create Default Bearer Response

The Information Elements for Create Default Bearer Response message based on GTP-C protocol are listed as below:
-  Cause;

-  PDN Gateway Address for user plane;

-  S5/S8a TEID for user plane;

-  S5/S8a TEID for control plane;
-  PDN Gateway Address for control plane;
-  PDN Address for the UE;

-  Quality of Service Profile;
-  EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.

A Create Default Bearer Response shall be sent from a PDN GW node to a Serving GW node as a response of a Create Default Bearer Request.

The PDN GW shall include Cause IE in the message. The parameter indicates if a Bearer context has been created in the PDN GW or not.
The S5/S8b Tunnel Endpoint Identifier for Control Plane field specifies an uplink Tunnel Endpoint Identifier for control plane messages, which is chosen by the PDN GW. The Serving GW shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent uplink control plane messages which are related to the requested bearer context. 

The S5/S8b Tunnel Endpoint Identifier for user plane field specifies an uplink Tunnel Endpoint Identifier for G-PDUs that is chosen by the PDN GW. The Serving GW shall include this Tunnel Endpoint Identifier in the GTP header of all uplink G-PDUs which are related to the requested bearer context.
PDN GW address for user plane shall be included in Create Default Bearer Response message. The Serving GW shall store the PDN GW address and use it when sending uplink G-PDUs on this GTP tunnel.

PDN GW address for control plane may be included in Create Default Bearer Response message. The Serving GW shall store the PDN GW address and use it when sending subsequent control plane message on this GTP tunnel.

Editor’s note: It is FFS whether an IPv4/IPv6 capable PDN GW should include both IPv4 and IPv6 addresses for control plane and user plane in this message if IPv6 is also supported by the Serving GW.

If the UE requests a dynamic PDP address and a dynamic PDP address is allowed, then the End User Address for UE information element shall be included to contain the dynamic PDP Address allocated by the PDN GW. 
    Editor’s notes: It is FFS whether PPP type bearer, or a static PDN address for UE, will be supported in EPS.
The QoS values supplied in the Create Default Bearer Request message may be negotiated downwards or upwards by the PDN GW. Quality of Service Profile information element may be included in Create Default Bearer Response message to contain the negotiated value of QoS used by the default bearer. It is FFS what parameters are included in the IE.
The EPS Bearer ID information element is optional, and the PDN GW may include the EPS Bearer ID received from the Serving GW in the Create Default Bearer Request message, in order to facilitate error handling in Serving GW.
NOTE:     If an Serving GW receives a Create Default Bearer Response with an EPS Bearer ID IE included for which there is no corresponding outstanding request, an Serving GW may send a Delete Bearer Request towards the PDN GW that sent the Create Default Bearer Response with the EPS Bearer ID included.
6.1.3.3.1.3 Delete Bearer Request

The Information Elements for Delete Bearer Request message based on GTP-C protocol are listed as below:
· Teardown Ind;

· EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.
If there are active bearer contexts in MME for a particular UE at attach procedure, the MME deletes all these bearer contexts by sending Delete Bearer Request messages to the Serving GW involved. The Serving GW sends Delete Bearer Request message to the PDN GW involved.

The Teardown Ind is used to indicate whether all bearer contexts that share the PDN address with the bearer context identified in the request should also be deleted. If the Teardown Ind information element value is set to '1', then all Bearer contexts that share the same PDN address with the bearer context identified by the EPS Bearer ID included in the Delete bearer Context Request Message shall be torn down. Otherwise, only the bearer context identified by the EPS Bearer ID included in the Delete bearer context Request shall be  deleted if the value of this information element is '0' or this information is not included. 
The EPS bearer ID is allocated in default or dedicated bearer establishment procedure to identify the bearer in following bearer modification and deactivation procedure. EPS bearer ID should be included in Delete Bearer Request message to identify the bearer to be deleted.
6.1.3.3.1.4 Delete Bearer Response

The Information Elements for Delete Bearer Response message based on GTP-C protocol are listed as below:
· Cause;

The message shall be sent from a PDN GW node to a Serving GW node as a response of a Delete Bearer Request.

Cause parameter should be included in the message. The parameter indicates whether success or not the PDN GW handles Delete Bearer Request message from the Serving GW and failure cause.
**** End of 1st set of changes ****

**** Start of 2nd set of changes ****
6.1.7.3 Analysis

6.1.7.3.1 GTP-C

Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.

6.1.7.3.1.1 Create Default Bearer Request

The Information Elements for Create Default Bearer Request message based on GTP-C protocol are listed as below:

-  IMSI;

-   S11 TEID for Control Plane;

-   MME Address for Control Plane;

-   PDN GW address for control plane;
-   Access Point Name;

-   Quality of Service Profile

-   RAT Type;
-   EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.

A Create Default Bearer Request shall be sent from a MME node to a Serving GW node as a part of the default bearer establishment procedure. 

The S11 TEID for Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane messages which is chosen by the MME. The Serving GW shall include this Tunnel Endpoint Identifier in the GTP header of all downlink control plane messages which are related to the requested bearer context. 

The MME shall include an MME address for control plane. The Serving GW shall store the MME address and use it when sending control plane on this GTP tunnel.

The MME shall include selected PDN GW address information in Create Default Bearer Request message.

If the UE requests a dynamic bearer address and a dynamic bearer address is allowed, then the bearer Address field in the End User Address information element shall be empty. If the UE requests a static bearer Address then the bearer Address field in the End User Address information element shall contain the static bearer Address.
The Access Point Name IE includes default APN for the UE.
The Quality of Service Profile information element should be included in Create Default Bearer Request message to contain the Default Bearer QoS derived from subscription data of UE. The Default bearer QoS may be upgraded or downgraded by PDN GW in corresponding response message. It is FFS what parameters are included in the IE.

The MME may include RAT Type IE in Create Default Bearer Request message for following RAT based charging and PCC decision.
The IMSI information element together with the EPS Bearer ID information element uniquely identifies the bearer context to be created. The EPS Bearer ID is allocated by the MME.
6.1.7.3.1.2 Create Default Bearer Response

The Information Elements for Create Default Bearer Response message based on GTP-C protocol are listed as below:

-  Cause;

-  Serving GW Address for user plane;

-  S11 TEID for user plane;

-   Serving GW Address for control plane;

-   S11 TEID for control plane;

-   PDN GW Address for user plane;

-   S5/S8a TEID for user plane;

-   PDN GW Address for control plane;

-   S5/S8a TEID for control plane;

-  End User Address;

-   Quality of Service Profile;
-   EPS Bearer ID;
 Editor’s notes: It is FFS whether there is more Information Element for this message.

A Create Default Bearer Response shall be sent from a GW node to a MME node as a response of a Create Default Bearer Request.

The GW shall include Cause IE in the message. The parameter indicates if a Bearer context has been created in the GW or not.
The S11 Tunnel Endpoint Identifier for Control Plane field specifies an uplink Tunnel Endpoint Identifier for control plane messages, which is chosen by the Serving GW The MME shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent uplink control plane messages which are related to the requested bearer context. 

The S11 Tunnel Endpoint Identifier for user plane field specifies an uplink Tunnel Endpoint Identifier for G-PDUs that is chosen by the Serving GW.. The eNodeB shall include this Tunnel Endpoint Identifier in the GTP header of all uplink G-PDUs which are related to the requested bearer context.
Serving GW address for user plane shall be included in Create Default Bearer Response message. The eNodeB shall store the Serving GW address and use it when sending uplink G-PDUs on this GTP tunnel.

Serving GW address for control plane may be included in Create Default Bearer Response message. The MME shall store the Serving GW address and use it when sending subsequent control plane on this GTP tunnel.

PDN GW address for control plane and PDN GW address for user plane shall be included in Create Default Bearer Response message. S5/S8a Tunnel Endpoint Identifier for control plane and S5/S8b Tunnel Endpoint Identifier for user plane chosen by the PDN GW also shall be included in Create Default Bearer Response message.

Editor’s notes: It is FFS whether an IPv4/IPv6 capable Serving GW should include both IPv4 and IPv6 addresses for control plane and user plane in this message.
If the UE requests a dynamic PDP address and a dynamic PDP address is allowed, then the End User Address for UE information element shall be included to contain the dynamic PDP Address allocated by the PDN GW. 
    Editor’s notes: It is FFS whether PPP type bearer, or a static PDN address for UE, will be supported in EPS.
Quality of Service Profile information element should be included in Create Default Bearer Response message if it is included in corresponding Create Default Bearer Response message from PDN GW to Serving GW. It is FFS what parameters are included in the IE.
The EPS Bearer ID information element is optional, and the Serving GW may include the EPS Bearer ID received from the  MME in the Create Default Bearer Request message, in order to facilitate error handling in MME.
NOTE:     If an MME receives a Create Default Bearer Response with an EPS Bearer ID IE included for which there is no corresponding outstanding request, an MME may send a Delete Bearer Request towards the Serving GW that sent the Create Default Bearer Response with the EPS Bearer ID included.
6.1.7.3.1.3 Delete Bearer Request

The Information Elements for Delete Bearer Request message based on GTP-C protocol are listed as below:
· Teardown Ind;

· EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.
If there are active bearer contexts in MME for a particular UE at attach procedure, the MME deletes all these bearer contexts by sending Delete Bearer Request messages to the Serving GW involved. 

The Teardown Ind is used to indicate whether all bearer contexts that share the PDN address with the bearer context identified in the request should also be deleted. If the Teardown Ind information element value is set to '1', then all Bearer contexts that share the same PDN address with the bearer context identified by the EPS Bearer ID included in the Delete bearer Context Request Message shall be torn down. Otherwise, only the bearer context identified by the EPS Bearer ID included in the Delete bearer context Request shall be  deleted if the value of this information element is '0' or this information is not included. 
The EPS bearer ID is allocated in default or dedicated bearer establishment procedure to identify the bearer in following bearer modification and deactivation procedures. EPS bearer ID should be included in Delete Bearer Request message to identify the bearer to be deleted. 
It is FFS whether the Teardown Ind may be used to indicate all bearer contexts for a particular UE should be deleted, regardless whether these bearers share the same PDN address. In EPS, only one Serving GW is used for a particular UE. Therefore, the MME may indicate the Serving GW delete all bearer contexts of a particular UE in one Delete Bearer Request message to reduce message interaction between MME and Serving GW. If so, the presence requirement of EPS bearer ID in Delete Bearer Request message should be changed from mandatory to conditional.

6.1.7.3.1.4 Delete Bearer Response

The Information Elements for Delete Bearer Response message based on GTP-C protocol are listed as below:
· Cause;

Editor’s notes: It is FFS whether there is more Information Element for this message.
The message shall be sent from a GW node to a MME node as a response of a Delete Bearer Request.

Cause parameter should be included in the message. The parameter indicates whether success or not the GW handles Delete Bearer Request message from the MME and failure cause.
**** End of 2nd set of changes ****
**** Start of 3nd set of changes ****
7.4
Identifications of EPC

<This section is for the identifications of only EPC related>
7.4.1 EPS bearer Identity

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME.
Editor’s Note: The encoding of EPS bearer identity is FFS. The relationship between the NSAPI/RAB ID used in UMTS and EPS bearer identity is FFS.
**** End of 3nd set of changes ****

*** End of change ***
