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1. Introduction

In the CT4#36bis meeting, it was approved that the S-CSCF information should be backuped in the HSS during the initial registration. According to this improvement, the S-CSCF could retrieve service profile and S-CSCF information from the HSS to continue the incoming originating or terminating request. 
It is an implicit principle that the backup and retrieval solution should basically settle the problem of originating and terminating call due to service interruption of the assigned S-CSCF. However, some active subscriptions need to be rebuilt by the normal registration procedure, such as notification of AS or P-CSCF about registration status. 
2. Discussion
If the S-CSCF is out of service, e.g. lack of response or loss of user profile, the restoration solution could be carried out. In all the discussed solutions it is more acceptable that the network triggers user registration procedure. 
In the case of terminating request, it is impossible to trigger registration procedure before the S-CSCF knows the previous user related information stored in S-CSCF, such as the SIP proxies (usually the P-CSCF address) and the contract address. To solve this problem, the backup and retrieval solution is introduced in.
But even after the S-CSCF gets the previous S-CSCF information stored in the HSS, it can only rebuild part of the eviourment comparing with the previous one. Some previous subscriptions relationships could not be rebuilt, so the related notification procedure could not be executed. 
As a further improvement, an immediate registration procedure should be triggered after the originating or terminating call is finished, so that the completely service environment on the S-CSCF could be rebuilt with the registration procedure.

3. Conclusions
It is proposed to add the following changes to TR 23.820 v0.3.0.

*** FIRST CHANGE ****
6.1.3
Retrieval of S-CSCF Information

According to the analysis in clause 5.2, the most relevant case in which the S-CSCF might need this information is when processing a terminating SIP Request. In this case, when the HSS believes the identity to be Registered, the SAA response will be either DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED if the request is originated in a different S-CSCF or DIAMETER_ERROR_IN_ASSIGNMENT_TYPE if it comes from the same S-CSCF.

For DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, the proposal is to add the information stored in the HSS to the response so that the S-CSCF has the possibility to forward the request to the P-CSCF that attends the user. The other error code covers the case of a double S-CSCF assignment. To avoid that situation, the proposal is to create a new value for Server-Assignment-Type in order to overwrite the S-CSCF name stored in the HSS and to allow this operation only if there was a previous request for capabilities from the I-CSCF. The I-CSCF should also be allowed to request REGISTRATION_AND_CAPABILITIES in the terminating case. The changes to the protocol would be in table 6.1.2.2 adding the information element with S-CSCF information:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	C
	The HSS shall send this information element if it implements the IMS Restoration Procedures and Experimental-Result is DIAMETER_ERROR_IN_ASSIGNMENT_TYPE or the value of Server-Assignment-Type in the request is NO_ASSIGNMENT or REASSIGNMENT. 


The following figure shows the traffic flow for retrieval of information from the same S-CSCF:
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Figure 6.1.3.1. Retrieval from the previous S-CSCF

Note 1:  In the above steps 2 and 3, it is needed to send the S-CSCF information from the HSS to the S-CSCF. This means an enhancement of both HSS and S-CSCF and it can be done in two ways. One is enhancing the S-CSCF, so that when it receives the SAA with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, it is able to send SAR with a new Server Assignment Type as RESTORE to request backuped data from the HSS. The other is represented in figure 6.1.3.1 and it is enhancing the HSS to add the information in the SAA for this error code.

The following figure shows the traffic flow for retrieval of information from a different S-CSCF:
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Figure 6.1.3.2. Retrieval from a different S-CSCF

Note 1:  The failure of the S-CSCF1 may be detected before the I-CSCF forwards the INVITE to the S-CSCF1.

Editor’s note: How to ascertain the S-CSCF1 failed is FFS.

Note 2:  In the above step 2, it is needed to enhance the I-CSCF to be able to explicitly request S-CSCF capabilities and re-select the S-CSCF during terminating procedure.

Note 3:  In the above step 4, the I-CSCF may carry an indication for restoration in the terminating SIP request to indicate the S-CSCF it is a new assigned server caused by the failure of the originally assigned S-CSCF.

Editor’s note: How to carry the restoration indication in the SIP request is FFS.

Note 4:  In the above step 5, it is needed to extend the SAR with a new Server Assignment Type as REASSIGNMENT to request backuped data from the HSS.

Note 5:  In the above step 6, it is needed to enhance the HSS to be able to send the user profile even if the requesting S-CSCF is different from the stored S-CSCF.

Note 6:  In the above step 6, it is needed to extend the SAA and enhance the HSS to be able to send the backuped data together with the user profile after receiving REASSIGNMENT indication from the S-CSCF, even if the requesting S-CSCF is different from the stored S-CSCF.
A normal registration should be immediately triggered when the request using the retrieved S-CSCF information is finished, so that the S-CSCF environment for the registered user can be rebuilt completely. 
*** SENCOND CHANGE ****
6.1.5
Handling of Originating SIP Request for an Unknown User in the S-CSCF

Since we are working with the assumption that the S-CSCF could lose the information related with some identities, it may also happen that the S-CSCF receives an originating request for a user that is not known in that S-CSCF. If that is the case, the S-CSCF should check if there is any information related to that user in the HSS. The proposal is to perform this checking using the NO_ASSIGNMENT Server-Assignment-Type, which will also return the S-CSCF information.

The following figure shows the traffic flow for retrieval of information when processing an originating SIP Request:
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Figure 6.1.5.1. Retrieval of information for an unknown user during originating SIP request

Note 1:  In the above steps 2 and 3 the S-CSCF information is not needed to process the originating SIP request, but it could be used by the S-CSCF in subsequent terminating SIP requests. If normal registration will be triggered immediately after the originating request using restoration, it is no necessary to pack the S-CSCF information in the SAA in step 3.
Editor’s note: It is FFS whether the sending of the S-CSCF information in the SAA is appropriate. If the S-CSCF information is to be sent, it should also be considered to have a new Server Assignment Type to avoid sending this information in all responses to SAR with Server Assignment Type set to NO_ASSIGNMENT.

*** END OF CHANGE ****
_1254046319.vsd
I-CSCF


User is registered in P-CSCF and HSS but unknown in S-CSCF


4. Normal processing of the SIP request


S-CSCF


HSS


P-CSCF


If this is a SIP REGISTER it will go through I-CSCF otherwise it will not


User is not registered


1. Originating SIP request



5. SIP response



2. SAR (NO_ASSIGNMENT)


3. SAA (Service Profile + S-CSCF info)



_1254807527.vsd
S-CSCF


Destination identity is registered in S-CSCF, HSS and P-CSCF


1. Terminating SIP Request


2. SAR (UNREG)



HSS


4. Terminating SIP Request



P-CSCF


3. SAA (Service profile + S-CSCF info)


I-CSCF



_1254040117.vsd
S-CSCF1


Destination identity is registered in S-CSCF1, HSS and P-CSCF


1. Terminating SIP Request


2. LIR request for REG&CAPs



HSS


7. Terminating SIP Request



P-CSCF


I-CSCF


3. LIA with CAPs



HSS allows S-CSCF overwriting


4. Terminating SIP Request + indication to overwrite



