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1  Introduction

This document presents a possible solution for the failure scenarios of the P-CSCF in section 5.3. 

2  Discussion

Based on the failure scenarios in section 5.3, when the P-CSCF fails, the terminating requests to the user registered through the P-CSCF will fail and there will be no service for terminating requests until the user makes a new registration. The consequence of this can be seen as quite severe, and there is a need to try to improve the service availability in this case.
If the P-CSCF could add a second P-CSCF into the Path along with its own address when sending the register message to the S-CSCF. When the P-CSCF fails the S-CSCF may be able to send Notify to the UE to initiate a new register through the second P-CSCF by the UE’s subscription to the reg event package. For the second P-CSCF does not have the user data and security associations with the UE, it only needs to forward the Notify message to the UE without protected. When the UE receives the Notify not protected and even not from the P-CSCF it stored, but with the same subscription information such as CALL-ID it has, and because the subscription to the reg event package did is sent on the security association and no other entity could get this information, the UE could just trust it for this time and initiate a new registration. After the normal registration, the S-CSCF transfers the terminating call to the P-CSCF indicated in the Path.
3  Recommendation/Proposal

It is proposed to add the following text to TR 23.820 v0.2.0.
**************    First Change    *******************

6   Alternative solutions 

Editor’s note: This section will contain all the possible solutions presented and the changes required in the specifications to implement them.
6.x  Possible Solutions for P-CSCF Service Restoration
One possible solution is that the P-CSCF adds a second P-CSCF into the Path along with its own address when sending the register message to the S-CSCF. 
Note 1: How the second P-CSCF being selected is FFS. One possible way is that it could be pre-configured in the registered P-CSCF.
When the P-CSCF fails the S-CSCF is able to send Notify to the UE to initiate a new register through the second P-CSCF by the UE’s subscription to the reg event package. For the second P-CSCF does not have the user data and security associations with the UE, it only needs to forward the Notify message to the UE without protected. When the UE receives the Notify not protected and even not from the P-CSCF it stored, but with the same subscription information such as CALL-ID it has, and because the subscription to the reg event package did is sent on the security association and no other entity could get this information, the UE could just trust it for this time and initiate a new registration. After the normal registration, the S-CSCF forwards the terminating call to the P-CSCF indicated in the Path. The restoration is shown as the following:
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Figure 6.x.1  Restoration during terminating procedure

1． The I-CSCF receives a terminating SIP Request request.

2． The I-CSCF sends LIR to the HSS to request the S-CSCF name.

3． The HSS sends back the LIA with the S-CSCF name. 
4. The I-CSCF forwards the terminating SIP Request to the S-CSCF. The S-CSCF triggers the service for the user.
5. The S-CSCF forwards the terminating SIP Request to the P-CSCF1, but does not receive any response from the P-CSCF1. 
Note:  The failure of the P-CSCF1 may be detected before the S-CSCF forwards the terminating SIP Request to the P-CSCF1. How to ascertain the P-CSCF1 failed is FFS.
6. The S-CSCF sends NOTIFY to the P-CSCF2 which was stored together with the P-CSCF1 received in the Path header during registration to trigger the UE to initiate a new register.
7. The P-CSCF2 forwards the NOTIFY to the UE without protected.
8. The UE checks the message, if the subscription information is the same as the UE stored, initiates a new registration.
Note: The P-CSCF to which the UE sends the new REGISTER message may be the P-CSCF2 or the other P-CSCF which the UE finds during the normal P-CSCF discovery procedure. 
9. Normal registration procedure.
10-12. The S-CSCF may forward the terminating SIP Request to the P-CSCF indicated in the Path, and contitue the normal terminating procedure.
Editor’s note: The issue on whether it is possible to send a NOTIFY through a P-CSCF that does not have information about the SUBSCRIBE that originated that NOTIFY needs to be checked by CT1.

Editor’s note: The issue on whether it is acceptable to send a non-protected SIP request to the UE in order to force an initial registration needs to be checked by SA3.
**************    End of Change    *******************
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