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1. Introduction

In order to support the handover between 3GPP and non-3GPP, PDN GW address UE used should be registered into HSS/AAA once the UE has established the connection with the PDN GW. In this contribution, it is discussed the interfaces related to PDN GW address registration procedure.
2. Discussion
· PDN GW address registration procedure over S6a 

In TS 23401, it is MME’s responsibility to register the PDN GW address UE used into HSS and whether the location update message is reused to perform this procedure is FFS.

In order not to add new messages, the location update message can be reused and the PDN GW address can be regarded as an optional part. Thus, MME can perform a normal update location procedure towards HSS by sending location update message without PDN GW address, as well as MME can perform PDN GW address registration procedure towards HSS by sending location update message with PDN GW address. 
· PDN GW address registration procedure over S6c 

In TS 23402, it is PDN GW’s responsibility to register the PDN GW address UE used into HSS/AAA in case of non-3GPP accessing. Although it is not determined that whether HSS or 3GPP AAA Server stores the PDN GW address, it is certain that PDN GW should transfer PDNGW address to 3GPP AAA Server first since there isn’t any interface between PDN GW and HSS.
In TS 23.402, whether MME or PDN GW is responsible for PDN GW address registration in case LTE accessing is FFS. If it is MME to perform PDN GW address registration procedure, the procedure will be similar to the corresponding description above. If it is PDN GW to perform PDN GW address registration procedure, the procedure will be similar to the corresponding description for non-3GPP accessing.
3. Proposal
It is proposed that the proposed text below is agreed and transferred to TR 29.803.v030:
Start of First Change

6.1.4
MME – HSS (S6a) Interface

6.1.4.1 Requirements

6.1.4.1.0 General

The following list of requirements applies to the S6a interface:

-  generation and provision of user authentication, integrity and ciphering data;

-  maintain and provide subscription profile (including updates);

-  apply roaming restrictions;

-  apply network access control;

-  update user location information at inter-access level (serving MME, serving SGSN);

-  supply a selected PDN GW address (at inter-access mobility);

-  purging of subscription profile;
-  reset procedure;
6.1.4.1.1 Attach Procedure

6.1.4.1.1.1 Update Location
The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;
-  PDN GW address

Note: PDN GW address is optional. When MME perform PDN GW address registration by Update Location message, this IE is needed.
6.1.4.1.1.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the attach request;

6.1.4.1.1.3 Cancel Location
The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.1.4 Cancel Location Acknowledge

The parameters for Cancel Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

6.1.4.1.1.5 Insert Subscriber Data

The parameters for Insert Subscriber Data message are, but not exclusively, listed as below:

-  IMSI;

-  Subscription Data;

Editor’s note: It is FFS the subscription Data will be provided in the Insert Subscriber Data message or in the Update Location Acknowledge message.

6.1.4.1.1.6 Insert Subscriber Data Acknowledge

The parameters for Insert Subscriber Data Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the Subscription Data;
End of First Change
Start of Second Change
6.2.4
hPDN Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Requirements
6.2.4.1.0 General

The following list of requirements applies to the S6c interface:

-  Authentication of the UE  in order to set up the Security Association to protect MIPv4 FA mode or DS-MIPv6 signalling;
-  Authorization of the UE to use client-based mobility;


Editor's note:
This requirement applies to DS-MIPv6. It is FFS if this requirement applies also to MIPv4 FA mode.

Editor's note:
This list is not exhaustive as some requirements depend on the security model agreed for  DS-MIPv6 and MIPv4 FA Mode.
-  PDN GW address registration

6.2.4.2 Candidates

6.2.4.3 Analysis

6.2.4.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
End of Second Change
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