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Introduction
This paper addresses the issue of alias identities that has led to an exchange of LS’s between SA2, CT1 and CT4. 
Discussion

In a recent incoming LS to CT4 (S2-073055) on the topic of Identifying alias identities, SA2 state that it is valid for Public User Identities in the same implicit registration set to share the same service profile and have different service data configured. They go on to say that in this case the Public User Identities are not aliases. (Note: Though it isn’t explicitly stated by SA2, it is our understanding that “service data” in this context is repository data.)
This is a significant statement, if we look at what is currently supported in Release 7.
Cx Interface
For the Cx interface, currently (Rel-7) supports passing of PUIDs and associated service profiles to the S-CSCF. The Cx does not support the ability to explicitly indicate which PUIDs are aliases of each other, and so a Rel-7 S-CSCF must assume that PUIDs that share the same service profile are aliases of each other. There are requirements in TS 24.229 that require the S-CSCF to know whether PUIDs are aliases of each other. For example: -
· Sec 5.4.2.1.2: for each <registration> element … if the aor attribute of the <registration> element contains a tel-URI, determine its alias SIP URI and then include a copy of the <pub-gruu> and <temp-gruu> sub-elements from that equivalent element;

· Sec 5.4.3.2: If there is no original dialog identifier present in the topmost Route header of the incoming request and if the S-CSCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header is an alias SIP URI for a tel URI, add a second P-Asserted-Identity header containing this tel-URI, …

· The S-CSCF recognizes that a given SIP URI is an alias SIP URI of a tel URI, since they have the same service profile and belong to the same set of implicitly registered public user identities.
· Sec 5.4.3.3: In the case where the S-CSCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header is an alias SIP URI for a tel URI, the S-CSCF shall add a second P-Asserted-Identity header containing this tel URI, …

Note that TS 24.229 defines alias SIP URIs as belonging to the same set of implicitly registered public user identities, linked to the same service profile and considered to have the exact same service configuration for each and every service. This is in line with the definition of alias PUIDs in TS 23.228. 
These definitions are in line with our understanding of what aliases are and the concerns we have stem from what seems to be an assumption by some parties that this definition of an alias SIP URI implies that there can be other (non-alias) SIP URIs that share the same service profile but have different service configurations. It doesn’t appear from either Stage 2 or Stage 3 requirements that such an assumption is supported by a direct requirement, and this may be where some of the confusion over alias identities stems from.
Sh Interface
For the Sh interface, currently (Rel-7) provides the ability for an AS to insert AliasRepositoryData, and it can use the User-Data AVP to explicitly indicate the alias PUIDs associated with this AliasRepositoryData. If this AVP does not indicate alias PUIDs, then the HSS must assume that the PUIDs in the Implicit Registration Set that point to the same service profile are the alias PUIDs to be used to insert the data, and that the AliasRepositoryData (“service data”) is the same for all of them.

Summary

It is therefore our analysis that supporting the SA2 statement (that it is valid for Public User Identities in the same implicit registration set to share the same service profile, but to have different service data configured) will require an update to Cx and the corresponding S-CSCF procedures. The SA2 statement does not appear to be supported by explicit requirements and there is no clear use case for this. Given the previous understanding in Release 6 (that the service data would be the same), the Release 7 assumption should still be that the service data should be the same. 
There will be issues to be discussed (in Release 8) if the service data does need to be allowed to change. For example, in the case that repository data is changed for PUIDs that share the same service profile. If this repository data is different for two PUIDs then the SA2 statement means that these are not alias PUIDs. If the repository data for one of the PUIDs changes such that it is the same as for the other PUID, are the PUIDs now aliases? (The reverse case does not seem to apply, since changes to one alias PUID apply to its aliases.)

Conclusion

Given how late we currently are in Rel-7, we do not believe it is appropriate to be making a change to Cx and the S-CSCF to support explicit alias indication. We recommend that for Rel-7, Cx should not be updated and that the use case for support of PUIDs sharing the same service profile, but with different service data, should be examined in Rel-8.
LS History

CT1#47 (May 2007)

C1-071378: CT1 -> SA2: Reply LS on “identifying Alias Identities”. (Reply to C1-071261/S2-072242.)

Concerns raised by CT1 regarding the clarifications given by SA2. 

CT1 has introduced alias definition already in Rel-6, which did not mandate identical service data configured for each and every service (see also the attached discussion paper). It was questioned whether the Rel-6 alias definition still can be used for this procedure.

It was questioned whether the "identical service data configured for each and every service" applies for external application servers as well.

It was asked whether it is mandatory to convey Rel-7 alias grouping information to UE.

Assuming that the "identical service data" requirement means single service data for the whole alias group, it is questioned that these data can be changed using any identity in the group (and changes made for different identities in the group may overwrite that), or changes are allowed for a dedicated identity only.

It was asked whether it is mandatory to convey Rel-7 alias grouping information to UE.

Regarding stage 3 solutions, procedures in TS 24.229 need to be updated to support the Rel-7 alias definition. Depending on requirements for external application servers, further procedures may be necessary. Assuming that the new grouping information is received as part of the subscriber profile through the Cx interface, the introduction of Rel-7 alias grouping does not require significant procedural changes in S-CSCF.
The LS had C1-071280 attached. This was a discussion document from NSN and Nokia describing alias identity issues and proposing a way forward. Their recommendation was to keep the alias definitions as they are in Rel-6, and make any necessary changes in Rel-8.

SA2#58 (June 2007)

S2-073056: SA2 -> CT4: LS on identifying Alias Identities (reply to S2-072344/C4-070905).

Provides the following response: -

Q: Is the scenario valid where Public User Identities within the same implicit registration set, sharing the same service profile but having different service data configured? 
A: SA2 is of the opinion that the scenario is valid. In this case, the Public User Identities are not Alias identities.
S2-073055: SA2 -> CT1: LS on identifying Alias Identities (reply to S2-072334/C1-071378).

Provides answers to the questions posed by CT1: -

· SA2 believes that alias shall have the same service data configured for each and every service. This is a key part of the definition of aliases. Otherwise, the same treatment for Alias URI cannot be assured. SA2 suggest CT1 to correct their specification to reflect this.
· As answered above, aliases shall have "identical service data configured for each and every service". This applies for application servers whether they support Sh interface or not. It is required from SA2 that solutions to this must be backward compatible with Rel-6. SA2 understands that this may require the removal or renaming of the Rel-6 capability.
· The network will treat all of the Alias Public User Identities exactly the same. So any identity in the alias group could change the service data and the changes are shared by all the identities in the group.
· SA2 is still discussing whether or not it is mandatory to convey the alias grouping information to the UE. We have a proposal to remove this requirement and intend to do so unless CT1 indicates that it can be fully supported in Rel-7 with an agreed solution at your #48 meeting.
Stage 2 Requirements For Information
Release 6

23.228, version 6.16.0

The Service Profile is independent from the Implicit Registration Set, e.g. Public User Identities with different Service Profiles may belong to the same Implicit Registration Set.
Each Public User Identity is associated with one and only one service profile. Each service profile is associated with one or more Public User Identities. 

Release 7

23.228, version 7.7.0

This version of the TS contains the following statements related to alias identities: -

It shall be possible to identify Public User Identities of a user that are linked to the same service profile and have the exact same service configuration for each and every service (i.e. "alias" Public User Identities). For such a group of Public User Identities, operations that enable changes to the service profile shall apply to all the Public User Identities within the group. This grouping information shall be made available to the HSS, AS, and UE. The information about the Public User Identities of the users that are linked to the same service profile shall be able to be provisioned in the HSS. It shall be possible to make this information available to the AS via the Sh interface, and that Sh operations are applicable to all of the IMPUs within the same service profile. It shall be possible to make this information available to the UE via the Gm interface.

When the Public User Identities of a user that are linked to the same service profile are considered to have the exact same service configuration for each and every service (i.e. are considered to be "aliases"), the Public User Identities shall be contained within the same implicit registration set.

NOTE:
An implicit registration set may contain Public User Identities of more than one service profile.

23.228, version 7.8.0
This version of the TS contains the following requirements and definitions: -

Alias Public User Identities: A Public User Identity is an alias of another Public User Identity if both identities belong to the same implicit registration set, are linked to the same service profile and have the same service data configured for each and every service.

It shall be possible to identify Alias Public User Identities. For such a group of Public User Identities, operations that enable changes to the service profile and the service data configured shall apply to all the Public User Identities within the group. This grouping information shall be stored in the HSS. It shall be possible to make this grouping information available to the AS via the Sh interface, and Sh operations are applicable to all of the IMPUs within the same alias public user identity group. It shall be possible to make this information available to the S-CSCF via the Cx interface. It shall be possible to make this information available to the UE via the Gm interface.

NOTE:      An implicit registration set may contain Public User Identities of more than one service profile.

Public user identities belonging to an implicit registration set may point to different service profiles; or some of these Public User Identities may point to the same service profile.
[See also figures 5.0c and 5.0d.]

It shall be possible to identify Alias Public User Identities. For such a group of Public User Identities, operations that enable changes to the service profile and the service data configured shall apply to all the Public User Identities within the group

The IMS Service Profile is a collection of service and user related data as defined in TS 29.228
Thus the change from 7.7.0 to 7.8.0 was to provide a separate definition of alias identities rather then providing that definition “in-line”. The text in both versions seems to state that: -

1 Alias PUID’s point to the same service profile and service configuration (service data).

2 Alias PUID’s must be members of an IRS.

3 Groups of Alias PUID’s shall be indentifiable and this information stored/made available to the HSS, S-CSCF, UE and AS.
4 An operation on the data of one alias PUID are applied to all aliases of that PUID.













































�For submission to CT1/CT4, along with a draft reply LS to SA2.
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