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Introduction
Some further clarifications are required to the Clause 5.2 on SIP-I Profile.

These are briefly:

1. Presence of  SUPPORTED header does not need to be checked when interworking PRACKs.

2. Rules for support of UPDATE needs further clarification.
3. Text describing support for Pre-Conditions

Proposals
Proposed Changes to TR
5.2.1
SIP-I profile options

Editor's Note: Additional aspects of the SIP-I profile are still under investigation, the results will need to be included in these sections

5.2.1.1
Support for 100rel

Further to using SCTP to ensure a reliable transport service, IETF RFC 3262 [36] specifies an extension to SIP in order to provide reliable provisional response messages.  As support for PRACK's is required for a SIP-I based Nc interface, the support of 100rel as defined by IETF RFC 3262 [36] is mandatory for this profile. 

A SIP-I based Nc shall support 100rel and interoperate with endpoints that do not support 100rel or require 100rel in provisional responses using the following rules:-

-
An MSC-S sending a SIP INVITE shall advertise its preference of provisional reliable responses via a SUPPORTED header containing the tag "100Rel". 

-
An MSC-S receiving a SIP INVITE with a REQUIRE header or SUPPORTED header containing the tag "100rel" shall include a REQUIRE header with tag "100rel" and RSeq header field when sending a response in the range 101-199.

-
An MSC-S receiving a SIP INVITE without a REQUIRE or SUPPORTED header containing the tag "100rel" shall not include a REQUIRE header with tag "100rel" when sending a response in the range 101-199 and shall not send provisional responses reliably.

-
An MSC-S receiving a response in the range 101-199 shall check that a REQUIRE header is present with tag "100rel".  If present, the MSC-S shall generate a PRACK for this provisional response.

5.2.1.2
Support for UPDATE method

The UPDATE method as defined by IETF RFC 3311 [37] allows updating of session parameters (media streams, codecs) without modifying the dialog of a session.  UPDATE is tightly associated with the use of preconditions to provide Continuity Testing which is a mandatory requirement.
A SIP-I based Nc shall support the UPDATE method and interoperate with endpoints that do not support the UPDATE method using the following rules:-

-
An MSC-S sending a SIP INVITE shall advertise its support of the UPDATE method via the ALLOW header listing the UPDATE method.

-
An MSC-S receiving a SIP INVITE with an ALLOW header listing the UPDATE method shall include an ALLOW header listing the UPDATE method when sending a response in the range 101-199 with REQUIRE header containing the tag "100rel".  The MSC-S is allowed to generate the UPDATE method as defined in IETF RFC 3311 [37] for the purpose of session modification during early dialog. In addition the MSC-S shall include an ALLOW header listing the UPDATE method when sending a 2xx final response. If UPDATE is not listed in the ALLOW header the MSC-S shall not generate the UPDATE method.
-
An MSC-S receiving a response to a SIP INVITE shall check that an ALLOW header is present listing the UPDATE method.  If the response contains an ALLOW header containing the UPDATE method and REQUIRE header containing the tag "100rel", the MSC-S is allowed to generate the UPDATE method as defined in IETF RFC 3311 [37] for the purpose of session modification during early dialog.  If UPDATE is not listed in the ALLOW header the MSC-S shall not generate the UPDATE method.
When the terminating endpoint does not allow the UPDATE method during early dialog, changes to session parameters shall generally be sent using the re-INVITE method after the session has been established, although in some cases PRACK may be used.
5.2.1.3
Support for Preconditions

Support for preconditions as defined in IETF RFC 3312 [38] is optional as defined in profile C of ITU-T Q.1912.5 [16].  The use of SIP Preconditions as described in IETF RFC 3312 [38] will allow a MSC Server to progress the call forward before all bearer resources have been allocated. This may occur for several reasons, including:

-
Incoming ISUP IAM indicates COT on previous call leg or COT on this circuit

-
Incoming BICC 

-
Originating RANAP waiting for network supported codec list.

To support these conditions, support for SIP Preconditions shall be mandatory at a MSC Server. To allow each SIP end point to control its own precondition status only the segmented procedures shall be used.

SIP-I based Nc shall support preconditions and shall interoperate with endpoints that do not support preconditions using the following rules:-  

-
An MSC-S sending a SIP initial INVITE shall advertise its preference of preconditions via a SUPPORTED header containing the tag "precondition". MSC-S shall encode preconditions in the SDP offer as specified in RFC 3312 [38].
-
An MSC-S receiving a SIP initial INVITE with a REQUIRE header or SUPPORTED header containing the tag "precondition" shall include a REQUIRE header with tag "precondition" when sending a provisional 101 -199 response.  The MSC-S is allowed to use preconditions as defined in IETF RFC 3312 [38] only if the precondition tag is present. 
-
An MSC-S receiving a SIP INVITE without a REQUIRE or SUPPORTED header containing the tag "precondition" shall not include a REQUIRE header or SUPPORTED header with tag "precondition" when sending a response.

-
An MSC-S receiving a provisional 101 -199 response to a SIP initial INVITE shall check that a REQUIRE or SUPPORTED header is present with tag "precondition".  The MSC-S is allowed to use preconditions as defined in IETF RFC 3312 [38] only if the precondition tag is present.
- 
An MSC-S sending a SIP re-INVITE or UPDATE shall not include a REQUIRE or SUPPORTED header with tag "precondition".

-
An MSC-S receiving a SIP re-INVITE or UPDATE during a confirmed dialog with a REQUIRE header containing the tag "precondition" shall reject re-INVITE with a 420 ‘Bad Extension’ final response.
Editor's Note: A mechanism which prevents the alerting of the terminating device that does not support preconditions is FFS.

