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1. Summary

Current version of the 3GPP Stage 3 Generic User Profile specification (TS 29.240, v.6.0.0) contains in Annex A the data model for the HSS IMS GUP component. This contribution performs a deep analysis of the current information elements included in the HSS IMS GUP component.

As a result of the analysis, some additional information elements are proposed in the area of Charging and operator-specific data. The new grouping for some other information elements is proposed.

Proposed changes of the current HSS IMS GUP component are given in the accompanying change request.

2. HSS IMS Data Model Analysis

The Annex A in the TS 29.240 v.6.0.0 comprises a number of information elements grouped according to the following classification:

· HSS IMS Data

· S-CSCF Selection

· Registration

· Private User Identity

· Authentication and Ciphering

· Subscription Identification and Numbering

· Repository Data

· Core Network Service Authorization

· Implicitly Registered Id Set

· Service Profile

The following sections comprise a detailed analysis of every information element according to the relevant 3GPP specifications. One aspect that has been analysed in details is if these data are needed only for provisioning purposes or if it would useful to offer these data to the applications at traffic time.



2.1 “HSSIMSData” Analysis

· HSSIMSDataKey: this information element is needed at both traffic time (as primary key for IMS users indexing) as well as at provisioning time.

 This element is REQUIRED within the GUP HSS-IMS component.

2.2 “SCSCFSelection” Analysis

· MandatoryCapability: TS 29.240 mentions that this parameter is described in TS 23.008 but the correct specification to reference is TS 29.228. This parameter is related to the selection procedure to be performed by I-CSCF on IMS-level registration (as defined in the specification). Provisioning application will have to configure such data per service in the HSS.

This element is REQUIRED within the GUP HSS-IMS component but it shall be only used for provisioning purposes.

· OptionalCapability: similarly to MandatoryCapability.
 This element is REQUIRED within the GUP HSS-IMS component but it shall be only used for provisioning purposes.

· PreferredSCSCF: This information element is an implementation option that provides I-CSCF with a "default" S-CSCF for the selection procedure (thus surpassing the "best-fit" algorithm based on the previously mentioned capabilities). This value is of no interest to ASs at traffic time; instead, it is considered that SCSCFName could provide the required functionality.

This element is NOT REQUIRED within the GUP HSS-IMS component.

2.3 “Registration” Analysis

· SCSCFName: To be used by ASs on service delivery time. It could be useful for AS-specific service control or execution. This parameter is written by S-CSCF in HSS during registration procedure (so it is not provisioned in HSS)

 This element is REQUIRED within the GUP HSS-IMS component.

· DiameterClientAddressofSCSCF: It is of no interest to any systems other than the own S-CSCF and the HSS. This is a configuration parameter to be established during the server setup.

 This element is NOT REQUIRED within the GUP HSS-IMS component.

2.4 “PrivateUserIdentity” Analysis

· Identity: This address is private and is only for internal (IMS Core) consumption at traffic time. It has to be provisioned.

 This element is REQUIRED within the GUP HSS-IMS component but it shall be only used for provisioning purposes.

· SubscriptionIdentificationAndNumberingReference: This information element is implementation specific.

 This element is NOT REQUIRED within the GUP HSS-IMS component.

· AuthenticationAndCipheringReference: This information element is implementation specific.

 This element is NOT REQUIRED within the GUP HSS-IMS component.

2.5 “AuthenticationandCiphering” Analysis

· K: This is the "Long-term secret key shared between the USIM and the AuC" and thus not to be shared. This information element is configured at the HSS rather than provisioned by user and highly sensitive so it will not be offered to the applications.

· Algorithm: This is the authentication algorithm to be used between the MS and the Serving Network. Publishing of this information element could mean high security threats. This information element configured at the HSS rather than provisioned by user and highly sensitive so it will not be offered to the applications..

· AMF: This IE is part of authentication tokens to be included in authentication vectors to be exchanged between USIM and HSS and thus of no interest to ASs. This information element is configured at the HSS rather than provisioned by user and highly sensitive so it will not be offered to the applications..

· PrivateUserIdentityReference: This information element is implementation specific.

· AuthenticationAndCipheringKey: As it is understood that none of the information elements within this GUP component are appropriated to be shared, this key is no longer needed. 

All the elements within this sub-chapter are NOT REQUIRED within the GUP HSS-IMS component. 

2.6 “SubscriptionIdentificationAndNumbering” Analysis

· PublicUserIdentity: This information element is of interest to ASs. This information element has to be provisioned. 

This element is REQUIRED within the GUP HSS-IMS component.

· BarringIndication: this information element has to be provisioned. 

 This element is REQUIRED within the GUP HSS-IMS component but it shall be only used for provisioning purposes.

· ListOfAuthorizedVisitedNetworkIdentifiers: this information element has to be provisioned.

 This element is REQUIRED within the GUP HSS-IMS component but it shall be only used for provisioning purposes.

· ServicesRelatedToUnregisteredState: This information element is of interest to ASs. This information element has to be provisioned.

This element is REQUIRED within the GUP HSS-IMS component.

· PrivateUserIdentityReference: This information element is implementation specific.

This element is NOT REQUIRED within the GUP HSS-IMS component.

· ServiceProfileReference: This information element is implementation specific.

This element is NOT REQUIRED within the GUP HSS-IMS component.

· ImplicitlyRegisteredIdSetReference: This information element is implementation specific.

This element is NOT REQUIRED within the GUP HSS-IMS component.

2.7 “RepositoryData” Analysis

· AdditionalShData: This information element is of interest to ASs. This information element has to be provisioned.

This element is REQUIRED within the GUP HSS-IMS component.

2.8 “CoreNetworkServiceAuthorization” Analysis

· SubscribedMediaProfileIdentifier: this information element has to be provisioned. 

The Subscribed Media Profile Identifier identifies a set of session description parameters that the subscriber is authorized to request.  The translation from the Profile Identifier to the set of subscribed media is performed in the S-CSCF based on operator configuration. The Subscribed Media Profile Identifier is permanent data stored in the HSS and in the S-CSCF. This data is not offered to the applications.

This element is REQUIRED within the GUP HSS-IMS component but it shall be only used for provisioning purposes.

2.9 “ImplicitlyRegisteredIdSet” Analysis

· ImplicitlyRegisteredIdSetKey: It could be of some interest to ASs in order to elaborate services of further complexity but it is implementation specific (the relevant specifications does not model such information element).  

· RegistrationStatus: This information element is needed by ASs but it is not clearly seen how this information element fits into this GUP component. A proposed solution is to change the name of this group of information to IMSPublicIdStatus.This information element is not provisioned.

· SubscriptionIdentificationAndNumberingReference: This information element is implementation specific.

All the elements within this sub-chapter are NOT REQUIRED within the GUP HSS-IMS component. 

2.10 “ServiceProfile” Analysis

· ServiceProfileKey: This information element has to be provisioned.

· SubscriptionIdentificationAndNumberingReference: This information element is implementation specific.

· InitialFilterCriteria::Priority: This information element has to be provisioned.

· ApplicationServer::ServerName: This information element has to be provisioned.

· ApplicationServer::DefaultHandling: This information element has to be provisioned.

· ApplicationServer::ServiceInfo: This information element has to be provisioned.

· TriggerPoint::ConditionTypeCNF: This information element has to be provisioned.

· ServicePointTrigger::ConditionNegated: This information element has to be provisioned.

· ServicePointTrigger::Group: This information element has to be provisioned.

· RequestURI: This information element has to be provisioned.

· Method: This information element has to be provisioned.

· SIPHeader::SessionCase: This information element has to be provisioned.

· SessionDescription::Line: This information element has to be provisioned.

· SessionDescription::Content: This information element has to be provisioned.

This element is REQUIRED within the GUP HSS-IMS component.

3. Charging Information Addition Proposal

Based on the information contained in TS 23.008, clauses 3.7.1 – 3.7.4, and additionally to the information elements already specified, the following ones are also considered to be REQUIRED within the GUP HSS-IMS component  as a new functional grouping depending on the HSSIMSData GUP component (I.e., without a unique key):

· PrimaryEventChargingFunctionName: This information element is used by ASs in certain circumstances as described in 29.328. This information element has to be provisioned.
· SecondaryEventChargingFunctionName: This information element is used by ASs in certain circumstances as described in 29.328. This information element has to be provisioned.
· PrimaryChargingCollectionFunctionName: This information element is used by ASs in certain circumstances as described in 29.328. This information element has to be provisioned.
· SecondaryChargingCollectionFunctionName: This information element is used by ASs in certain circumstances as described in 29.328. This information element has to be provisioned.

4. Re-organization of information elements

The following information elements are re-organized:

· ImplicitlyRegisteredIdSet GUP component changes its name to  IMSRegistrationStatus
· AuthenticationAndCiphering GUP Component: this GUP component is removed from the data model.

· Registration renamed to IMSLocation

· Add Charging information in the GUP HSS-IMS component

5. Conclusions and Proposal

Based on the analysis presented in this paper the proposal contained in the accompanying CR consists of a number of elements currently present at the GUP HSS-IMS component in TS 29.240 v6.0.0 that would still be required, a number of elements that while still being required shall be only used for provisioning purposes and some other elements that would not be required at all.

Mind that the identified set of GUP data element with regards to the IMS HSS component should receive different treatment (only read or both read/write access rights), depending on the nature of the data and the nature of the Application that sends the request. This is obviously one of the factors that determine the access policies for its retrieval. In order to provide such differentiated treatment access control mechanism applies. It is proposed that the current GUP HSS-IMS component in TS 29.240 v6.0.0 is updated according to the results and conclusions of this analysis. The CR also completes Annex A regarding the DST tables defining the use of DST protocol for the GUP HSS-IMS component.
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