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* * * First Change * * * *

6.1.6.2.19	Type: QosFlowSetupItem
Table 6.1.6.2.19-1: Definition of type QosFlowSetupItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	qfi
	Qfi
	M
	1
	This IE shall contain the QoS Flow Identifier.
	

	qosRules
	Bytes
	M
	1
	This IE shall contain the QoS Rule(s) associated to the QoS flow to be sent to the UE. It shall be encoded as the Qos rules IE specified in clause 9.11.4.13 of 3GPP TS 24.501 [7] (starting from octet 4).
	

	protocolDescription
	Bytes
	O
	0..1
	When present, this IE shall contain the protocol description for PDU Set handling associated with the QoS Rule(s) to be sent to the UE. It shall be encoded as the Protocol description IE specified in clause 9.11.4.x 39 of 3GPP TS 24.501 [7] (starting from octet 4).
	

	ebi
	EpsBearerId
	C
	0..1
	This IE shall be included when an EPS Bearer ID is allocated for the QoS Flow for interworking with EPS. When present, this IE shall contain the allocated EPS Bearer ID.
	

	qosFlowDescription
	Bytes
	O
	0..1
	When present, this IE shall contain the description of the QoS Flow level Qos parameters to be sent to the UE. It shall be encoded as the Qos flow descriptions IE specified in clause 9.11.4.12 of 3GPP TS 24.501 [7] (starting from octet 1), encoding one single Qos flow description for the QoS flow to be set up. 
	

	qosFlowProfile
	QosFlowProfile
	O
	0..1
	When present, this IE shall contain the description of the QoS Flow level Qos parameters.
	

	associatedAnType
	QosFlowAccessType
	O
	0..1
	This IE may be present if the QoS Flow belongs to MA PDU session.
When present, this IE shall contain the indicated access type associated with the QoS Flow.
	MAPDU

	defaultQosRuleInd
	boolean
	C
	0..1
	This IE shall be present if available.

When present, it shall be set as follows:
-	true: QoS Flow is associated with the default QoS Rule.
-	false: QoS Flow is not associated with the default QoS Rule.
(NOTE)
	

	ecnMarkingCongestInfoReq
	EcnMarkingCongestionInfoReq
	O
	0..1
	When present, this IE shall indicate that ECN marking for the L4S or QoS monitoring for congestion information is requested in the NG-RAN.
	

	NOTE:	Anchor SMF implementations complying with earlier versions of the specification may not support setting this Indication. If the attribute is absent, the I-SMF or V-SMF can determine whether the QoS Rule is the default QoS Rule by decoding the available qosRules IE. The absence of the attribute shall not be interpreted as meaning that the QoS flow is not associated with the default QoS Rule.



* * * Next Change * * * *

6.1.6.2.20	Type: QosFlowAddModifyRequestItem
Table 6.1.6.2.20-1: Definition of type QosFlowAddModifyRequestItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	qfi
	Qfi
	M
	1
	This IE shall contain the QoS Flow Identifier.
	

	ebi
	EpsBearerId
	C
	0..1
	This IE shall be included when the EPS Bearer ID associated with a QoS Flow is modified. When present, this IE shall contain the EPS Bearer ID.
	

	qosRules
	Bytes
	O
	0..1
	When present, this IE shall contain the QoS Rule(s) to be sent to the UE. It shall be encoded as the Qos rules IE specified in clause 9.11.4.13 of 3GPP TS 24.501 [7] (starting from octet 4).
	

	protocolDescription
	Bytes
	O
	0..1
	When present, this IE shall contain the protocol description for PDU Set handling associated with the QoS Rule(s) to be sent to the UE. It shall be encoded as the Protocol description IE specified in clause 9.11.4.x 39 of 3GPP TS 24.501 [7] (starting from octet 4).
	

	qosFlowDescription
	Bytes
	O
	0..1
	When present, this IE shall contain the description of the QoS Flow level Qos parameters to be sent to the UE. It shall be encoded as the Qos flow descriptions IE specified in clause 9.11.4.12 of 3GPP TS 24.501 [7] (starting from octet 1), encoding one single Qos flow description for the QoS flow to be added or modified. 
	

	qosFlowProfile
	QosFlowProfile
	O
	0..1
	When present, this IE shall contain the description of the QoS Flow level QoS parameters.
When modifying a QoS flow, the IE shall only contain the QoS Flow profile's attributes which are modified.
	

	associatedAnType
	QosFlowAccessType
	O
	0..1
	This IE may be present if the QoS Flow belongs to MA PDU session.
When present, this IE shall contain the indicated access type associated with the QoS Flow.
	MAPDU

	ecnMarkingCongestInfoReq
	EcnMarkingCongestionInfoReq
	O
	0..1
	When present, this IE shall indicate that ECN marking for the L4S or QoS monitoring for congestion information is requested in the NG-RAN.
	

	tscaiUl
	TscAssistanceInformation
	O
	0..1
	When present, this IE shall indicate TSCAI input parameters at the uplink flow direction.
	

	tscaiDl
	TscAssistanceInformation
	O
	0..1
	When present, this IE shall indicate TSCAI input parameters at the downlink flow direction.
	



* * * Next Change * * * *

[bookmark: _Toc161820325]6.1.6.2.73	Type: HrsboInfoFromHplmn
Table 6.1.6.2.73-1: Definition of type HrsboInfoFromHplmn
	Attribute name
	Data type
	P
	Cardinality
	Description

	hrsboAuthResult
	boolean
	C
	0..1
	This IE shall be present, for a HR PDU session, if the H-SMF received a request for HR SBO authorization:
· in a Create Response; and
· in an Update Response sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, this IE shall indicate whether HR-SBO request is authorized as follows:
- true: authorized.
- false: Not authorized.

	hDnsAddr
	IpAddress
	C
	0..1
	This IE shall be present, when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]) or the EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO (see clause 6.7.2.5 of 3GPP TS 23.548 [39]), if available.
When present, this IE shall contain the DNS server address of HPLMN to be used:
- for DNS requests related with traffic not to be subject to HR-SBO, to configure the V-EASDF when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]), or
- for DNS requests related to traffic subject to HR-SBO, to configure the UPF in VPLMN to perform IP replacement when using the EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO (see clause 6.7.2.5 of 3GPP TS 23.548 [39]). (NOTE 3).

	hPlmnAddr
	IpAddress
	O
	0..1
	This IE may be present when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]).
When present, this IE shall contain the HPLMN address information (e.g. H-UPF IP address on N6) to be used by the V-SMF to configure the V-EASDF to build EDNS Client Subnet option for target FQDN of DNS queries which are not authorized for HR-SBO.

	vplmnOffloadingInfoList
	array(VplmnOffloadingInfo)
	O
	0..N
	When present, this IE shall include VPLMN specific Offloading Information list applicable to the PDU session and whose offload identifiers are not yet known by the V-SMF service instance or whose offload identifier's version has changed.
(NOTE 5)(NOTE 6)

	offloadIds
	array(OffloadIdentifier)
	C
	0..N
	When present, this IE shall include a list of specific Offload Ids applicable for the PDU session and that are part of the StoredOffloadIds included in the corresponding request message.
(NOTE 5)(NOTE 6)

	internalGroupIds
	array(GroupId)
	O
	1..N
	When present, this IE shall include the list of internal group identifier if the UE belongs to any subscribed internal group(s).

	targetDnai
	Dnai
	C
	0..1
	This IE shall be present, for a HR PDU session, if the H-SMF receives the target DNAI from AF during AF triggered EAS re-discovery and edge relocation via interacting with HPLMN (see clause 6.7.3.2 of 3GPP TS 23.548 [74]).

When present, this IE shall contain the target DNAI.

	trafficInfluInfo
	TrafficInfluenceInfo
	O
	0..1
	This IE may be present for a HR-SBO PDU session, when the AF interacts with the HPLMN to influence the HR-SBO PDU session at VPLMN, e.g. if the H-SMF receives the EAS IP replacement information from AF during AF triggered EAS re-discovery and edge relocation via interacting with HPLMN (see clause 6.7.3.2 of 3GPP TS 23.548 [74]).
When present, it shall include AF traffic influence information that applies at the VPLMN to the HR-SBO PDU session.

	NOTE 1:	The H-SMF sends the V-EASDF address received from the V-SMF to the UE in n1SmInfoToUe attribute when using the EAS Discovery procedure with V-EASDF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]).
NOTE 2:	The H-SMF sends the Local DNS Server/Resolver address received from the V-SMF to the UE in n1SmInfoToUe attribute when using the EAS Discovery Procedure with Local DNS for HR-SBO (see clause 6.7.2.4 of 3GPP TS 23.548 [39]).
NOTE 3:	The H-SMF also sends the DNS server IP address of the HPLMN to the UE in n1SmInfoToUe attribute (via PCO) when using the EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO (see clause 6.7.2.5 of 3GPP TS 23.548 [39]).
NOTE 4:	The H-SMF sends the EAS rediscovery indication and EAS information to be refreshed for EAS re-discovery received from the V-SMF to the UE in n1SmInfoToUe attribute.
NOTE 5:	When the H-SMF determines that the V-SMF service instance has already received the corresponding Vplmn Offloading Info based on the storedOffloadIds provided by the V-SMF service instance in the corresponding request message and the associated vplmnOffloadInfo has not changed, then in the corresponding response message, the H-SMF shall include the corresponding offload identifier in the offloadIds attribute; otherwise, the H-SMF shall include it in the vplmnOffloadingInfoList attribute. The H-SMF shall always provision a complete list of vplmnOffloadingInfo and/or offloadIds.
NOTE 6:	The V-SMF service instance shall always overwrite any vplmnOffloadingInfoList and the offloadIds stored for the PDU session with the latest vplmnOffloadingInfo and/or offloadIds received. The H-SMF may request the V-SMF to remove all vplmnOffloadingInfo provisioned earlier for a HR-SBO PDU session by provisioning a vplmnOffloadingInfo set to the null value. When the V-SMF receives a VplmnOffloadingInfo containing an offloadId which is known by the V-SMF, it shall consider that the vplmnOffloadingInfo for the offloadId has changed if the offloadId does not contain a version field or if the offload id has an incremented version number, and if so, the V-SMF service instance shall enforce the changed vplmnOffloadingInfo for the HR-SBO PDU session and also for any other HR-SBO PDU sessions with the same offloadId.
NOTE 7:	The H-SMF sends the V-EASDF (i.e. DNS server) security information received from the V-SMF to the UE in n1SmInfoToUe attribute (via PCO) (see Annex T.4 of 3GPP TS 33.501 [17]).




* * * End of Changes * * * *
