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* * * First Change * * * *
[bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc35971446][bookmark: _Toc146103773][bookmark: _Toc151981332]6.1.3.2.3.1	POST 
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MediaContext
	M
	1
	Creates a new Individual Context resource



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MediaContext
	M
	1
	201 Created
	The creation of an Individual Media Context resource is confirmed and a representation of that resource is returned.

	RedirectResponse 
	O 
	0..1
	307 Temporary Redirect 
	Temporary redirection. (NOTE 2)

	RedirectResponse
	O 
	0..1
	308 Permanent Redirect
	Permanent redirection. (NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the creation of media context has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	INSUFFICIENT_RESOURCE

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmf-mrm/<apiVersion>/contexts/{contextId}.



Table 6.1.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative MF (service) instance.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MF instance ID towards which the request is redirected.



Table 6.1.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative MF (service) instance.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MF instance ID towards which the request is redirected.



* * * Next Change * * * *
6.1.3.3.3.1	PATCH
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1..N
	Document describes the modification(s) to an Individual Context resource.



Table 6.1.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MediaContext
	M
	1..N
	200 OK
	Represents a successful update on the media context. 

	n/a
	
	
	204 No Content
	

	RedirectResponse 
	O 
	0..1
	307 Temporary Redirect 
	Temporary redirection. (NOTE 2)

	RedirectResponse
	O 
	0..1
	308 Permanent Redirect
	Permanent redirection. (NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the modification of media context has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	MEDIA_ID_CONFLICT
-	MEDIA_CONNECTION_CHANGED
-	INSUFFICIENT_RESOURCE

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of media context has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
[bookmark: _PERM_MCCTEMPBM_CRPT03410206___2]-	CONTEXT_NOT_FOUND

	NOTE 1:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative MF (service) instance.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MF instance ID towards which the request is redirected.



Table 6.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative MF (service) instance.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MF instance ID towards which the request is redirected.



* * * Next Change * * * *
6.1.7.3	Application Errors
The application errors defined for the Nmf_MRM service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	CONTEXT_NOT_FOUND
	404 Not Found
	Indicates that the requested context is not found in the MF.

	MEDIA_ID_CONFLICT
	403 Forbidden
	Indicates that mediaId which identifies the newly added media has existed within the specific termination.

	MEDIA_CONNECTION_CHANGED
	403 Forbidden
	Indicates that the connection information which has been marked that cannot be changed once the media has established is changed in the request. including the remoteMbEndpoint, localMbEndpoint etc.

	INSUFFICIENT_RESOURCE
	403 Forbidden
	Indicates that there is not sufficient data channel media resources.



* * * End of Changes * * * *


