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	Reason for change:
	It is not clear how to interpret the case where the ipEndPoints array contains the following data:

- Case A: [ { IP1, port1 }, { IP2, port2 }, { port3 } ]

- Case B: [ { IP1, port1 }, { IP2, port2 }, { IP3 } ]


For case A:
An array entry containing a standalone port shall be interpreted as if the operator has deployed a service on a given port that is reachable via any addressing information defined in the NFProfile (FQDN or IP addresses), or via an FQDN defined in the NFService.

Note that this port is not applicable to other IP addresses included in NFService (i.e. in other entries of the ipEndPoints array) because these IP addresses override the FQDN / IPs present in NFProfile, and the FQDN in NFService (for http scheme). Refer to the description of "ipEndPoints" in Table 6.1.6.2.3-1.

Therefore, in this case A, port3 is not really used, and this configuration (mixing entries containing IP addresses, with a standalone port entry) should not be used.

For case B:
The consumer can use IP3 only with the default port for the given HTTP scheme. 

Note that for this case, the HTTP scheme should be assumed to be "http", for the reasons explained in NOTE 5 of Table 6.1.6.2.5-1.


	
	

	Summary of change:
	- Add a NOTE to IpEndPoint data type definition clarifying these cases.

- Add examples describing the authority field of target URIs for some cases of NFProfile/NFService data.


	
	

	Consequences if not approved:
	It is unclear how certain corner cases in the definition of ipEndPoints should be interpreted, leading to potential inter-operability problems.
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	Other comments:
	This CR does not introduce any changes on OpenAPI files.


	
	

	This CR's revision history:
	Rev. 1 (at CT4#118):
- Remove the case of a standalone port attribute in the ipEndPoints array, and cover only the case of a standalone ip address attribute.

Rev. 2 (at CT4#119):
- Re-introduce the case of a standlone port attribute (Case A).
- Add EXAMPLES
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* * * First Change * * * *
[bookmark: _Toc24937656][bookmark: _Toc33962471][bookmark: _Toc42883233][bookmark: _Toc49733101][bookmark: _Toc56690726][bookmark: _Toc145945461]6.1.6.2.5	Type: IpEndPoint
Table 6.1.6.2.5-1: Definition of type IpEndPoint
	Attribute name
	Data type
	P
	Cardinality
	Description

	ipv4Address
	Ipv4Addr
	C
	0..1
	IPv4 address (NOTE 1)

	ipv6Address
	Ipv6Addr
	C
	0..1
	IPv6 address (NOTE 1)

	transport
	TransportProtocol
	O
	0..1
	Transport protocol

	port
	integer
	O
	0..1
	Port number (NOTE 2)
Minimum: 0 Maximum: 65535

	NOTE 1:	At most one occurrence of either ipv4Address or ipv6Address shall be included in this data structure.
NOTE 2:	If the port number is absent from the ipEndPoints attribute (see clause 6.1.6.2.3), i.e. there is no "port" attribute in any of the IpEndPoints objects of the ipEndPoints array, the NF service consumer shall use the default HTTP port number, i.e. TCP port 80 for "http" URIs or TCP port 443 for "https" URIs as specified in IETF RFC 7540 [9] when invoking the service.
NOTE 3:	If the "port" attribute is present, but the ipv4Address and ipv6Address attributes are absent, the NF service consumer shall use such port number along with the FQDN present in the NFService or NFProfile data types or IP address parameters present in the NFService or NFProfile data types to construct the target URI where the NF Service Producer is listening for incoming service requests.
NOTE 4:	If the "port" attribute is present with any ipv4Address and ipv6Address attributes and the HTTP scheme of the service is "https", or the inter-PLMN signalling uses the "http" scheme, the NF service consumer shall use such port number along with the FQDN parameter present in the NFService or NFProfile data types to construct the target URI where the NF Service Producer is listening for incoming service requests.
NOTE 5:	If the HTTP scheme of the service (see clause 6.1.6.2.3) is "https" or the inter-PLMN signalling uses the "http" scheme, the operator should not configure IpEndPoints having pairs of IP addresses and ports, with different "port" values in each entry. This is so because the authority of the target URI shall consist of an FQDN (due to the "https" scheme or inter-PLMN signalling), and it is not always possible to ensure which IP address will be used by the HTTP/2 stack after the DNS resolution has been performed.
NOTE X:	If the "ipEndPoints" array contains an entry (IpEndPoint object) containing either ipv4Address or ipv6Address, and with the "port" attribute absent, the NF Service Consumer shall use the default port for the given HTTP scheme when building a target URI that uses such IP address in the authority field of the URI.



The following examples describe valid cases of the authority of target URIs, considering the addressing information present in the NFProfile and in the NFService objets (in the "nfServiceList" map).
EXAMPLE 1:
NFProfile: 
{
  "fqdn": "nf.example.com",
  "ipv4Addresses": [ "1.2.3.4" ],
  "nfServiceList": {
    "Service1": {
      "scheme": "http",
      "ipEndPoints": [
        { "port": 8080 },
        { "ipv4Address": "1.2.3.5", "port": 8081 }
      ]
    }
  }
}

Valid authority for target URIs:
http://1.2.3.5:8081/

Note that the IP address contained in ipEndPoints override the FQDN and IP address in NFProfile-level, so the value contained in "port" cannot be used, in this configuration.
EXAMPLE 2:
NFProfile: 
{
  "fqdn": "nf.example.com",
  "ipv4Addresses": [ "1.2.3.4" ],
  "nfServiceList": {
    "Service1": {
      "scheme": "http",
      "fqdn": "service1.example.com",
      "ipEndPoints": [
        { "ipv4Address": "1.2.3.5", "port": 8081 },
        { "ipv4Address": "1.2.3.6" }
      ]
    }
  }
}

Valid authority for target URIs:
http://1.2.3.5:8081/
http://1.2.3.6:80/
http://1.2.3.6/

EXAMPLE 3:
NFProfile: 
{
  "fqdn": "nf.example.com",
  "ipv4Addresses": [ "1.2.3.4" ],
  "nfServiceList": {
    "Service1": {
      "scheme": "http",
      "ipEndPoints": [
        { "port": 8080 },
      ]
    }
  }
}

Valid authority for target URIs:
http://nf.example.com:8080/
http://1.2.3.4:8080/


* * * End of Changes * * * *
