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1. Introduction
<Introduction part (optional)>
2. Reason for Change
SA2 has decided to define Sc interface, which is between DCSF and HSS. It also defines that the DCSF can update the repository data in HSS. This proposal is to add the command and AVPs for Sc-Update.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.abc.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc148516743]6.2	Commands
6.2.x	Profile-Update-Request (PUR) Command
The Profile-Update-Request (PUR) command, indicated by the Command-Code field set to 307 and the 'R' bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to update user data in the server.
Message Format
< Profile-Update-Request > ::=	< Diameter Header: 307, REQ, PXY, 167xxxxx >
< Session-Id >
[ DRMP ]
{ Vendor-Specific-Application-Id }
{ Auth-Session-State }
{ Origin-Host }
{ Origin-Realm }
[ Destination-Host ]
{ Destination-Realm }
{ Public-Identity }
*{ Data-Reference }
{ User-Data }
*[ AVP ]
*[ Proxy-Info ]
*[ Route-Record ]

NOTE:	More than one Data-Reference AVP may be present in the message only if both the AS and the HSS support the Update-Eff-Enhance feature. How the AS knows whether the HSS supports the Update-Eff-Enhance feature is implementation issue, e.g. the AS can get the information from a previous PUA message.


6.2.y	Profile-Update-Answer (PUA) Command
The Profile-Update-Answer (PUA) command, indicated by the Command-Code field set to 307 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Profile-Update-Request command. The Experimental-Result AVP may contain one of the values defined in clause 6.2 or in 3GPP TS 29.229 [6].
Message Format
< Profile-Update-Answer > ::=< Diameter Header: 307, PXY, 167xxxxx >
< Session-Id >
[ DRMP ]
{ Vendor-Specific-Application-Id }
[ Result-Code ]
[ Experimental-Result ]
{ Auth-Session-State }
{ Origin-Host }
{ Origin-Realm }
 [ Repository-Data-ID ]
*[ AVP ]
[ Failed-AVP ]
*[ Proxy-Info ]
*[ Route-Record ]


* * * Next Change * * * *
[bookmark: _Toc148516744]6.3	Information Elements
[bookmark: PubUIDIE][bookmark: _Toc130934857][bookmark: _Toc44878543][bookmark: _Toc36056744][bookmark: _Toc27756194][bookmark: _Toc20215908][bookmark: _Toc2694328]6.3.x	Public Identity
See 3GPP TS 29.329 clause 6.3.15.

[bookmark: _Toc130934858][bookmark: _Toc44878544][bookmark: _Toc36056745][bookmark: _Toc27756195][bookmark: _Toc20215909][bookmark: _Toc2694329]6.3.x+2	Data Reference
See 3GPP TS 29.329 clause 6.3.4.
The value of this AVP can only be set to 0 since DCSF can only get and update repository data.

6.3.x+3	User Data 
See 3GPP TS 29.329 clause 6.3.3.

6.3.x+4	Repository Data ID
See 3GPP TS 29.329 clause 6.3.24.
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* * * End of Changes * * * *

