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* * * First Change * * * *
[bookmark: _Hlk139534721][bookmark: _Toc138348671]5.2.2.2.3	Network slice admission control for controlling the number of UEs in hierarchical NSACF architecture
When hierarchical NSACF architecture is deployed in the network, the NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure related to control the number of UEs. In this procedure, the NSACF may send the request to the primary NSACF for further processing.


Figure 5.2.2.2.3-1: NSAC procedure for controlling the number of UEs in hierarchical NSACF architecture
1.	Same as step 1 of Figure 5.2.2.2.2-1, with the following modifications.
The POST request may contain:
-	the UE already registered indication, if the registered S-NSSAI has already been registered in another service area before.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the actions to control the number of UEs.
Editor's Note:	The detail logic in the NSACF, e.g. whether forward the request to the primary NSACF or handle the request by itself, is FFS.
-	if the update flag is set to "INCREASE" or "DECREASE", the NSACF shall behave as described in clause 4.2.11.2a of 3GPP TS 23.502 [3].
2b and 2c.	Same as step 2b and 2c of Figure 5.2.2.2.2-1.
3.	If the NSAC processing involves the primary NSACF, the NF Service Consumer (e.g. NSACF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the primary NSACF.
The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the information received in step 1. The UE already registered indication may be included if it is received in step 1 and the UE admission type is quota-based.
4a.	For each S-NSSAI included in UeACRequestData, the primary NSACF shall check the global maximum number of UEs and determines whether to accept or reject the request to update the local maximum number of UEs from NSACF.
Editor's Note:	The detail logic in the Primary NSACF on handling the request message is FFS.
-	if the update flag is set to "INCREASE" or "DECREASE", the primary NSACF shall behave as described in clause 4.2.11.2a of 3GPP TS 23.502 [3].
If in above primary NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data indicating the failed S-NSSAI and the failure reason, e.g. "EXCEED_MAX_UE_NUM".
If in above primay NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned which could represent the maximum number of UEs for the S-NSSAI not reached.
4b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
4c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
5a.	If the response message includes the updated local maximum number of UEs, the NSACF shall replaces the existing local maximum number of UEs with the received updated value, and the NSACF shall execute the same action as step 2a of Figure 5.2.2.2.2-1 based on the updated value;
If the response does not include the updated local maximum number of UEs, the NSACF shall returns the response to NF service consumer based on the received NSAC response from Primary NSACF.
5b and 5c.	Same as step 2b and 2c of Figure 5.2.2.2.2-1.
* * * Next Change * * * *
[bookmark: _Hlk141115910][bookmark: _Toc138348678]5.2.2.4.3	Network slice admission control for controlling the number of PDU sessions in hierarchical NSACF architecture
When hierarchical NSACF architecture is deployed in the network, the NF Service Consumer (e.g. SMF, combined SMF+PGW-C) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDUs PDU sessions. In this procedure, the NSACF may forward the request to the primary NSACF for further processing.


Figure 5.2.2.4.3-1: NSAC procedure for controlling the number of PDU sessions in hierarchical NSACF architecture
1.	Same as step 1 of Figure 5.2.2.4.2-1.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform action to control the number of PDU session.
Editor's Note:	The detail logic in the NSACF, e.g. whether forward the request to the primary NSACF or handle the request by itself, is FFS.
· If the local maximum number of PDU sessions is reached, the NSACF may interact with the Primary NSACF to request an update of the local maximum number of PDU sessions before it returns a response to the NF Service Consumer. 
2b and 2c.	Same as step 2b and 2c of Figure 5.2.2.4.2-1.
3.	If the NSAC processing involves the primary NSACF, the NF Service Consumer (e.g. NSACF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/pdus) in the primary NSACF.
The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the information received in step 1.
4a.	For each S-NSSAI included in PduACRequestData, the primary NSACF shall check the global maximum PDU session number and determines whether to accept or reject the request to update the local maximum PDU session number from NSACF.
The primary NSACF shall include the S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_PDU_NUM" as specified in clause 6.1.6.3.5), if the request to update the local maximum PDU session number is rejected.
The primary NSACF shall include a new allocated local maximum PDU sessions number in the response message, if the request to update the local maximum PDU session number is accepted.
4b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3.
4c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
5a.	If the response message includes the updated the local maximum number, the NSACF shall replaces the existing local maximum number with the received updated value, and the NSACF shall execute the same action as step 2a of Figure 5.2.2.4.2-1 based on the updated value;
If the response does not include the updated local maximum number, the NSACF shall returns the response to NF service consumer based on the received NSAC response from Primary NSACF.
5b and 5c.	Same as step 2b and 2c of Figure 5.2.2.4.2-1.
* * * End of Changes * * * *
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