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* * * First Change * * * *
[bookmark: _Toc138333011][bookmark: _Toc67681350][bookmark: _Toc45028596][bookmark: _Toc45027761][bookmark: _Toc36456883][bookmark: _Toc27584941][bookmark: _Toc11338338][bookmark: _Toc138333871][bookmark: _Toc67682081][bookmark: _Toc45029308][bookmark: _Toc45028473][bookmark: _Toc36457555][bookmark: _Toc27585548]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5G PKMF	5G ProSe Key Management Function
5G ProSe	5G Proximity-based Services
ACS	Auto-Configuration Server
AKMA	Authentication and Key Management for Applications
AMF	Access and Mobility Management Function
AUSF	Authentication Server Function
DCCF	Data Collection Coordination Function
DNN	Data Network Name
EES	Edge Enabler Server
FQDN	Fully Qualified Domain Name
FN-RG	Fixed Network RG
GMLC	Gateway Mobile Location Centre
GPSI	Generic Public Subscription Identifier
GUAMI	Globally Unique AMF Identifier
HGMLC	Home GMLC
JSON	Javascript Object Notation
LCS	LoCation Services
LPHAP	Low Power and High Accuracy Positioning
LPI	LCS Privacy Indicator
MICO	Mobile Initiated Connection Only
N5GC	Non-5G-Capable
NAI	Network Access Identifier
NAS	Non-Access Stratum
NEF	Network Exposure Function
NIDD	Non-IP Data Delivery
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PEI	Permanent Equipment Identifier
PIN	Personal IoT Network
PRU	Position Reference Unit
QFI	QoS Flow Identifier
5G-RG	5G Residential Gateway
RG	Residential Gateway
SBI	Service Based Interface
SMF	Session Management Function
SMSF	Short Message Service Function
SUCI	Subscription Concealed Identifier
SUPI	Subscription Permanent Identifier
UDM	Unified Data Management
UDR	Unified Data Repository
W-AGF	Wireline Access Gateway Function

* * * Next Changes * * * *
[bookmark: _Hlk143682608]6.5.6.2.6	Type: 5GVnGroupConfiguration
Table 6.5.6.2.6-1: Definition of type 5GVnGroupConfiguration
	Attribute name
	Data type
	P
	Cardinality
	Description

	5gVnGroupData
	5GVnGroupData
	C
	0..1
	Data of the 5G VN Group; may be absent in modification requests; shall be present otherwise (NOTE 2)

	members
	array(Gpsi)
	C
	1..N
	List of group members; may be absent in modification requests; shall be present in creation requests

	referenceId
	ReferenceId
	C
	1
	Transaction Reference ID; shall be absent in modification requests; shall be present otherwise.

	afInstanceId
	string
	C
	1
	The string identifying the originating AF (NOTE 1)

	internalGroupIdentifier
	GroupId
	C
	0..1
	The internalGroupIdentifier is allocated by the UDM and hence shall be absent in create requests and modify requests on Nudm. On Nudr it shall be present in PUT requests, successful PUT responses and GET responses
The internalGroupIdentifier shall be unique within the PLMN. If the UDR detects that the value received in a PUT request already exists, it shall deny creation of the 5GVnGroup and return “403 Forbidden” with application error INTERNAL_GROUP_ID_NOT_UNIQUE to the UDM.

	mtcProviderInformation
	MtcProviderInformation
	O
	0..1
	Indicates MTC provider information for 5G VN Group Configuration authorization.

	NOTE 1:	  When the service operation is originated by external AF via T8/N33 interface, information carried in {scsAsId} URI variable in resource URIs on T8/N33 interface (see clause 5 of 3GPP TS 29.122 [45]) or in {afId} URI variable in resource URIs on N33 interface (see clause 5 of 3GPP TS 29.522 [54]) can be used as the value for this IE.
[bookmark: OLE_LINK6]NOTE 2:	When the 5G VN Group is used for PIN, the 5GVnGroupData shall contain information for the PIN.



* * * Next Changes * * * *
[bookmark: _Toc138334009]6.8.6.2.4	Type: ServiceSpecificAuthorizationInfo
Table 6.8.6.2.4-1: Definition of type ServiceSpecificAuthorizationInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	snssai
	Snssai
	C
	0..1
	This IE shall be included for following service type(s):
- AF_GUIDANCE_FOR_URSP
When present, this IE shall indicate the Single Network Slice Selection Assistance Information for the Service Specific authorization. (NOTE 2)

	dnn
	Dnn
	C
	0..1
	This IE shall be included for following service type(s):
- AF_GUIDANCE_FOR_URSP
When present, this IE shall indicate the DNN for the Service Specific authorization, shall contain the Network Identifier only. (NOTE 2)

	mtcProviderInformation
	MtcProviderInformation
	C
	0..1
	This IE shall be included if available.
When present, this IE shall indicate the MTC provider information for the Service Specific authorization.

	authUpdateCallbackUri
	Uri
	O
	0..1
	A URI provided by NEF to receive (implicitly subscribed) notifications on authorization data update.
The authUpdateCallbackUri URI shall have unique information within NEF to identify the authorized result.

(NOTE 1)

	afId
	string
	O
	0..1
	When present, indicates the string identifying the originating AF.

	nefId
	NefId
	O
	0..1
	When present, this IE shall contain the ID of the requesting NEF.

	NOTE 1:	The NEF should always include the authUpdateCallbackUri IE to receive the change of Service Specific Authorization Data from the UDM.
NOTE 2:	The Snssai and Dnn are allocated for PIN when AF provides application guidance for URSP determination for PIN service.



* * * End of Changes * * * *
