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* * * First Change * * * *

[bookmark: _Toc73369635][bookmark: _Toc81226664][bookmark: _Toc93868955][bookmark: _Toc138348676]5.2.2.4.1	General
The NumOfPDUsUpdate service operation shall be used by the NF Service Consumer (e.g. SMF or NSACF) to request the NSACF to control the number of PDU sessions registered to a specific slice, e.g. perform availability check and update the number of PDU sessions registered to a slice.
The service operation shall also be used by the NF Service Consumer (e.g. combined SMF+PGW-C) to request the NSACF to control both for the maximum number of UEs with at least one PDU session/PDN connection and the maximum number of PDU sessions.
 It is used in the following procedures:
-	SMF initiated network slice admission control procedure for controlling the number of PDU sessions registered to a network slice (see clause 4.2.11.4 of 3GPP TS 23.502 [3]).
-	Combined SMF+PGW-C initiated network slice admission control procedure for controlling the number of PDU sessions registered to a network slice, in the case of EPS interworking (see clause 5.15.11.5 of 3GPP TS 23.501 [2], and clause 4.2.11.4 of 3GPP TS 23.502 [3]).
[bookmark: _GoBack]-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs with at least one PDU session and one PDN connection registered to a network slice, in the case of EPS interworking (see clause 4.11.5.9a of 3GPP TS 23.502 [3]).
-	Hierarchical NSAC-based network slice admission control procedure for controlling the number of PDU sessions registered to a network slice (see clause 4.2.11.4a of 3GPP TS 23.502 [3]).
The operation may also be used to update the number of existing PDU Sessions in the NSACF when NSAC is enabled or disabled for a slice which is already live in the network.

* * * Next Change * * * *

[bookmark: _Toc93868956][bookmark: _Toc138348677]5.2.2.4.2	Network slice admission control for controlling the number of PDU sessions
The NF Service Consumer (e.g. SMF, combined SMF+PGW-C) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.2.2.4.2-1.
The NF Service Consumer (e.g. combined SMF+PGW-C) shall also invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs with at least one PDU session/PDN connection registered and the number of PDU sessions as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: NSAC procedure for controlling the number of PDU sessions
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices/pdus) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	the access type, over which the PDU session is to be established or released;
-	the PDU session ID(s);
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI.
-	the NSAC Service Area of the NF consumer, if it is configured in the NF consumer.
	In addition, the POST request may also contain:
-	the NF Instance ID of the requester NF (i.e. SMF);
-	the PGW-C FQDN, if the request is sent by a combined SMF+PGW-C in EPS interworking case.
-	the additional access type, for an Multi-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
	The update flag within the PduACRequestData shall be set to the value as following:
-	"INCREASE" for a Single-Access PDU session which is to be established, or for an Multi-Access PDU session when new access leg(s) is to be established;
-	"DECREASE" for a Single-Access PDU session which is to be released, or for an Multi-Access PDU session when existing access leg(s) is to be removed;
-	"UPDATE" for a Single-Access PDU session when the access type is to be replaced with a new access type during inter access mobility.
	For LBO cases with VPLMN NSAC admission, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN. For LBO cases with HPLMN NSAC admission, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in home PLMN to the NSACF in home PLMN. For PDU sessions in the home-routed roaming case, the NF Service Consumer in home PLMN (e.g. hSMF) shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the PDU session is already recorded in the PDU registration list in the NSACF and whether the total number of PDU sessions to this slice will exceed the maximum number of PDU sessions allowed to be registered to this slice:
-	if the PDU session (identified by the UE ID and the PDU session ID) is already recorded in the PDU registration list, the NSACF shall skip recording this PDU session and shall not increase the total number of PDU sessions established to this network slice;
-	if the PDU session is not recorded in the PDU registration list and the total number of PDU sessions (including the PDU session indicated in the request and the PDU sessions already stored in the NSACF) does not exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF records the PDU session to the PDU registration list stored in the NSACF, and updates the total number of PDU sessions registered to this slice accordingly;
-	if the PDU session is not recorded in the PDU registration list and if the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF shall not record the PDU session into the PDU registration list stored in the NSACF, and shall not update the total number of PDU sessions. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_PDU_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the PDU session is recorded in the PDU registration list, the NSACF decreases the total number of PDU sessions registered to this slice, and removes the indicated PDU session from the PDU registration list stored in the NSACF.
-	If the update flag is set to "DECREASE" and if the PDU session is not recorded in the PDU registration list, the NSACF shall not decrease the total number of PDU sessions registered to this slice and shall return successful handling for this PDU registration.
-	If the update flag is set to "UPDATE", the NSACF shall locate the existing entry in the PDU registration list and update the access type associated to the PDU session to which indicated in the request message.
	The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of PDU sessions. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of PDU sessions and shall return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account. If the update flag is set to "UPDATE", the NSACF shall first increase the number of PDU sessions for the new access type, and if successful then decrease the number of PDU sessions for the old access type. If the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the AcuFailureReason shall indicate the applied access type (e.g. "EXCEED_MAX_PDU_NUM_3GPP" or "EXCEED_MAX_PDU_NUM_N3GPP" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but the network slice admission control is not specific to one access type. The NSACF shall record the access type(s) associated with the PDU registration. The NSACF shall remove the PDU registration entry when the PDU session is released from all access types.
NOTE 1:	For each S-NSSAI that is applicable for NSAC, the NSACF is configured with a total quota for the PLMN. However, the network slice admission control may be configured to apply for one specific access type or both access types.
	For admission control for the number of UEs with at least one PDU Session/PDN connection, if the update flag is set to "INCREASE" and if this is the first PDU Session/PDN Connection associated with the network slice, the NSACF shall check whether the maximum number of UEs with at least one PDU Session/PDN Connection is reached. If the maximum number is not reached then the NSACF shall increase the number of UE with at least one PDU session/PDN connection, add an entry for UE ID. Then the NSACF shall record the PDU session to the PDU registration list stored in the NSACF, and updates the total number of PDU sessions registered to this slice. If the maximum number of UEs is reached, unless operator policy implements a different action, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5). If the PDU sessions will exceed the maximum number of PDU sessions allowed, then the NSACF shall decrease the UE count.
For admission control for the number of UEs with at least one PDU Session/PDN connection, if the update flag is set to "DECREASE" and if it is the last PDU Session/PDN Connection of the UE, the NSACF shall decrease the number of UE with at least one PDU session/PDN connection and remove the associated UE entry.
If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
	If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
	If the NSACF is configured with multiple NSAC Service Areas and is configured to perform NSAC admission on a per NSAC service area granularity, the NSACF shall perform the NSAC admission against the received NSAC service area in the request.
NOTE 2:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of PDU Sessions of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation. Whether and how to guarantee session continuity when a UE moves to new service area with a different NSACF are left to implementation.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
	When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy, SMF may allow or disallow sessions for which NSACF returned a reject.

* * * End of Changes * * * *
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