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*** First Change ***
[bookmark: _Toc20213484][bookmark: _Toc36043965][bookmark: _Toc44872341][bookmark: _Toc130910214]8.4 Allowed MCC List of HSS User Subscription Data
This clause describes user’s subscription data in HSS – Allowed MCC List. When the UE located in the VPLMN, and selects the HPLMN’s ePDG to use the VoWIFI service, UE needs to carry its current location’s MCC and sends to ePDG, and ePDG needs to send the following MCC to AAA/HSS for the authentication and authorization process.  
When HSS receives the MCC from ePDG of UE’s current location, HSS shall check whether the MCC is included in the Allowed MCC List, then:
-	If the MCC is not included in the Allowed MCC List, then HSS shall return a Result-Code AVP DIAMETER_ERROR_MCC_NOT_ALLOWED as specified in clause 10.3.14 in the Authentication Response command to 3GPP-AAA Server. 
-	If the MCC is included in the Allowed MCC List, the HSS shall set the subscribers User Status to REGISTERED for the authenticated and authorized trusted or untrust non-3GPP IP access subscriber, download the relevant user profile information and set the Result-Code AVP to DIAMETER_SUCCESS in the Server-Assignment-Response command. 
*** End of Changes ***
