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A Forward Relocation Response message shall be sent as a response to Forward Relocation Request during S1-based handover procedure, Inter RAT handover procedures, SRNS Relocation procedure and PS handover procedures, EPS to 5GS handover and 5GS to EPS handover procedures, 5G-SRVCC from NG-RAN to UTRAN procedure.
Based on the List of Set-up Bearers IE in the Forward Relocation Response, the source MME/AMF shall determine whether the bearer contexts for SGi (IP, Non-IP or Ethernet) PDN connections were successfully transferred to the target MME/AMF.
Based on the List of Set-up Bearers for SCEF PDN Connections IE in the Forward Relocation Response, the source MME shall determine whether the bearer contexts for SCEF PDN connections were successfully transferred to the target MME, and initiate procedures to release the SCEF PDN connections which were not successfully handed over.
Table 7.3.2-1 specifies the presence requirements and conditions of the IEs in the message.
Cause IE indicates if the relocation has been accepted, or not. The relocation has not been accepted by the target MME/SGSN/AMF if the Cause IE value differs from "Request accepted". Possible Cause values are specified in Table 8.4-1. Message specific cause values are:
-	"Relocation failure".
Table 7.3.2-1: Information Elements in a Forward Relocation Response
	[bookmark: MCCQCTEMPBM_00000074]Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Sender's F-TEID for Control Plane
	C
	If the Cause IE contains the value "Request accepted", the target MME/SGSN/AMF shall include this IE in the Forward Relocation Response message.
	F-TEID
	0

	[bookmark: MCCQCTEMPBM_00000319]Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.
:
· [bookmark: _PERM_MCCTEMPBM_CRPT88410345___1]SGW Change Indication: this flag shall be set to 1 if the target MME/SGSN has selected a new SGW.
This flag shall be set to 1 by the target AMF during the EPS to 5GS handover using N26 interface.
	Indication
	0

	List of Set-up Bearers
	C
	The list of Set-up Bearers IE shall contain the EPS bearer Identifiers of the bearers that were successfully allocated in the target system during a handover procedure. This IE shall be included if the source and target access type is EUTRAN or NG-RAN and the Cause IE contains the value "Request accepted".
See NOTE 1.
Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	0

	List of Set-up RABs
	C
	The list of Set-up RABs IE shall contain the RAB Identifiers of the RABs that were successfully allocated in the target system. This IE shall be included if the Cause IE contains the value "Request accepted" and
· [bookmark: MCCQCTEMPBM_00000320][bookmark: _PERM_MCCTEMPBM_CRPT88410346___1]If the source access type is UTRAN and the target access type is E-UTRAN/UTRAN,
· [bookmark: MCCQCTEMPBM_00000321]If the source access type is E-UTRAN and the target access type is UTRAN,
except over the S16 interface if the Forward Relocation Request did not include the MME/SGSN UE EPS PDN Connections IE.
See NOTE 1.
Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	1

	List of Set-up PFCs
	O
	The list of Set-up PFCs IE shall contain the Packet Flow Identifies of the PFCs that were successfully allocated in the target system during a PS handover to/from GERAN or inter RAT handover to/from GERAN. If the Cause IE contains the value "Request accepted", this IE may be included.
See NOTE 1.
Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context
	2

	S1-AP Cause

	C
	This IE shall be included if the cause value is received in an S1-AP message or derived from the cause value received in a NGAP message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP, BSSGP and NGAP.
	F-Cause
	0

	RANAP Cause
	C
	This IE shall be included if the cause value is received in RANAP message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	1

	BSSGP Cause
	C
	For handover to GERAN, if a cause value is received from the Target BSC, the BSSGP Cause IE shall be included and shall be set to the cause value received from the target BSC. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	2

	E-UTRAN Transparent Container
	C
	This IE shall be included to contain the "Target to Source Transparent Container" during a handover to E-UTRAN, 5GS to EPS handover and EPS to 5GS handover. If the Cause IE contains the value "Request accepted". The Container Type shall be set to 3.
	F-Container
	0

	UTRAN Transparent Container
	C
	This IE shall be included to contain the "Target to Source Transparent Container" during a handover to UTRAN. If the Cause IE contains the value "Request accepted". The Container Type shall be set to 1.
	F-Container
	1

	BSS Container
	C
	This IE shall be included to contain the Target BSS to Source BSS Transparent Container during a handover to GERAN. If the Cause IE contains the value "Request accepted". The Container Type shall be set to 2
	F-Container
	2

	MME/S4-SGSN LDN
	O
	This IE may be sent by the MME/S4-SGSN to the peer MME/S4-SGSN on the S3/S10/S16 interfaces (see 3GPP TS 32.423 [44]), when communicating the LDN to the peer node for the first time.
	Local Distinguished Name (LDN)
	0

	SGSN node name
	CO
	This IE shall be sent by the target SGSN on the S3 interface if both target SGSN and associated SGW support ISR. See NOTE 2.
	FQDN
	0

	MME node name
	CO
	This IE shall be sent by the target MME on the S3 interface if both target MME and associated SGW support ISR. See NOTE 2.
	FQDN
	1

	SGSN Number
	O
	This IE may be sent by the target S4-SGSN to the source MME/S4-SGSN as specified in 3GPP TS 23.271 [56].
	Node Number
	0

	
	CO
	This IE shall be included if the PMTSMI flag in the Forward Relocation Request message is set to 1.
	
	

	SGSN Identifier
	O
	This IE may be sent by the target S4-SGSN to the source MME/S4-SGSN as specified in 3GPP TS 23.271 [56].
	Node Identifier
	0

	MME Identifier
	O
	This IE may be sent by the target MME to the source MME/S4-SGSN/AMF as specified in 3GPP TS 23.271 [56] and 3GPP TS 23.273 [x].
	Node Identifier
	1

	MME number for MT SMS
	CO
	This IE shall be included on the S10/S3 interface if the PMTSMI flag in the Forward Relocation Request message is set to 1.
	Node Number
	1

	SGSN Identifier for MT-SMS
	CO
	This IE shall be included on the S16/S3 interface if the target S4-SGSN supports the Gdd reference point and if the PMTSMI flag in the Forward Relocation Request message is set to 1.
	Node Identifier
	2

	MME Identifier for MT SMS
	CO
	This IE shall be included on the S10/S3 interface if the target MME supports the SGd reference point and if the PMTSMI flag in the Forward Relocation Request message is set to 1.
	Node Identifier
	3

	List of Set-up Bearers for SCEF PDN Connections
	CO
	This IE shall contain the EPS bearer Identifiers of the Bearers of SCEF PDN connections that were successfully allocated in the target system during a handover procedure, if any.
Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	3

	(v)SRVCC rejected Cause
	CO
	This IE shall be sent by the MME_SRVCC on the N26 interface during a 5G-SRVCC from NG-RAN to UTRAN handover, if the (v)SRVCC rejected Cause IE is received in the SRVCC PS to CS Response from the MSC Server.
When present, it shall contain the same value as received from the MSC Server.
	SRVCC Cause
	0

	MSC Number
	O
	This IE may be sent by the MME_SRVCC to the AMF over the N26 interface during a 5G-SRVCC from NG-RAN to UTRAN procedure.
When present, it shall contain the E.164 number of the MSC Server selected by the MME_SRVCC.
	Node Number
	2

	AMF Identifier
	O
	This IE may be sent by the target AMF to the source MME as specified in 3GPP TS 23.273 [x].
	NF Instance ID
	1

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1:	In the Forward Relocation Request message, the inclusion of "RAN Cause" indicates that the source access type is E-UTRAN. In the Forward Relocation Request message, the inclusion of "RANAP Cause" indicates that the source access type is UTRAN. In the Forward Relocation Request message, the inclusion of "BSSGP Cause" indicates that the source access type is GERAN.
NOTE 2:	According to the 3GPP TS 23.401 [3], during an inter-RAT handover procedure for a UE with ISR activated, the source MME/SGSN should select the ISR associated CN node for this UE as the target CN node for the inter RAT HO when the ISR associated CN node can serve the target access. This parameter is exchanged when ISR is being activated and used in the source MME/SGSN for this decision upon subsequent inter-RAT handover.



Bearer Context IE in this message is specified in Table 7.3.2-2, the source system shall use this IE for data forwarding in handover.
Table 7.3.2-2: Bearer Context
	[bookmark: MCCQCTEMPBM_00000075]Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	C
	This IE shall be included if the message is used for S1-Based handover procedure, 5GS to EPS handover or EPS to 5GS handover.
This IE shall be included if the message is used for SRNS relocation procedure and Inter RAT handover to/from Iu mode procedures.
	EBI
	0

	Packet Flow ID
	C
	This IE shall be included if the message is used for PS handover and Inter RAT handover to/from A/Gb mode procedures.
	Packet Flow ID
	0

	eNodeB/gNodeB F-TEID for DL data forwarding
	C
	This IE shall be included for the message sent from the target MME, if the DL Transport Layer Address and DL GTP TEID are included in the "SAE Bearers Admitted List" of the S1AP: HANDOVER REQUEST ACKNOWLEDGE and direct forwarding or indirect forwarding without SGW change is applied.
This IE shall be included during a 4G to 5G handover in the message sent from the target AMF, if the Data Forwarding Response E-RAB List IE is received in the NGAP HANDOVER REQUEST ACKNOWLEDGE and direct data forwarding applies.
	F-TEID
	0

	eNodeB F-TEID for UL data forwarding
	O
	This IE may be included for the message sent from the target MME during the intra-EUTRAN HO, if the UL Transport Layer Address and UL GTP TEID are included in the "SAE Bearers Admitted List" of the S1AP: HANDOVER REQUEST ACKNOWLEDGE and direct forwarding or indirect forwarding without SGW change is applied.
	F-TEID
	1

	SGW/UPF F-TEID for DL data forwarding
	C
	This IE shall be included when indirect data forwarding with SGW change is applied.

	F-TEID
	2

	
	CO
	This IE shall be included when using indirect data forwarding during an EPS to 5GS handover or a 5GS to EPS handover. 
	
	

	RNC F-TEID for DL data forwarding
	C
	This RNC F-TEID shall be included in the message sent from SGSN, if the target system decides using RNC F-TEID for data forwarding.
	F-TEID
	3

	SGSN F-TEID for DL data forwarding
	C
	This SGSN F-TEID shall be included in the message sent from SGSN, if the target system decides using SGSN F-TEID for data forwarding.
	F-TEID
	4

	SGW F-TEID for UL data forwarding
	O
	If available this SGW F-TEID may be included when indirect data forwarding with SGW change is applied, during the intra-EUTRAN HO.
	F-TEID
	5

	NOTE:	The Bearer Context IE for an SCEF PDN connection shall only contain the EPS Bearer ID IE.
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A GTP control plane (signalling) message may contain several information elements. In order to have forward compatible type definitions for the GTPv2 information elements, all of them shall be TLIV (Type, Length, Instance, Value) coded. GTPv2 information element type values are specified in the Table 8.1-1. The last column of this table indicates whether the information element is:
-	Fixed Length: the IE has a fixed set of fields, and a fixed number of octets.
-	Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present.
-	Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
In order to improve the efficiency of troubleshooting, it is recommended that the information elements should be arranged in the signalling messages as well as in the grouped IEs, according to the order the information elements are listed in the message definition table or grouped IE definition table in clause 7. However the receiving entity shall be prepared to handle the messages with information elements in any order.
Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits. GTPv2-C information elements that have similar semantics in GTPv1-C shall be converted into GTPv1-C format, as specified in TS 29.060 [4], before sending them to a pre-R8 GSN.
Table 8.1-1: Information Element types for GTPv2
	IE Type value
(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	[bookmark: _MCCTEMPBM_CRPT88410445___4]0
	Reserved
	
	

	[bookmark: _MCCTEMPBM_CRPT88410446___4]1
	International Mobile Subscriber Identity (IMSI)
	Variable Length / 8.3
	[bookmark: _MCCTEMPBM_CRPT88410447___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410448___4]2
	Cause
	Variable Length / 8.4
	[bookmark: _MCCTEMPBM_CRPT88410449___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410450___4]3
	Recovery (Restart Counter)
	Variable Length / 8.5
	[bookmark: _MCCTEMPBM_CRPT88410451___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410452___4]4 to 34
	Reserved for S101 interface
	See 3GPP TS 29.276 [14]
	[bookmark: _MCCTEMPBM_CRPT88410453___4]See 3GPP TS 29.276 [14]

	[bookmark: _MCCTEMPBM_CRPT88410454___4]35 to 50
	Reserved for S121 interface
	See 3GPP TS 29.276 [14]
	[bookmark: _MCCTEMPBM_CRPT88410455___4]See 3GPP TS 29.276 [14]

	[bookmark: _MCCTEMPBM_CRPT88410456___4]51
	STN-SR
	See 3GPP TS 29.280 [15]
	[bookmark: _MCCTEMPBM_CRPT88410457___4]See 3GPP TS 29.280 [15]

	[bookmark: _MCCTEMPBM_CRPT88410458___4]56
	SRVCC Cause
	See 3GPP TS 29.280 [15]
	[bookmark: _MCCTEMPBM_CRPT88410459___4]See 3GPP TS 29.280 [15]

	[bookmark: _MCCTEMPBM_CRPT88410460___4]52 to 70
	Reserved for Sv interface
	See 3GPP TS 29.280 [15]
	[bookmark: _MCCTEMPBM_CRPT88410461___4]See 3GPP TS 29.280 [15]

	[bookmark: _MCCTEMPBM_CRPT88410462___4]71
	Access Point Name (APN)
	Variable Length / 8.6
	[bookmark: _MCCTEMPBM_CRPT88410463___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410464___4]72
	Aggregate Maximum Bit Rate (AMBR)
	Fixed Length / 8.7
	[bookmark: _MCCTEMPBM_CRPT88410465___4]8

	[bookmark: _MCCTEMPBM_CRPT88410466___4]73
	EPS Bearer ID (EBI)
	Extendable / 8.8
	[bookmark: _MCCTEMPBM_CRPT88410467___4]1

	[bookmark: _MCCTEMPBM_CRPT88410468___4]74
	IP Address
	Variable Length / 8.9
	[bookmark: _MCCTEMPBM_CRPT88410469___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410470___4]75
	Mobile Equipment Identity (MEI)
	Variable Length / 8.10
	[bookmark: _MCCTEMPBM_CRPT88410471___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410472___4]76
	MSISDN
	Variable Length / 8.11
	[bookmark: _MCCTEMPBM_CRPT88410473___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410474___4]77
	Indication
	Extendable / 8.12
	[bookmark: _MCCTEMPBM_CRPT88410475___4]2

	[bookmark: _MCCTEMPBM_CRPT88410476___4]78
	Protocol Configuration Options (PCO)
	Variable Length / 8.13
	[bookmark: _MCCTEMPBM_CRPT88410477___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410478___4]79
	PDN Address Allocation (PAA)
	Variable Length / 8.14
	[bookmark: _MCCTEMPBM_CRPT88410479___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410480___4]80
	Bearer Level Quality of Service (Bearer QoS)
	Extendable / 8.15
	[bookmark: _MCCTEMPBM_CRPT88410481___4]22

	[bookmark: _MCCTEMPBM_CRPT88410482___4]81
	Flow Quality of Service (Flow QoS)
	Extendable / 8.16
	[bookmark: _MCCTEMPBM_CRPT88410483___4]21

	[bookmark: _MCCTEMPBM_CRPT88410484___4]82
	RAT Type
	Extendable / 8.17
	[bookmark: _MCCTEMPBM_CRPT88410485___4]1

	[bookmark: _MCCTEMPBM_CRPT88410486___4]83
	Serving Network
	Extendable / 8.18
	[bookmark: _MCCTEMPBM_CRPT88410487___4]3

	[bookmark: _MCCTEMPBM_CRPT88410488___4]84
	EPS Bearer Level Traffic Flow Template (Bearer TFT)
	Variable Length / 8.19
	[bookmark: _MCCTEMPBM_CRPT88410489___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410490___4]85
	Traffic Aggregation Description (TAD)
	Variable Length / 8.20
	[bookmark: _MCCTEMPBM_CRPT88410491___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410492___4]86
	User Location Information (ULI)
	Extendable / 8.21
	[bookmark: _MCCTEMPBM_CRPT88410493___4]"f+4-4" (See Figure 8.21-1)

	[bookmark: _MCCTEMPBM_CRPT88410494___4]87
	Fully Qualified Tunnel Endpoint Identifier (F-TEID)
	Extendable / 8.22
	[bookmark: _MCCTEMPBM_CRPT88410495___4]9/21/25

	[bookmark: _MCCTEMPBM_CRPT88410496___4]88
	TMSI
	Variable Length / 8.23
	[bookmark: _MCCTEMPBM_CRPT88410497___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410498___4]89
	Global CN-Id
	Variable Length / 8.24
	[bookmark: _MCCTEMPBM_CRPT88410499___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410500___4]90
	S103 PDN Data Forwarding Info (S103PDF)
	Variable Length / 8.25
	[bookmark: _MCCTEMPBM_CRPT88410501___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410502___4]91
	S1-U Data Forwarding Info (S1UDF)
	Variable Length/ 8.26
	[bookmark: _MCCTEMPBM_CRPT88410503___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410504___4]92
	Delay Value
	Extendable / 8.27
	[bookmark: _MCCTEMPBM_CRPT88410505___4]1

	[bookmark: _MCCTEMPBM_CRPT88410506___4]93
	Bearer Context 
	Extendable / 8.28
	[bookmark: _MCCTEMPBM_CRPT88410507___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410508___4]94
	Charging ID
	Extendable / 8.29
	[bookmark: _MCCTEMPBM_CRPT88410509___4]4

	[bookmark: _MCCTEMPBM_CRPT88410510___4]95
	Charging Characteristics
	Extendable / 8.30
	[bookmark: _MCCTEMPBM_CRPT88410511___4]2

	[bookmark: _MCCTEMPBM_CRPT88410512___4]96
	Trace Information
	Variable Length / 8.31
	[bookmark: _MCCTEMPBM_CRPT88410513___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410514___4]97
	Bearer Flags
	Extendable / 8.32
	[bookmark: _MCCTEMPBM_CRPT88410515___4]1

	[bookmark: _MCCTEMPBM_CRPT88410516___4]98
	Reserved
	
	

	[bookmark: _MCCTEMPBM_CRPT88410517___4]99
	PDN Type
	Extendable / 8.34
	[bookmark: _MCCTEMPBM_CRPT88410518___4]1

	[bookmark: _MCCTEMPBM_CRPT88410519___4]100
	Procedure Transaction ID
	Extendable / 8.35
	[bookmark: _MCCTEMPBM_CRPT88410520___4]1

	[bookmark: _MCCTEMPBM_CRPT88410521___4]101
	Reserved
	
	

	[bookmark: _MCCTEMPBM_CRPT88410522___4]102
	Reserved
	
	

	[bookmark: _MCCTEMPBM_CRPT88410523___4]103
	MM Context (GSM Key and Triplets)
	Extendable / 8.38
	[bookmark: _MCCTEMPBM_CRPT88410524___4]"r+1-4" (See Figure 8.38-1)

	[bookmark: _MCCTEMPBM_CRPT88410525___4]104
	MM Context (UMTS Key, Used Cipher and Quintuplets)
	Extendable / 8.38
	[bookmark: _MCCTEMPBM_CRPT88410526___4]"r+1-4" (See Figure 8.38-2)

	[bookmark: _MCCTEMPBM_CRPT88410527___4]105
	MM Context (GSM Key, Used Cipher and Quintuplets)
	Extendable / 8.38
	[bookmark: _MCCTEMPBM_CRPT88410528___4]"r+1-4" (See Figure 8.38-3)

	[bookmark: _MCCTEMPBM_CRPT88410529___4]106
	MM Context (UMTS Key and Quintuplets)
	Extendable / 8.38
	[bookmark: _MCCTEMPBM_CRPT88410530___4]"r+1-4" (See Figure 8.38-4)

	[bookmark: _MCCTEMPBM_CRPT88410531___4]107
	MM Context (EPS Security Context, Quadruplets and Quintuplets)
	Extendable / 8.38
	[bookmark: _MCCTEMPBM_CRPT88410532___4]"s+64-4" (See Figure 8.38-5)

	[bookmark: _MCCTEMPBM_CRPT88410533___4]108
	MM Context (UMTS Key, Quadruplets and Quintuplets)
	Extendable / 8.38
	[bookmark: _MCCTEMPBM_CRPT88410534___4]"r+1-4" (See Figure 8.38-6)

	[bookmark: _MCCTEMPBM_CRPT88410535___4]109
	PDN Connection
	Extendable / 8.39
	[bookmark: _MCCTEMPBM_CRPT88410536___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410537___4]110
	PDU Numbers
	Extendable / 8.40
	[bookmark: _MCCTEMPBM_CRPT88410538___4]9

	[bookmark: _MCCTEMPBM_CRPT88410539___4]111
	P-TMSI
	Variable Length / 8.41
	[bookmark: _MCCTEMPBM_CRPT88410540___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410541___4]112
	P-TMSI Signature
	Variable Length / 8.42
	[bookmark: _MCCTEMPBM_CRPT88410542___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410543___4]113
	Hop Counter
	Extendable / 8.43
	[bookmark: _MCCTEMPBM_CRPT88410544___4]1

	[bookmark: _MCCTEMPBM_CRPT88410545___4]114
	UE Time Zone
	Extendable / 8.44
	[bookmark: _MCCTEMPBM_CRPT88410546___4]2

	[bookmark: _MCCTEMPBM_CRPT88410547___4]115
	Trace Reference
	Fixed Length / 8.45
	[bookmark: _MCCTEMPBM_CRPT88410548___4]6

	[bookmark: _MCCTEMPBM_CRPT88410549___4]116
	Complete Request Message
	Variable Length / 8.46
	[bookmark: _MCCTEMPBM_CRPT88410550___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410551___4]117
	GUTI
	Variable Length / 8.47
	[bookmark: _MCCTEMPBM_CRPT88410552___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410553___4]118
	F-Container
	Variable Length / 8.48
	[bookmark: _MCCTEMPBM_CRPT88410554___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410555___4]119
	F-Cause
	Variable Length / 8.49
	[bookmark: _MCCTEMPBM_CRPT88410556___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410557___4]120
	PLMN ID
	Variable Length / 8.50
	[bookmark: _MCCTEMPBM_CRPT88410558___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410559___4]121
	Target Identification
	Variable Length / 8.51
	[bookmark: _MCCTEMPBM_CRPT88410560___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410561___4]122
	Reserved 
	
	

	[bookmark: _MCCTEMPBM_CRPT88410562___4]123
	Packet Flow ID 
	Variable Length / 8.53
	[bookmark: _MCCTEMPBM_CRPT88410563___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410564___4]124
	RAB Context 
	Fixed Length / 8.54
	[bookmark: _MCCTEMPBM_CRPT88410565___4]9

	[bookmark: _MCCTEMPBM_CRPT88410566___4]125
	Source RNC PDCP Context Info
	Variable Length / 8.55
	[bookmark: _MCCTEMPBM_CRPT88410567___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410568___4]126
	Port Number
	Extendable / 8.56
	[bookmark: _MCCTEMPBM_CRPT88410569___4]2

	[bookmark: _MCCTEMPBM_CRPT88410570___4]127
	APN Restriction
	Extendable / 8.57
	[bookmark: _MCCTEMPBM_CRPT88410571___4]1

	[bookmark: _MCCTEMPBM_CRPT88410572___4]128
	Selection Mode
	Extendable / 8.58
	[bookmark: _MCCTEMPBM_CRPT88410573___4]1

	[bookmark: _MCCTEMPBM_CRPT88410574___4]129
	Source Identification
	Variable Length / 8.59
	[bookmark: _MCCTEMPBM_CRPT88410575___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410576___4]130
	Reserved
	
	

	[bookmark: _MCCTEMPBM_CRPT88410577___4]131
	Change Reporting Action
	Variable Length / 8.61
	[bookmark: _MCCTEMPBM_CRPT88410578___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410579___4]132
	Fully Qualified PDN Connection Set Identifier (FQ-CSID)
	Extendable / 8.62
	[bookmark: _MCCTEMPBM_CRPT88410580___4]"q+1-4" (See Figure 8.62-1)

	[bookmark: _MCCTEMPBM_CRPT88410581___4]133
	Channel needed
	Variable Length / 8.63
	[bookmark: _MCCTEMPBM_CRPT88410582___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410583___4]134
	eMLPP Priority
	Variable Length / 8.64
	[bookmark: _MCCTEMPBM_CRPT88410584___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410585___4]135
	Node Type
	Extendable / 8.65
	[bookmark: _MCCTEMPBM_CRPT88410586___4]1

	[bookmark: _MCCTEMPBM_CRPT88410587___4]136
	Fully Qualified Domain Name (FQDN)
	Variable Length / 8.66
	[bookmark: _MCCTEMPBM_CRPT88410588___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410589___4]137
	Transaction Identifier (TI)
	Variable Length / 8.68
	[bookmark: _MCCTEMPBM_CRPT88410590___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410591___4]138
	MBMS Session Duration
	Extendable / 8.69
	[bookmark: _MCCTEMPBM_CRPT88410592___4]3

	[bookmark: _MCCTEMPBM_CRPT88410593___4]139
	MBMS Service Area
	Variable Length / 8.70
	[bookmark: _MCCTEMPBM_CRPT88410594___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410595___4]140
	MBMS Session Identifier
	Extendable / 8.71
	[bookmark: _MCCTEMPBM_CRPT88410596___4]1

	[bookmark: _MCCTEMPBM_CRPT88410597___4]141
	MBMS Flow Identifier
	Extendable / 8.72
	[bookmark: _MCCTEMPBM_CRPT88410598___4]2

	[bookmark: _MCCTEMPBM_CRPT88410599___4]142
	MBMS IP Multicast Distribution
	Extendable / 8.73
	[bookmark: _MCCTEMPBM_CRPT88410600___4]"m+1-4" (See Figure 8.73-1)

	[bookmark: _MCCTEMPBM_CRPT88410601___4]143
	MBMS Distribution Acknowledge
	Extendable / 8.74
	[bookmark: _MCCTEMPBM_CRPT88410602___4]1

	[bookmark: _MCCTEMPBM_CRPT88410603___4]144
	RFSP Index
	Fixed Length / 8.77
	[bookmark: _MCCTEMPBM_CRPT88410604___4]2

	[bookmark: _MCCTEMPBM_CRPT88410605___4]145
	User CSG Information (UCI)
	Extendable / 8.75
	[bookmark: _MCCTEMPBM_CRPT88410606___4]8

	[bookmark: _MCCTEMPBM_CRPT88410607___4]146
	CSG Information Reporting Action
	Extendable / 8.76
	[bookmark: _MCCTEMPBM_CRPT88410608___4]1

	[bookmark: _MCCTEMPBM_CRPT88410609___4][bookmark: _MCCTEMPBM_CRPT88410610___7]147
	CSG ID
	Extendable / 8.78
	[bookmark: _MCCTEMPBM_CRPT88410611___4]4

	[bookmark: _MCCTEMPBM_CRPT88410612___4][bookmark: _MCCTEMPBM_CRPT88410613___7]148
	CSG Membership Indication (CMI)
	Extendable / 8.79
	[bookmark: _MCCTEMPBM_CRPT88410614___4]1

	[bookmark: _MCCTEMPBM_CRPT88410615___4][bookmark: _MCCTEMPBM_CRPT88410616___7]149
	Service indicator
	Fixed Length / 8.80
	[bookmark: _MCCTEMPBM_CRPT88410617___4]1

	[bookmark: _MCCTEMPBM_CRPT88410618___4][bookmark: _MCCTEMPBM_CRPT88410619___7]150
	Detach Type
	Fixed Length / 8.81
	[bookmark: _MCCTEMPBM_CRPT88410620___4]1

	[bookmark: _MCCTEMPBM_CRPT88410621___4][bookmark: _MCCTEMPBM_CRPT88410622___7]151
	Local Distiguished Name (LDN)
	Variable Length / 8.82
	[bookmark: _MCCTEMPBM_CRPT88410623___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410624___4][bookmark: _MCCTEMPBM_CRPT88410625___7]152
	Node Features
	Extendable / 8.83
	[bookmark: _MCCTEMPBM_CRPT88410626___4]1

	[bookmark: _MCCTEMPBM_CRPT88410627___4][bookmark: _MCCTEMPBM_CRPT88410628___7]153
	MBMS Time to Data Transfer
	Extendable / 8.84
	[bookmark: _MCCTEMPBM_CRPT88410629___4]1

	[bookmark: _MCCTEMPBM_CRPT88410630___4][bookmark: _MCCTEMPBM_CRPT88410631___7]154
	Throttling
	Extendable / 8.85
	[bookmark: _MCCTEMPBM_CRPT88410632___4]2

	[bookmark: _MCCTEMPBM_CRPT88410633___4][bookmark: _MCCTEMPBM_CRPT88410634___7]155
	Allocation/Retention Priority (ARP)
	Extendable / 8.86
	[bookmark: _MCCTEMPBM_CRPT88410635___4]1

	[bookmark: _MCCTEMPBM_CRPT88410636___4]156
	EPC Timer
	[bookmark: _MCCTEMPBM_CRPT88410637___7]Extendable / 8.87
	[bookmark: _MCCTEMPBM_CRPT88410638___4]1

	[bookmark: _MCCTEMPBM_CRPT88410639___4][bookmark: _MCCTEMPBM_CRPT88410640___7]157
	Signalling Priority Indication
	Extendable / 8.88
	[bookmark: _MCCTEMPBM_CRPT88410641___4]1

	[bookmark: _MCCTEMPBM_CRPT88410642___4][bookmark: _MCCTEMPBM_CRPT88410643___7]158
	Temporary Mobile Group Identity (TMGI)
	Extendable / 8.89
	[bookmark: _MCCTEMPBM_CRPT88410644___4]6

	[bookmark: _MCCTEMPBM_CRPT88410645___4][bookmark: _MCCTEMPBM_CRPT88410646___7]159
	Additional MM context for SRVCC
	Extendable / 8.90
	[bookmark: _MCCTEMPBM_CRPT88410647___4]"e-4" (See Figure 8.90-1)

	[bookmark: _MCCTEMPBM_CRPT88410648___4][bookmark: _MCCTEMPBM_CRPT88410649___7]160
	Additional flags for SRVCC
	Extendable / 8.91
	[bookmark: _MCCTEMPBM_CRPT88410650___4]1

	[bookmark: _MCCTEMPBM_CRPT88410651___4]161
	[bookmark: _MCCTEMPBM_CRPT88410652___7]Reserved
	
	

	[bookmark: _MCCTEMPBM_CRPT88410653___4][bookmark: _MCCTEMPBM_CRPT88410654___7]162
	MDT Configuration
	Extendable / 8.93
	[bookmark: _MCCTEMPBM_CRPT88410655___4]"q-4" (See Figure 8.93-1)

	[bookmark: _MCCTEMPBM_CRPT88410656___4][bookmark: _MCCTEMPBM_CRPT88410657___7]163
	Additional Protocol Configuration Options (APCO)
	Extendable / 8.94
	[bookmark: _MCCTEMPBM_CRPT88410658___4]"m-4" (See Figure 8.94-1)

	[bookmark: _MCCTEMPBM_CRPT88410659___4]164
	[bookmark: _MCCTEMPBM_CRPT88410660___7]Absolute Time of MBMS Data Transfer
	Extendable / 8.95
	[bookmark: _MCCTEMPBM_CRPT88410661___4]8

	[bookmark: _MCCTEMPBM_CRPT88410662___4]165
	[bookmark: _MCCTEMPBM_CRPT88410663___7]H(e)NB Information Reporting 
	Extendable / 8.96
	[bookmark: _MCCTEMPBM_CRPT88410664___4]1

	[bookmark: _MCCTEMPBM_CRPT88410665___4][bookmark: _MCCTEMPBM_CRPT88410666___7]166
	IPv4 Configuration Parameters (IP4CP)
	Extendable / 8.97
	[bookmark: _MCCTEMPBM_CRPT88410667___4]5

	[bookmark: _MCCTEMPBM_CRPT88410668___4][bookmark: _MCCTEMPBM_CRPT88410669___7]167
	Change to Report Flags 
	Extendable / 8.98
	[bookmark: _MCCTEMPBM_CRPT88410670___4]1

	[bookmark: _MCCTEMPBM_CRPT88410671___4][bookmark: _MCCTEMPBM_CRPT88410672___7]168
	Action Indication
	Extendable / 8.99
	[bookmark: _MCCTEMPBM_CRPT88410673___4]1

	[bookmark: _MCCTEMPBM_CRPT88410674___4][bookmark: _MCCTEMPBM_CRPT88410675___7]169
	TWAN Identifier
	Extendable / 8.100
	[bookmark: _MCCTEMPBM_CRPT88410676___4]"k+6-4" (See Figure 8.100-1)

	[bookmark: _MCCTEMPBM_CRPT88410677___4][bookmark: _MCCTEMPBM_CRPT88410678___7]170
	ULI Timestamp
	Extendable / 8.101
	[bookmark: _MCCTEMPBM_CRPT88410679___4]4

	[bookmark: _MCCTEMPBM_CRPT88410680___4][bookmark: _MCCTEMPBM_CRPT88410681___7]171
	MBMS Flags
	Extendable / 8.102
	[bookmark: _MCCTEMPBM_CRPT88410682___4]1

	[bookmark: _MCCTEMPBM_CRPT88410683___4][bookmark: _MCCTEMPBM_CRPT88410684___7]172
	RAN/NAS Cause
	Extendable / 8.103
	"m-4" (See Figure 8.103-1)

	[bookmark: _MCCTEMPBM_CRPT88410686___4][bookmark: _MCCTEMPBM_CRPT88410687___7]173
	CN Operator Selection Entity
	Extendable / 8.104
	[bookmark: _MCCTEMPBM_CRPT88410688___4]1

	[bookmark: _MCCTEMPBM_CRPT88410689___4][bookmark: _MCCTEMPBM_CRPT88410690___7]174
	Trusted WLAN Mode Indication
	Extendable / 8.105
	[bookmark: _MCCTEMPBM_CRPT88410691___4]1

	[bookmark: _MCCTEMPBM_CRPT88410692___4][bookmark: _MCCTEMPBM_CRPT88410693___7]175
	Node Number
	Extendable / 8.106
	[bookmark: _MCCTEMPBM_CRPT88410694___4]"p-4" (See Figure 8.106-1)

	[bookmark: _MCCTEMPBM_CRPT88410695___4]176
	Node Identifier
	[bookmark: _MCCTEMPBM_CRPT88410696___7]Extendable / 8.107
	[bookmark: _MCCTEMPBM_CRPT88410697___4]"q-4" (See Figure 8.107-1)

	[bookmark: _MCCTEMPBM_CRPT88410698___4]177
	Presence Reporting Area Action
	[bookmark: _MCCTEMPBM_CRPT88410699___7]Extendable / 8.108
	[bookmark: _MCCTEMPBM_CRPT88410700___4]"t-4" (See Figure 8.108-1)

	[bookmark: _MCCTEMPBM_CRPT88410701___4]178
	Presence Reporting Area Information
	[bookmark: _MCCTEMPBM_CRPT88410702___7]Extendable / 8.109
	[bookmark: _MCCTEMPBM_CRPT88410703___4]4

	[bookmark: _MCCTEMPBM_CRPT88410704___4]179
	TWAN Identifier Timestamp
	[bookmark: _MCCTEMPBM_CRPT88410705___7]Extendable / 8.110
	[bookmark: _MCCTEMPBM_CRPT88410706___4]4

	[bookmark: _MCCTEMPBM_CRPT88410707___4]180
	Overload Control Information
	[bookmark: _MCCTEMPBM_CRPT88410708___7]Extendable / 8.111
	[bookmark: _MCCTEMPBM_CRPT88410709___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410710___4]181
	Load Control Information
	[bookmark: _MCCTEMPBM_CRPT88410711___7]Extendable / 8.112
	[bookmark: _MCCTEMPBM_CRPT88410712___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410713___4]182
	Metric
	[bookmark: _MCCTEMPBM_CRPT88410714___7]Fixed Length / 8.113
	[bookmark: _MCCTEMPBM_CRPT88410715___4]1

	[bookmark: _MCCTEMPBM_CRPT88410716___4]183
	Sequence Number
	[bookmark: _MCCTEMPBM_CRPT88410717___7]Fixed Length / 8.114
	[bookmark: _MCCTEMPBM_CRPT88410718___4]4

	[bookmark: _MCCTEMPBM_CRPT88410719___4]184
	APN and Relative Capacity
	[bookmark: _MCCTEMPBM_CRPT88410720___7]Extendable / 8.115
	[bookmark: _MCCTEMPBM_CRPT88410721___4]"m-4" (See Figure 8.115

	[bookmark: _MCCTEMPBM_CRPT88410722___4]185
	WLAN Offloadability Indication
	[bookmark: _MCCTEMPBM_CRPT88410723___7]Extendable / 8.116
	[bookmark: _MCCTEMPBM_CRPT88410724___4]1

	[bookmark: _MCCTEMPBM_CRPT88410725___4]186
	Paging and Service Information
	[bookmark: _MCCTEMPBM_CRPT88410726___7]Extendable / 8.117
	[bookmark: _MCCTEMPBM_CRPT88410727___4]m-4 (See Figure 8.117-1)

	[bookmark: _MCCTEMPBM_CRPT88410728___4]187
	Integer Number
	[bookmark: _MCCTEMPBM_CRPT88410729___7]Variable / 8.118
	[bookmark: _MCCTEMPBM_CRPT88410730___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410731___4]188
	Millisecond Time Stamp
	[bookmark: _MCCTEMPBM_CRPT88410732___7]Extendable / 8.119
	[bookmark: _MCCTEMPBM_CRPT88410733___4]6

	[bookmark: _MCCTEMPBM_CRPT88410734___4]189
	Monitoring Event Information
	[bookmark: _MCCTEMPBM_CRPT88410735___7]Extendable / 8.120
	[bookmark: _MCCTEMPBM_CRPT88410736___4]"k+2-4" (See Figure 8.120-1)

	[bookmark: _MCCTEMPBM_CRPT88410737___4]190
	ECGI List
	[bookmark: _MCCTEMPBM_CRPT88410738___7]Extendable / 8.121
	[bookmark: _MCCTEMPBM_CRPT88410739___4]"m*7+2" (See Figure 8.121-1)

	[bookmark: _MCCTEMPBM_CRPT88410740___4]191
	Remote UE Context
	[bookmark: _MCCTEMPBM_CRPT88410741___7]Extendable / 8.122
	[bookmark: _MCCTEMPBM_CRPT88410742___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410743___4]192
	Remote User ID
	[bookmark: _MCCTEMPBM_CRPT88410744___7]Extendable / 8.123
	[bookmark: _MCCTEMPBM_CRPT88410745___4]"c-4" (see Figure 8.123-1)

	[bookmark: _MCCTEMPBM_CRPT88410746___4]193
	Remote UE IP information
	[bookmark: _MCCTEMPBM_CRPT88410747___7]Variable Length / 8.124
	[bookmark: _MCCTEMPBM_CRPT88410748___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410749___4]194
	CIoT Optimizations Support Indication
	[bookmark: _MCCTEMPBM_CRPT88410750___7]Extendable / 8.125
	[bookmark: _MCCTEMPBM_CRPT88410751___4]1

	[bookmark: _MCCTEMPBM_CRPT88410752___4]195
	SCEF PDN Connection
	[bookmark: _MCCTEMPBM_CRPT88410753___7]Extendable / 8.126
	[bookmark: _MCCTEMPBM_CRPT88410754___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410755___4]196
	Header Compression Configuration
	[bookmark: _MCCTEMPBM_CRPT88410756___7]Extendable / 8.127
	[bookmark: _MCCTEMPBM_CRPT88410757___4]4

	[bookmark: _MCCTEMPBM_CRPT88410758___4]197
	Extended Protocol Configuration Options (ePCO)
	[bookmark: _MCCTEMPBM_CRPT88410759___7]Variable Length / 8.128
	[bookmark: _MCCTEMPBM_CRPT88410760___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410761___4]198
	Serving PLMN Rate Control
	[bookmark: _MCCTEMPBM_CRPT88410762___7]Extendable / 8.129
	[bookmark: _MCCTEMPBM_CRPT88410763___4]4

	[bookmark: _MCCTEMPBM_CRPT88410764___4]199
	Counter
	[bookmark: _MCCTEMPBM_CRPT88410765___7]Extendable / 8.130
	[bookmark: _MCCTEMPBM_CRPT88410766___4]5

	[bookmark: _MCCTEMPBM_CRPT88410767___4]200
	Mapped UE Usage Type
	[bookmark: _MCCTEMPBM_CRPT88410768___7]Extendable / 8.131
	[bookmark: _MCCTEMPBM_CRPT88410769___4]2

	[bookmark: _MCCTEMPBM_CRPT88410770___4]201
	Secondary RAT Usage Data Report
	[bookmark: _MCCTEMPBM_CRPT88410771___7]Extendable / 8.132
	[bookmark: _MCCTEMPBM_CRPT88410772___4]27

	[bookmark: _MCCTEMPBM_CRPT88410773___4]202
	UP Function Selection Indication Flags
	[bookmark: _MCCTEMPBM_CRPT88410774___7]Extendable / 8.133
	[bookmark: _MCCTEMPBM_CRPT88410775___4]1

	[bookmark: _MCCTEMPBM_CRPT88410776___4]203
	Maximum Packet Loss Rate
	[bookmark: _MCCTEMPBM_CRPT88410777___7]Extendable / 8.134
	[bookmark: _MCCTEMPBM_CRPT88410778___4]1

	[bookmark: _MCCTEMPBM_CRPT88410779___4]204
	APN Rate Control Status
	[bookmark: _MCCTEMPBM_CRPT88410780___7]Extendable / 8.135
	[bookmark: _MCCTEMPBM_CRPT88410781___4]20

	[bookmark: _MCCTEMPBM_CRPT88410782___4]205
	Extended Trace Information
	[bookmark: _MCCTEMPBM_CRPT88410783___7]Extendable / 8.136
	[bookmark: _MCCTEMPBM_CRPT88410784___4]"r-4" (see figure 8.136-1)

	[bookmark: _MCCTEMPBM_CRPT88410785___4]206
	Monitoring Event Extension Information
	[bookmark: _MCCTEMPBM_CRPT88410786___7]Extendable / 8.137
	[bookmark: _MCCTEMPBM_CRPT88410787___4]"k-4" (See Figure 8.137-1)

	[bookmark: _MCCTEMPBM_CRPT88410788___4]207
	Additional RRM Policy Index
	[bookmark: _MCCTEMPBM_CRPT88410789___7]Fixed Length / 8.138
	[bookmark: _MCCTEMPBM_CRPT88410790___4]4

	[bookmark: _MCCTEMPBM_CRPT88410791___4]208
	V2X Context
	[bookmark: _MCCTEMPBM_CRPT88410792___7]Extendable / 8.139
	[bookmark: _MCCTEMPBM_CRPT88410793___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410794___4]209
	PC5 QoS Parameters
	[bookmark: _MCCTEMPBM_CRPT88410795___7]Extendable / 8.140
	[bookmark: _MCCTEMPBM_CRPT88410796___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410797___4]210
	Services Authorized
	[bookmark: _MCCTEMPBM_CRPT88410798___7]Extendable / 8.141
	[bookmark: _MCCTEMPBM_CRPT88410799___4]2

	[bookmark: _MCCTEMPBM_CRPT88410800___4]211
	Bit Rate
	[bookmark: _MCCTEMPBM_CRPT88410801___7]Extendable / 8.142
	[bookmark: _MCCTEMPBM_CRPT88410802___4]4

	[bookmark: _MCCTEMPBM_CRPT88410803___4]212
	PC5 QoS Flow
	[bookmark: _MCCTEMPBM_CRPT88410804___7]Extendable / 8.143
	[bookmark: _MCCTEMPBM_CRPT88410805___4]11

	[bookmark: _MCCTEMPBM_CRPT88410806___4]213
	SGi PtP Tunnel Address
	[bookmark: _MCCTEMPBM_CRPT88410807___7]Extendable / 8.144
	[bookmark: _MCCTEMPBM_CRPT88410808___4]1

	[bookmark: _MCCTEMPBM_CRPT88410809___4]214
	PGW Change Info
	Extendable / 8.145
	[bookmark: _MCCTEMPBM_CRPT88410810___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410811___4]215
	PGW FQDN
	[bookmark: _MCCTEMPBM_CRPT88410812___7]Extendable / 8.146
	[bookmark: _MCCTEMPBM_CRPT88410813___4]m-4

	[bookmark: _MCCTEMPBM_CRPT88410814___4]216
	Group Id
	[bookmark: _MCCTEMPBM_CRPT88410815___7]Variable Length / 8.147
	[bookmark: _MCCTEMPBM_CRPT88410816___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410817___4]217
	PSCell ID
	[bookmark: _MCCTEMPBM_CRPT88410818___7]Fixed Length / 8.148
	[bookmark: _MCCTEMPBM_CRPT88410819___4]8

	[bookmark: _MCCTEMPBM_CRPT88410820___4]218
	UP Security Policy
	[bookmark: _MCCTEMPBM_CRPT88410821___7]Extendable / 8.149
	[bookmark: _MCCTEMPBM_CRPT88410822___4]1

	[bookmark: _MCCTEMPBM_CRPT88410823___4]219
	Alternative IMSI
	[bookmark: _MCCTEMPBM_CRPT88410824___7]Variable Length / 8.150
	[bookmark: _MCCTEMPBM_CRPT88410825___4]Not Applicable

	x
	NF Instance ID
	Fixed Length / 8.x
	36

	[bookmark: _MCCTEMPBM_CRPT88410826___4]220 to 253
	Spare. For future use.
	
	

	[bookmark: _MCCTEMPBM_CRPT88410827___4]254
	Special IE type for IE Type Extension 
	See NOTE 2 
	[bookmark: _MCCTEMPBM_CRPT88410828___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410829___4]255
	Private Extension
	Variable Length / 8.67
	[bookmark: _MCCTEMPBM_CRPT88410830___4]Not Applicable

	[bookmark: _MCCTEMPBM_CRPT88410831___4]256 to 65535
	Spare. For future use.
	
	

	NOTE 1:	The size of the TLI (Type, Length and Instance) fields, i.e "4" octets, has been subtracted from the number of the fixed octets of the "Fixed Length" and "Extendable" IEs. Hence for some of the "Extendable" IEs, for which the length is defined in terms of variable number of octets, "4" is explicitly subtracted while defining the fixed number of octets. E.g. Length of User Location Information is defined as "f+4" and fixed number of octets for the same is defined as "f+4-4".
NOTE 2:	The IE Type value 254 indicates that the IE Type shall be further identified by an IE Type Extension field; see clause 8.2.1A. A GTP-C entity which does not support any IE Type encoded with an IE Type Extension field shall ignore an IE received with the IE Type value 254.



* * * Next Change * * * *
[bookmark: _Toc36031305][bookmark: _Toc36043225][bookmark: _Toc36814550][bookmark: _Toc44689408][bookmark: _Toc44924162][bookmark: _Toc51861132][bookmark: _Toc57930903][bookmark: _Toc57931533][bookmark: _Toc130904836]8.x	NF Instance ID
The NF Instance ID IE shall be encoded as shown in Figure 8.x-1. It contains the NF Instance ID of an AMF.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = x (decimal)
	

	
	2 to 3
	Length = 36
	

	
	4
	Spare
	Instance
	

	
	5 to 40
	NF Instance ID
	


Figure 8.x-1: NF Instance ID
The NF Instance ID field shall be encoded as 36 ASCII characters, as specified in 3GPP TS 29.571 [y].

* * * End of Changes * * * *

