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*** First Change ***
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The table 5.1-1 shows the AMF Services and AMF Service Operations:

Table 5.1-1 List of AMF Services
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Namf_Communication
	UEContextTransfer
	Request/Response
	Peer AMF

	
	RegistrationStatusUpdate
	Request/Response
	Peer AMF

	
	CreateUEContext
	Request/Response
	Peer AMF

	
	ReleaseUEContext
	Request/Response
	Peer AMF

	
	N1MessageNotify
	Subscribe/Notify

	Peer AMF, LMF, PCF

	
	N2InfoNotify
	
	LMF, AMF

	
	N1N2MessageSubscribe
	
	PCF

	
	N1N2MessageUnSubscribe
	
	PCF

	
	N1N2MessageTransfer
	Request/Response
	Peer AMF, SMF, SMSF, LMF, PCF

	
	N1N2TransferFailureNotification
	Subscribe/Notify
	SMF, SMSF, LMF, PCF

	
	NonUeN2MessageTransfer
	Request/Response
	Peer AMF, LMF, CBCF, PWS-IWF

	
	NonUeN2InfoSubscribe
	Subscribe/Notify

	CBCF, PWS-IWF

	
	NonUeN2InfoUnSubscribe
	
	CBCF, PWS-IWF

	
	NonUeN2InfoNotify
	
	LMF, CBCF, PWS-IWF

	
	EBIAssignment
	Request/Response
	SMF

	
	AMFStatusChangeSubscribe
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	
	AMFStatusChangeUnSubscribe
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	
	AMFStatusChangeNotify
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	Namf_EventExposure
	Subscribe (see NOTE)
	Subscribe/Notify
	NEF, SMF, UDM, NWDAF, LMF, GMLC, DCCF, TSCTSF

	
	Unsubscribe (see NOTE)
	Subscribe/Notify
	NEF, SMF, UDM, NWDAF, LMF, GMLC,
DCCF, TSCTSF

	
	Notify
	Subscribe/Notify
	NEF, SMF, UDM, NWDAF, LMF, GMLC,
DCCF, TSCTSF

	Namf_MT
	EnableUEReachability
	Request/Response
	SMSF, SMF

	
	ProvideDomainSelectionInfo
	Request/Response
	UDM

	
	EnableGroupReachability
	Request/Response
	SMF

	
	UEReachabilityInfoNotify
	Subscribe/Notify
	SMF

	Namf_Location
	ProvidePositioningInfo
	Request/Response
	GMLC

	
	EventNotify
	Subscribe / Notify
	GMLC

	
	ProvideLocationInfo
	Request/Response
	UDM

	
	CancelLocation
	Request/Response
	GMLC

	Namf_MBSBroadcast
	ContextCreate
	Request/Response
	MB-SMF

	
	ContextUpdate
	Request/Response
	MB-SMF

	
	ContextRelease
	Request/Response
	MB-SMF

	
	ContextStatusNotify
	Subscribe / Notify
	MB-SMF

	Namf_MBSCommunication
	N2MessageTransfer
	Request/Response
	MB-SMF

	NOTE:	A subscription applies for one UE, group of UE(s) or any UE.



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Namf_Communication
	6.1
	AMF Communication Service
	TS29518_Namf_Communication.yaml
	namf-comm
	A.2

	Namf_EventExposure
	6.2
	AMF Event Exposure Service
	TS29518_Namf_EventExposure.yaml
	namf-evts
	A.3

	Namf_MT
	6.3
	AMF Mobile Terminated Service
	TS29518_Namf_MT.yaml
	namf-mt
	A.4

	Namf_Location
	6.4
	AMF Location Service
	TS29518_Namf_Location.yaml
	namf-loc
	A.5

	Namf_MBSBroadcast
	6.5
	AMF MBS Broadcast Service
	TS29518_Namf_MBSBroadcast.yaml
	namf-mbs-bc
	A.6

	Namf_MBSCommunication
	6.6
	AMF MBS Communication Service
	TS29518_Namf_MBSCommunication.yaml
	namf-mbs-com
	A.7



*** Next Change ***
5.2.2.3.1.2	Detailed behaviour of the AMF
When an NF service consumer is requesting to send N1 and/or N2 information and the UE is in CM-IDLE state for the access type for which the N1 and/or N2 information is related (called "associated access type" hereafter in this clause), the requirements specified in clause 5.2.2.3.1.1 shall apply with the following modifications:

NOTE 1:	N1 and/or N2 Session Management information is related to the access type of the targeted PDU session for a single access PDU session, or to the Target Access received in the request for a MA PDU session; LCS related N2 (NRPPa) information is related to 3GPP access in this release of specification.
4xx and 5xx response cases shall also apply to UEs in CM-CONNECTED state, when applicable.
2xx Response Cases:
Case A: When UE is CM-IDLE in 3GPP access and the associated access type is 3GPP access:

a)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF should respond with the status code "200 OK", if "skipInd" attribute is set to "true" in the request body, with a response body that carries the cause "N1_MSG_NOT_TRANSFERRED".
b)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if the asynchronous type communication is invoked and hence the UE is not paged, update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable. In this case the AMF shall provide the URI of the resource in the AMF in the "Location" header of the response, which contains information regarding the stored N1/N2 message. The AMF shall also provide a response body containing the cause, "WAITING_FOR_ASYNCHRONOUS_TRANSFER" that represents the current status of the N1/N2 message transfer;
c)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if paging is issued when the UE is in CM-IDLE and reachable for 3GPP access, with a response body that carries a cause "ATTEMPTING_TO_REACH_UE" as specified in clause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3].
Case B: When UE is CM-IDLE in Non-3GPP access but CM-CONNECTED in 3GPP access and the associated access type is Non-3GPP access:

a)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "200 OK" with cause "N1_N2_TRANSFER_INITIATED" and initiate N1 NAS SM message transfer via 3GPP access, if the NF service consumer (i.e. SMF) requests to send only N1 NAS SM message without any associated N2 SM information, and the current access type related to the PDU session is Non-3GPP access and the UE is CM-CONNECTED in 3GPP access.
b)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if NAS Notification procedure is issued when the UE is in CM-CONNECTED in 3GPP access, with a response body that carries a cause "ATTEMPTING_TO_REACH_UE" as specified in step 4c of clause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3].
Case C: When UE is CM-IDLE in both Non-3GPP access and 3GPP access and the associated access type is Non-3GPP access:
All the bullets specified in Case A are applicable.
The NF Service Consumer shall not send any further signalling for the UE if it receives a POST response body with a cause "ATTEMPTING_TO_REACH_UE" unless it has higher priority signalling. In such a case the response shall include the "Location" header containing the URI of the resource created in the AMF, which holds the status of the N1/N2 message transfer, e.g. ".../n1-n2-messages/{n1N2MessageId}". The AMF shall:

-	store the N1 and/or N2 information related to 3GPP access and, when the UE responds with a Service Request, shall initiate communication with the UE and/or 5G-AN using the stored N1 and/or N2 information;
-	store the N1 NAS SM information related to Non-3GPP access if no N2 information was received and the AMF initiated paging towards the UE. Later when the UE responds with a Service Request, the AMF shall initiate communication with the UE using the stored N1 information via 3GPP access;
-	inform the SMF which invoked the service operation, that the access type of the PDU Session can be changed from Non-3GPP access to 3GPP access as specified in clause 5.2.2.3.2.1 of 3GPP TS 29.502 [16], when the UE responds with a "List Of Allowed PDU Sessions" and the indicated non-3GPP PDU session of the N2 (and N1 if received) information is included in the list; or
-	notify the NF which invoked the service operation, as specified in clause 5.2.2.3.2, if the Notification URI is provided, when the AMF determines that the paging or NAS Notification has failed or when the UE responds with a "List Of Allowed PDU Sessions" and the indicated Non-3GPP PDU session of the N2 (and N1 if received) information is not included in the list.
4xx Response Cases:
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with status code "409 Conflict" in the following cases:
-	if the UE is in 3GPP access and there is already an ongoing paging procedure with higher or same priority, the AMF shall set the application error as "HIGHER_PRIORITY_REQUEST_ONGOING" in the "cause" attribute of the ProblemDetails structure of the POST response body. The AMF may provide a retryAfter IE to the NF Service Consumer in order for the NF Service Consumer to retry the request after the expiry of the timer. When the retryAfter IE is provided, the NF Service Consumer shall not initiate the downlink messaging until the timer expires. The AMF may also provide the ARP value of the QoS flow that has triggered the currently ongoing highest priority paging, so that the NF Service Consumer (e.g. SMF) knows that if any subsequent trigger initiating downlink messaging for a QoS flow with the same or lower priority happens.
-	if there is an ongoing registration procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]) the AMF shall set the application error as "TEMPORARY_REJECT_REGISTRATION_ONGOING" in the "cause" attribute of the ProblemDetails structure in the POST response body; The AMF may provide a retryAfter IE to the NF Service Consumer in order for the NF Service Consumer to retry the request after a short period. When the retryAfter IE is provided, the NF Service Consumer should not initiate new N1/N2 Message Transfer request until the timer expires.
-	if this is a request to transfer a N2 PDU Session Resource Modify Request or a N2 PDU Session Resource Release Command to a 5G-AN and if the UE is in CM-IDLE state at the AMF for the Access Network Type associated to the PDU session (see clauses 4.3.3 and 4.3.4 of 3GPP TS 23.502 [3] and clause 5.3.2.1 of 3GPP TS 23.527 [33]), the AMF shall set the application error "UE_IN_CM_IDLE_STATE" in the "cause" attribute of the ProblemDetails structure in the POST response body.
-	if there is an ongoing Xn or N2 handover procedure (see clause 4.9.1.2.1 and 4.9.1.3.1 of 3GPP TS 23.502 [3]) the AMF shall set the application error as "TEMPORARY_REJECT_HANDOVER_ONGOING" in the "cause" attribute of the ProblemDetails structure in the POST response body, if the AMF rejects the request due to the on-going handover.
-	if the RAT Type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources, the AMF shall set the application error as "MAX_ACTIVE_SESSIONS_EXCEEDED" in POST response body.
-	if Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging (see clause 4.2.3.3 of 3GPP TS 23.502 [3]) the AMF shall set the application error as "REJECTION_DUE_TO_PAGING_RESTRICTION" in the "cause" attribute of the ProblemDetails structure in the POST response body.
-	if the AMF was reselected by the NF consumer and the UE context restoration is going, the AMF shall set the application error as "TEMPORARY_REJECT_RESTORATION_ONGOING" in POST response body. The NF consumer should retry the request towards the new serving AMF when it is available, i.e., reselected by the RAN.
NOTE x:	When the AMF set contains more than two AMF instances, the AMF instance(s) reselected by the NF consumer and by the RAN can be different. In this case, the AMF instance reselected by the RAN will be the new serving AMF because it will receive the uplink message from UE/RAN. Subsequent service operations targeting the UE will be performed towards the new serving AMF.
NOTE y:	When new serving AMF becomes available, the new serving AMF will update the surrounding NFs, e.g., SMF, SMSF, PCF, UDM, etc. These NF consumers can rely on the update from new serving AMF to learn that the new serving AMF is available.

-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden", if the UE is in a Non-Allowed Area and the service request is not for regulatory prioritized service. The AMF shall set the application error as "UE_IN_NON_ALLOWED_AREA" in POST response body.
-	The NF service consumer (i.e. the SMF) that receives this application error may supress subsequent message (e.g. N1N2MessageTransfer) to the AMF for non regulatory prioritized service. In this case, the NF service consumer (i.e. the SMF) should subscribe the Reachability-Report event for "UE Reachability Status Change" from the AMF, so as to get notified by the AMF when the UE becomes reachable again.
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden ", if the NF service consumer (e.g. an LMF) is requesting to send N1 LPP message to the UE and the UE has indicated that it does not support LPP in N1 mode during registration procedure (see clause 5.5.1.2.2 and 5.5.1.3.2 of 3GPP TS 24.501 [11]). The AMF shall set the application error to "UE_WITHOUT_N1_LPP_SUPPORT" in POST response body.
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden", if the request body includes an nfId IE indicating an SMF instance which is different from the stored SMF instance hosting the SM Context of the PDU session. The AMF shall set the application error to "INVALID_SM_CONTEXT" in POST response body. During procedures with SM Context relocation, e.g. UE mobility procedures with I-SMF insertion/change/removal, the AMF shall allow N1N2MessageTransfer from both SMF instances holding the old and new SM Contexts.
	The NF service consumer (i.e. the SMF) that receives this application error shall remove the SM Context for the PDU session and release the PDU session resource in (H-)SMF if available. The SMF shall not send a SMContextStatusNotification to the AMF for the PDU session release.
5xx Response Cases:
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "504 Gateway Timeout", if the UE is currently unreachable (e.g., due to the UE in MICO mode, the UE using extended idle mode DRX or the UE is only registered over Non-3GPP access and its state is CM-IDLE). The AMF shall set the application error as "UE_NOT_REACHABLE" in POST response body. If Extended Buffering Support Indication is received in the request, the AMF shall include the Estimated Maximum Waiting time in the response body when the message is rejected due to the UE in MICO mode or the UE using extended idle mode DRX.
-	step 2b of Figure 5.2.2.3.1.1-1, the AMF may respond with the status code "504 Gateway Timeout", if the UE is temporarily not responding (e.g., not responding to the paging). The AMF shall set the application error as "UE_NOT_RESPONDING" in POST response body. The AMF may provide a retryAfter IE to the NF Service Consumer in order for the NF Service Consumer to throttle sending further N1/N2 Message Transfer request for a short period. When the retryAfter IE is provided, the NF Service Consumer should not initiate new N1/N2 Message Transfer request until the timer expires.

*** Next Change ***
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The EnableUEReachability service operation is used in the following procedure:
-	MT SMS over NAS in CM-IDLE state (see 3GPP TS 23.502 [3], clause 4.13.3.6), or in CM-CONNECTED state (see 3GPP TS 23.502 [3], clause 4.13.3.7).
-	UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation (see clause 4.24.2 of 3GPP TS 23.502 [3]).
-	Network Triggered Connection Resume in RRC Inactive with CN based MT communication handling (see clause 4.8.2.2b of 3GPP TS 23.502 [3]).
[bookmark: _PERM_MCCTEMPBM_CRPT03410044___5]The EnableUEReachability service operation shall be invoked by the NF Service Consumer (e.g. SMSF, SMF) to enable the reachability of the UE.
The NF Service Consumer shall invoke the service by using the HTTP method PUT, towards the URI of a "ueReachInd" resource as specified in clause 6.3.3.2. See also figure 5.4.2.2.1-1.


Figure 5.4.2.2.1-1: NF Service Consumer enables the reachability of the UE
1.	The NF Service Consumer sends a PUT request to the resource representing the ueReachInd resource of the AMF. The payload body of the PUT request shall contain an "EnableUeReachabilityReqData" object.
	During the Network Triggered Connection Resume in RRC Inactive with CN based MT communication handling (see clause 4.8.2.2.b of 3GPP TS 23.502 [3]), the SMF may include the ppi, the arp and the 5qi of the QoS flow of the PDU session for which DL packets are received, together with the PDU session identifier, to enable NG-RAN to take this information into account when paging the UE.
2a.	On success:
-	if the UE is in CM-CONNECTED state, the AMF shall immediately respond using "200 OK" status code, with payload containing an "EnableUeReachabilityRspData" object.
-	if the UE is in CM-IDLE state and the NAS message is to be sent over via 3GPP access and paging is not restricted as defined in 3GPP TS 23.501 [2] clause 5.38.5, the AMF shall page the UE. When UE becomes CM-CONNECTED and the UE has not rejected the page as specified in 3GPP TS 23.501 [2] clause 5.38.4, "200 OK" shall be returned with payload containing an "EnableUeReachabilityRspData" object.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.3.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails or ProblemDetailsEnableUeReachability structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.
	The AMF shall respond with the status code "403 Forbidden", if the UE is in a Non-Allowed Area and the service request is not for regulatory prioritized service. The AMF shall set the application error as "UE_IN_NON_ALLOWED_AREA" in POST response body.
	The AMF shall respond with the status code "409 Conflict", if Paging Restriction Information restrict the EnableUEReachability request from causing paging as defined in 3GPP TS 23.501 [2] clause 5.38.5 or if the UE rejects the paging as defined in 3GPP TS 23.501 [2] clause 5.38.4. The AMF shall set the application error as "REJECTION_DUE_TO_PAGING_RESTRICTION" in POST response body.
	The AMF shall respond with the status code "409 Conflict", if if the AMF was reselected by the NF consumer and the UE context restoration is going. The AMF shall set the application error as "TEMPORARY_REJECT_RESTORATION_ONGOING" in POST response body. The NF consumer may consider the UE is reachable when receiving the update from the new serving AMF and directly perform subsequent operations towards the UE, e.g., to deliver MT data to the UE.
NOTE x:	When the AMF set contains more than two AMF instances, the AMF instance(s) reselected by the NF consumer and by the RAN can be different. In this case, the AMF instance reselected by the RAN will be the new serving AMF because it will receive the uplink message from UE/RAN. Subsequent service operations targeting the UE will be performed towards the new serving AMF.
NOTE y:	When new serving AMF becomes available, the new serving AMF will update the surrounding NFs, including the NF consumers of the EnableUeReachability operation, i.e., SMSF and SMF. The NF consumer can rely on the update from new serving AMF to learn that the new serving AMF is available.

	The AMF shall respond with the status code "504 Gateway Timeout" and set the application error as "UE_NOT_REACHABLE" and include an Estimated Maximum Wait time in POST response body when the AMF determines the UE is unreachable (e.g. if the UE is in MICO mode or the UE has entered Extended DRX in CM-IDLE or Extended DRX for RRC-INACTIVE state) as specified in clauses 4.24.2 and 4.8.2.2b of 3GPP TS 23.502 [3]).

*** Next Change ***
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This method initiates a N1 message and/or N2 message transfer at the AMF and may create a resource to store the N1 and/or N2 message as specified in clause 5.2.2.3.1.2, e.g. if asynchronous type communication is invoked or if the UE is paged.
This method shall support the request data structures specified in table 6.1.3.5.3.1-1 and the response data structures and response codes specified in table 6.1.3.5.3.1-2.
Table 6.1.3.5.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _PERM_MCCTEMPBM_CRPT03410075___2]N1N2MessageTransferReqData
	M
	1
	This contains:
-	N1 message, if the NF Service Consumer requests to transfer an N1 message to the UE or;
-	N2 information, if the NF Service Consumer requests to transfer an N2 information to the 5G-AN or;
-	both, if the NF Service Consumer requests to transfer both an N1 message to the UE and an N2 information to the 5G-AN.



Table 6.1.3.5.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	N1N2MessageTransferRspData

	M
	1
	202 Accepted
	This case represents the successful storage of the N1/N2 information at the AMF when asynchronous communication is invoked or when the AMF pages the UE. If the AMF pages the UE, it shall store the N1/N2 message information until the UE responds to paging.

The cause included in the response body shall be set to one of the following values:
-	WAITING_FOR_ASYNCHRONOUS_TRANSFER
-	ATTEMPTING_TO_REACH_UE

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	N1N2MessageTransferRspData
	M
	1
	200 OK
	This represents the cases where:
[bookmark: _PERM_MCCTEMPBM_CRPT03410076___7]-	the AMF is able to successfully transfer the N1/N2 message to the UE and/or the AN;
-	the AMF skips sending and discards the N1 message when UE is in CM-IDLE and the "skipInd" is set to "true" in the request; or
-	the AMF skips sending and discards the N2 message as well as the possibly included N1 message, when the UE is in CM-CONNECTED state and the UE is outside of the validity area included in the N1N2MessageTransfer Request.

The cause included in the response body shall be to one of the following values:
-	N1_N2_TRANSFER_INITIATED
-	N1_MSG_NOT_TRANSFERRED
-	N2_MSG_NOT_TRANSFERRED


	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	When the related UE context is not fully available at the target NF Service Consumer (e.g. AMF) during a planned maintenance case (e.g. AMF planned maintenance without UDSF case), the "cause" attribute shall be set to:
-	NF_CONSUMER_REDIRECT_ONE_TXN

See table 6.1.7.3-1 for the description of these errors
The Location header of the response shall be set to URI of the resource located on an alternative service instance within the same AMF or AMF (service) set to which the request is redirected.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service producer to which the request should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AMF or AMF (service) set.     

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
-	UE_IN_NON_ALLOWED_AREA
-	UE_WITHOUT_N1_LPP_SUPPORT
-	UNSPECIFIED
-	SM_CONTEXT_RELOCATION_REQUIRED


See table 6.1.7.3-1 for the description of these errors.

	ProblemDetails
	O
	0..1
	404 Not Found
	When the related UE is not found in the NF Service Consumer (e.g. AMF), the "cause" attribute shall be set to:
-	CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of these errors.

	[bookmark: _PERM_MCCTEMPBM_CRPT03410078___2]N1N2MessageTransferError

	O
	0..1
	409 Conflict
	This represents the case where the AMF rejects the N1N2MessageTransfer request due to one of the following reasons. The cause attribute of the ProblemDetails structure shall be set to:
-	HIGHER_PRIORITY_REQUEST_ONGOING, if there is already an ongoing paging procedure with higher or same priority;
-	TEMPORARY_REJECT_REGISTRATION_ONGOING, if there is an ongoing registration procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]);
-	TEMPORARY_REJECT_HANDOVER_ONGOING, if there is an ongoing Xn or N2 handover procedure (see clause 4.9.1.2.1 and 4.9.1.3.1 of 3GPP TS 23.502 [3]).
-	UE_IN_CM_IDLE_STATE, if this is a request to transfer a N2 PDU Session Resource Modify Request or a N2 PDU Session Resource Release Command to a 5G-AN, and if the UE is in CM-IDLE state at the AMF for the Access Network Type associated to the PDU session.
-	MAX_ACTIVE_SESSIONS_EXCEEDED, if the RAT type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources.
-	REJECTION_DUE_TO_PAGING_RESTRICTION, if Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging as specified in 3GPP TS 23.501 [2] clause 5.38.5.
-	TEMPORARY_REJECT_RESTORATION_ONGOING, if UE context restoration is ongoing after AMF reselection by the Core Network.


See table 6.1.7.3-1 for the description of these errors.

	[bookmark: _PERM_MCCTEMPBM_CRPT03410079___2]N1N2MessageTransferError 
	O
	0..1
	504 Gateway Timeout
	This represents the case where the UE is not reachable at the AMF and the AMF is unable to page the UE. The cause attribute of the ProblemDetails structure shall be set to:
-	UE_NOT_REACHABLE, if the UE is not reachable for paging;

See table 6.1.7.3-1 for the description of these errors.

	ProblemDetails
	O
	0..1
	504 Gateway Timeout
	This error shall only be returned by an SCP or a SEPP for errors they originate.

	NOTE:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).



Table 6.1.3.5.3.1-3: Headers supported by the 202 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	The URI of the resource located on the AMF to which the status of the N1N2 message transfer is held



Table 6.1.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	The URI of the resource located on an alternative service instance within the same AMF or AMF (service) set to which the request is redirected.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same AMF or AMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



*** Next Change ***
[bookmark: _Toc25156445][bookmark: _Toc34124749][bookmark: _Toc43207875][bookmark: _Toc49857348][bookmark: _Toc56677188][bookmark: _Toc56691711][bookmark: _Toc56698975][bookmark: _Toc89035225][bookmark: _Toc89065023][bookmark: _Toc89180322][bookmark: _Toc97072001][bookmark: _Toc120051406][bookmark: _Toc130829023]6.1.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Namf_Communication service. The following application errors listed in Table 6.1.7.3-1 are specific for the Namf_Communication service.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	NF_CONSUMER_REDIRECT_ONE_TXN
	307 Temporary Redirect
	The request has been asked to be redirected to a specified target.

	HANDOVER_FAILURE
	403 Forbidden
	Creation of UE context or relocation in the target AMF failed during Handover procedure causing a failure of handover.

	INTEGRITY_CHECK_FAIL
	403 Forbidden
	Integrity check of the complete registration message included in the UE context transfer request failed.

	EBI_EXHAUSTED
	403 Forbidden
	Allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	EBI_REJECTED_LOCAL_POLICY
	403 Forbidden
	Allocation of EPS Bearer ID failed due to local policy at the AMF as specified in clause 4.11.1.4.1 of 3GPP TS 23.502 [3].

	EBI_REJECTED_NO_N26
	403 Forbidden
	The allocation of EPS Bearer ID was rejected when the AMF is in a serving PLMN that does not support 5GS-EPS interworking procedures with N26 interface.

	SUPI_OR_PEI_UNKNOWN
	403 Forbidden
	The SUPI or PEI included in the message is unknown.

	UE_IN_NON_ALLOWED_AREA
	403 Forbidden
	UE is currently in a non-allowed area hence the N1/N2 message transfer cannot be completed because the request is not associated with a regulatory prioritized service.

	UNSPECIFIED
	403 Forbidden
	The request is rejected due to unspecified reasons.

	SM_CONTEXT_RELOCATION_REQUIRED
	403 Forbidden
	The request is rejected because the SM Context should be relocated to another SMF, e.g. when AMF detects that an I-SMF or V-SMF insertion, change or removal is needed, as specified in clause 4.23 of 3GPP TS 23.502 [3].

	UE_WITHOUT_N1_LPP_SUPPORT
	403 Forbidden
	UE does not support LPP in N1 mode hence the N1 LPP message cannot be sent to the UE.

	INVALID_SM_CONTEXT
	403 Forbidden
	The request is rejected because the SM Context is invalid for the PDU session, i.e. active SM Context for the PDU session (with same PDU Session ID) has been created on another SMF.
(NOTE)

	CONTEXT_NOT_FOUND
	404 Not Found
	The requested UE Context does not exist on the AMF

	HIGHER_PRIORITY_REQUEST_ONGOING
	409 Conflict
	Paging triggered N1/N2 transfer cannot be initiated since already there is a paging due to a higher priority session ongoing.

	TEMPORARY_REJECT_REGISTRATION_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated or the EBI assignment fails due to an ongoing registration procedure.

	TEMPORARY_REJECT_HANDOVER_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated due to an ongoing Xn or N2 handover procedure, or the EBI assignment fails due to an ongoing N2 handover procedure or an ongoing Xn handover procedure.

	TEMPORARY_REJECT_RESTORATION_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated due to an ongoing UE context restoration ongoing.


	UE_IN_CM_IDLE_STATE
	409 Conflict
	N2 message transfer towards 5G-AN cannot be initiated due to the UE being in CM-IDLE state for the Access Network Type associated to the PDU session.

	MAX_ACTIVE_SESSIONS_EXCEEDED
	409 Conflict
	If the RAT type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources.

	REJECTION_DUE_TO_PAGING_RESTRICTION
	409 Conflict
	If Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging as defined in 3GPP TS 23.501 [2] clause 5.38.5.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	The UE is not reachable for paging.

	UE_NOT_RESPONDING
	504 Gateway Timeout
	The UE is not responding for paging.

	NOTE:	More than one SM Contexts may be present in the network for the same PDU Session ID, e.g. when the UE established a new PDU session with the same PDU Session ID and the AMF failed to release the old SM Context in the old SMF. In such a scenario, if the old SMF tries to send N1 and/or N2 Message to the RAN/UE, the AMF shall respond with this application error if the AMF identified that service operation is invoked by the SMF holding the old SM Context.



*** Next Change ***
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This method shall support the URI query parameters specified in table 6.3.3.2.3.1-1.
Table 6.3.3.2.3.1-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.3.3.2.3.1-2 and the response data structures and response codes specified in table 6.3.3.2.3.1-3.
Table 6.3.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EnableUeReachabilityReqData

	M
	1
	Contain the State of the UE, the value shall be set to UE Reachable.



Table 6.3.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EnableUeReachabilityRspData
	M
	1
	200 OK
	Indicate the ueReachInd is updated to UE Reachable.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	When the related UE context is not fully available at the target NF Service Producer (e.g. AMF) during a planned maintenance case (e.g. AMF planned maintenance without UDSF case) the "cause" attribute may be used to include the following application error:
[bookmark: _PERM_MCCTEMPBM_CRPT03410270___2]-	NF_CONSUMER_REDIRECT_ONE_TXN

[bookmark: _PERM_MCCTEMPBM_CRPT03410271___2]See table 6.3.7.3-1 for the description of these errors
The Location header of the response shall be set to the URI of the resource located on an alternative service instance within the same AMF or AMF (service) set to which the request is redirected.

If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service producer to which the request should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AMF or AMF (service) set.     

	ProblemDetailsEnableUeReachability
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
[bookmark: _PERM_MCCTEMPBM_CRPT03410272___2]-	UNABLE_TO_PAGE_UE
-	UNSPECIFIED
-	UE_IN_NON_ALLOWED_AREA


See table 6.3.7.3-1 for the description of this error.

	ProblemDetails
	O
	0..1
	404 Not Found
	When the related UE is not found in the NF Service Producer (e.g. AMF) the "cause" attribute shall be set to:
[bookmark: _PERM_MCCTEMPBM_CRPT03410273___2]-	CONTEXT_NOT_FOUND

See table 6.3.7.3-1 for the description of these errors

	ProblemDetails
	O
	0..1
	409 Conflict
	The "cause" attribute may be used to indicate the following application error:
[bookmark: _PERM_MCCTEMPBM_CRPT03410274___7]-	REJECTION_DUE_TO_PAGING_RESTRICTION
-	TEMPORARY_REJECT_RESTORATION_ONGOING
See table 6.3.7.3-1 for the description of this error.

	ProblemDetails
	O
	0..1
	503 Service Unavailable
	The "cause" attribute may be used to indicate one of the errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4].

The HTTP header field "Retry-After" shall not be included in this scenario.

	ProblemDetailsEnableUeReachability
	O
	0..1
	504 Gateway Timeout
	The "cause" attribute may be used to indicate one of the following application errors:
[bookmark: _PERM_MCCTEMPBM_CRPT03410275___2]-	UE_NOT_RESPONDING
-	UE_NOT_REACHABLE

See table 6.3.7.3-1 for the description of this error.

	NOTE:	The mandatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).



Table 6.3.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	The URI of the resource located on an alternative service instance within the same AMF or AMF (service) set to which the request is redirected.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same AMF or AMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



*** Next Change ***
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The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Namf_MT service, and the following application errors listed in Table 6.3.7.3-1 are specific for the Namf_MT service.

Table 6.3.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	NF_CONSUMER_REDIRECT_ONE_TXN
	307 Temporary Redirect
	The request has been asked to be redirected to a specified target.

	UNABLE_TO_PAGE_UE
	403 Forbidden
	AMF is unable page the UE, temporarily.

	UE_IN_NON_ALLOWED_AREA
	403 Forbidden
	UE is currently in a non-allowed area and the service request is not for a regulatory prioritized service.

	UE_DEREGISTERED
	403 Forbidden
	The user is in RM-DEREGISTERED state in the AMF.

	UNSPECIFIED
	403 Forbidden
	The request is rejected due to unspecified reasons.

	CONTEXT_NOT_FOUND
	404 Not Found
	The related UE is not found in the NF Service Consumer.

	TEMPORARY_REJECT_REGISTRATION_ONGOING
	409 Conflict
	The request fails due to an on-going registration procedure.

	TEMPORARY_REJECT_RESTORATION_ONGOING
	409 Conflict
	The request fails due to an ongoing UE context restoration ongoing.


	REJECTION_DUE_TO_PAGING_RESTRICTION
	409 Conflict
	If Paging Restriction Information restrict the EnableUEReachability request from causing paging as defined in 3GPP TS 23.501 [2] clause 5.38.5 or if the UE rejects the paging as defined in 3GPP TS 23.501 [2] clause 5.38.4.

	UE_NOT_RESPONDING
	504 Gateway Timeout
	UE is not responding to the request initiated by the network, e.g. Paging.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	The UE is not reachable for paging, e.g., when UE is in MICO mode or the UE has entered the UE has entered Extended DRX in CM-IDLE or Extended DRX for RRC-INACTIVE state.



*** End of Changes ***
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