

	
3GPP TSG-CT WG4 Meeting #115e	C4-231143
E-Meeting, 17th– 21st April 2023	
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.500
	CR
	0377
	rev
	-
	Current version:
	17.10.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Redirection to an SCP or SEPP

	
	

	Source to WG:
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei, ZTE

	Source to TSG:
	CT4

	
	

	Work item code:
	5G_eSBA
	
	Date:
	2023-03-29

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	When redirecting a request towards a different SCP (or SEPP), the cause attribute is set to "SCP_REDIRECTION" (or "SEPP_REDIRECTION), and the targetSCP attribute (or targetSEPP attribute) indicates the apiRoot of the SCP (or SEPP) towards which the request is redirected. 

In these scenarios, whether to include the Location header in the 307 or 308 response was discussed (at 2022 August meeting) and CR0354 was agreed to allow redirecting SCP to not include a Location header. However, this change will affect more than 70 different service APIs where the Location header is included as Mandatory parameter. 

So, it is proposed to require the redirecting SCP or SEPP to include a location header, leaving up to the SCP and SEPP implementations how to set the location header. As per existing requirements, the receiver of 307/308 response shall ignore the location header received during a redirection to a SCP or SEPP and it shall use the targetSCP attribute (or targetSEPP attribute) as the apiRoot for the request URI when sending the request via the alternative SCP or SEPP.



	
	

	Summary of change:
	The SCP and SEPP shall include a Location header in the 307/308 response when redirecting a request towards a different SCP or SEPP.



	
	

	Consequences if not approved:
	Not including a Location header in 307/308 response when redirecting a request to an SCP or SEPP can lead to parsing errors at the receiver and potential interoperability issues and failures. 
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An HTTP request sent using indirect communication may be redirected either to a different target NF service instance (from a same NF service set or NF set) or to a different SCP.
When an HTTP server or SCP redirects an HTTP request (i.e. service request or notification/callback request) to a different target NF service instance, the URI of the target NF service instance towards which the request is redirected shall be given by the Location header field of the 307 Temporary Redirect or 308 Permanent Redirect response. When redirecting a request to a different NF instance (e.g. in a same NF set), the NF (service) instance ID of the target NF (service) instance towards which the request is redirected should be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response; it may be indicated otherwise (e.g. when redirecting a request to a different NF service instance of the same NF instance and overload control is to be performed per NF service instance). The HTTP client should then send the HTTP request towards the new target NF service instance using the same or a different SCP. Based on local policies, when appropriate (e.g. HTTP request creating a resource), the SCP may send the HTTP request towards the new target NF service instance instead of forwarding the 307/308 response to the HTTP client.
An SCP may redirect an HTTP request towards a different SCP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SCP_REDIRECTION" and with the targetScpCP attribute indicating the apiRoot of the SCP towards which the request is redirected. In this scenario, the 307 Temporary Redirect or 308 Permanent Redirect response shall not include any Location header field where the content of the Location header field is implementation specific. The HTTP client should then send the HTTP request towards the target NF service instance using the SCP indicated indicated in the 307 or 308 response;. when doing so, theAn HTTP client shall ignore the information received in the Location header field if it receives a 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to "SCP_REDIRECTION" and including a Location header field, " and it shall use the apiRoot included in targetScp IE as the apiRoot of the request URI to retransmit the HTTP request message via the alternative SCP.
NOTE 1:	The SCP can alternatively forward the request message to another SCP when there is a failure between the SCP and the target NF, and if the SCP knows that another SCP can reach the target NF and the 3gpp-Sbi-Max-Rsp-Time included the request message has not expired.
NOTE 2:	An SCP implementation can set the content of the Location header field e.g. to the request URI received in the service request but with the apiRoot of the SCP to which the request is redirected. 
A SEPP may redirect an HTTP request towards a different SEPP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SEPP_REDIRECTION" and with the targetSeppEPP attribute indicating the apiRoot of the SEPP towards which the request is redirected. In this scenario, the 307 Temporary Redirect or 308 Permanent Redirect response shall not include any Location header field where the content of the Location header field is implementation specific. The HTTP client should then send the HTTP request towards the target NF service instance using the SEPP indicated in the response;. when doing so, theAn HTTP client shall ignore the information received in the Location header field if it receives a 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to "SEPP_REDIRECTION" and including a Location header field, and it shall use the apiRoot included in targetSepp IE as the apiRoot of the request URI to retransmit the HTTP request message via the alternative SEPP.
NOTE 3:	An SEPP implementation can set the content of the Location header field e.g. to the request URI received in the service request but with the apiRoot of the SEPP to which the request is redirected. 
5GC NFs that support indirect communications, SCPs and SEPPs shall support receiving a 307 Temporary Redirect or 308 Permanent Redirect response not including a Location header field, as described above.
NOTE 2:	5GC NF APIs technical specifications indicate that a Location header field is included in 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to "SCP_REDIRECTION" or "SEPP_REDIRECTION". However, the use of this information can result to misbehaviours and is not needed for the HTTP client during a redirection to an SCP or SEPP.
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