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* * * * First change * * * *
[bookmark: _Toc114774273]6.X.7	Error Handling
[bookmark: _Toc89035520][bookmark: _Toc89065318][bookmark: _Toc89180619][bookmark: _Toc97072314][bookmark: _Toc114774274]6.X.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
[bookmark: _Toc89035521][bookmark: _Toc89065319][bookmark: _Toc89180620][bookmark: _Toc97072315][bookmark: _Toc114774275]6.X.7.2	Protocol Errors
Protocol Error Handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].
[bookmark: _Toc89035522][bookmark: _Toc89065320][bookmark: _Toc89180621][bookmark: _Toc97072316][bookmark: _Toc114774276]6.X.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Namf_MBSBroadcast service, and the following application errors listed in Table 6.X.7.3-1 are specific for the Namf_MBSBroadcast service.
Table 6.X.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



* * * * Next change * * * *
[bookmark: _Toc25156612][bookmark: _Toc34124917][bookmark: _Toc43208053][bookmark: _Toc49857520][bookmark: _Toc56677365][bookmark: _Toc56691888][bookmark: _Toc56699152][bookmark: _Toc89035425][bookmark: _Toc89065223][bookmark: _Toc89180522][bookmark: _Toc97072215][bookmark: _Toc114774172]6.x.8	Feature Negotiation
The optional features in table 6.x.8-1 are defined for the Namf_MBSBroadcast API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.x.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



* * * * Next change * * * *
[bookmark: _Toc81298321][bookmark: _Toc89035523][bookmark: _Toc89065321][bookmark: _Toc89180622][bookmark: _Toc97072317][bookmark: _Toc114774277]6.6.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Namf_MBSBroadcast API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Namf_MBSBroadcast API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Namf_MBSBroadcast service.
The Namf_MBSBroadcast API defines a single scope "namf-mbs-bc" for the entire service, and it does not define any additional scopes at resource or operation level.
* * * * Next change * * * *
[bookmark: _Toc56677367][bookmark: _Toc56691890][bookmark: _Toc56699154][bookmark: _Toc89035427][bookmark: _Toc89065225][bookmark: _Toc89180524][bookmark: _Toc97072217][bookmark: _Toc114774174]6.4.10	HTTP redirection
An HTTP request may be redirected to a different AMF service instance, within the same AMF or a different AMF of an AMF set, e.g. when an AMF service instance is part of an AMF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). 
An SCP that reselects a different AMF producer instance will return the NF Instance ID of the new AMF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an AMF within an AMF set redirects a service request to a different AMF of the set using an 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new AMF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].

