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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Overview of the new TS 29.553 for 5G PAnF services.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the Overview included in this document for 3GPP TS 29.553 for 5G PAnF services.
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* * * Next Change * * * *
4	Overview
This clause will introduce the Service Based Interface specified in this document.
It will include the relevant architecture aspects of the service based interface. Both representation models (SBI and reference point) shall be shown.
The Prose Anchor Function (PAnF) is the network entity in the 5G Core Network (5GC) supporting security procedure over Control Plane for the 5G ProSe UE-to-Network relay as specified in 3GPP TS 33.503 [x]. Within the 5GC, the PAnF offers services to the AUSF via the Npanf service based interface.
Figure 4-1 provides the reference model (in service based interface representation and in reference point representation), with focus on the PAnF:



Figure 4-1: Reference model – PAnF
The PAnF supports the following functionalities:
-	Storage and retrieval of ProSe context information of the 5G ProSe Remote UE;
-	Checking whether the 5G ProSe Remote UE is authorized to use the UE-to-Network Relay service.


* * * End of Changes * * * *
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