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	Reason for change:
	As per existing SBI specifications, when an HTTP server or SCP sends 307/308 HTTP response to the request NF, the HTTP response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. Furthermore, as per TS29.571, the Location header is a mandatory info in a 307/308 HTTP response.

In model C scenario, it is not a problem for the SCP to correctly set the Location header when sending 308/308 response, since it can derive the value from the 3gpp-Sbi-Target-ApiRoot provided by the request NF.

However, in model D scenario, how to set the Locatiton header is an issue because of the following reasons:
- the request NF only provides 3gpp-Sbi-Discovery-xxx headers in the HTTP request;
- the SCP does not select target NF since it decides to redirect the request NF to another SCP.

As in model D the SCP is not able to select target NF when it decides to redirect the request to another SCP, the Location header shall be set to an empty string. The HTTP client shall discard the returned Location header from the original SCP, and shall include all necessary NF discovery parameters when sending request to the redirected SCP.


	
	

	Summary of change:
	Clarify the SCP behaviour and the HTTP client behavior in model D:
- the SCP shall set the Location header to empty string when sending 307/308 response;
- the HTTP client shall omit the Location header in 307/308 response from the original SCP, and shall include all necessary NF discovery parameters when sending request to the redirected SCP.

	
	

	Consequences if not approved:
	In model D scenario, how to set the Location header is an issue, when the SCP sends 307/308 HTTP response to the request NF.
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An HTTP request sent using indirect communication may be redirected to a different target NF service instance (from a same NF service set or NF set) and/or a different SCP.
When an HTTP server or SCP redirects an HTTP request (i.e. service request or notification/callback request) to a different target NF service instance, the URI of the target NF service instance towards which the request is redirected shall be given by the Location header field of the 307 Temporary Redirect or 308 Permanent Redirect response. When redirecting a request to a different NF instance (e.g. in a same NF set), the NF (service) instance ID of the target NF (service) instance towards which the request is redirected should be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response; it may be indicated otherwise (e.g. when redirecting a request to a different NF service instance of the same NF instance and overload control is to be performed per NF service instance). The HTTP client should then send the HTTP request towards the new target NF service instance using the same or a different SCP. Based on local policies, when appropriate (e.g. HTTP request creating a resource), the SCP may send the HTTP request towards the new target NF service instance instead of forwarding the 307/308 response to the HTTP client.
An SCP may redirect an HTTP request towards a different SCP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SCP_REDIRECTION" and with the targetSCP attribute indicating the apiRoot of the SCP towards which the request is redirected. The HTTP client should then send the HTTP request towards the target NF service instance using the new SCP indicated indicated in the response. 
-	for Indirect Communicaiton without Delegated Discovry, when sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client, the SCP shall set the Location header according to the 3gpp-Sbi-Target-apiRoot header provided by the HTTP client;
-	for Indirect Communication with Delegated Discovery, when sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client, the SCP shall set the Location header to empty string. The HTTP client shall omit the Location header of 307/308 response from the original SCP, and shall include all necessary NF discovery parameters when sending request to the redirected SCP.
NOTE:	The SCP can alternatively forward the request message to another SCP when there is a failure between the SCP and the target NF, and if the SCP knows that another SCP can reach the target NF and the 3gpp-Sbi-Max-Rsp-Time included the request message has not expired.
An SEPP may redirect an HTTP request towards a different SEPP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SEPP_REDIRECTION" and with the targetSEPP attribute indicating the apiRoot of the SEPP towards which the request is redirected. The HTTP client should then send the HTTP request towards the target NF service instance using the new SEPP indicated in the response.
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