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* * * First Change * * * *
[bookmark: _Toc27585548][bookmark: _Toc36457555][bookmark: _Toc45028473][bookmark: _Toc45029308][bookmark: _Toc67682081][bookmark: _Toc98488010]6.5.6.2.7	Type: 5GVnGroupData
Table 6.5.6.2.7-1: Definition of type 5GVnGroupData
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	Dnn
	M
	1
	DNN of the 5G VN group, shall contain the Network Identifier only.

	sNssai
	Snssai
	M
	1
	S-NSSAI of the 5G VN group's communication session

	pduSessionTypes
	array(PduSessionType)
	O
	1..N
	List of PDU Session Types allowed for 5G VN group's communication session

	appDescriptors
	array(AppDescriptor)
	O
	1..N
	List of Application Descriptors allowed for  5G VN group's communication session

	secondaryAuth
	boolean
	O
	0..1
	Indicates whether secondary authentication and authorization is needed.
true: secondary authentication and authorization is needed.
false: secondary authentication and authorization is not needed.
If absent, it indicates that secondary authentication is not required by the NEF, but it still may be required by local policies at the SMF.

	dnAaaIpAddressAllocation
	boolean
	O
	0..1
	Indicates whether the SMF is required to request the UE IP address from the DN-AAA server for PDU Session Establishment.
true: required
false: not required
If absent, it indicates that the request by SMF of the UE IP address from the DN-AAA server is not required, but it still may be required by local policies at the SMF.

	dnAaaAddress
	IpAddress
	O
	0..1
	The IP address of the DN-AAA server, used for secondary authentication and authorization.

	additionalDnAaaAddresses
	array(IpAddress)
	O
	1..N
	Additional IP addresses of the DN-AAA server used for secondary authentication and authorization.

	dnAaaFqdn
	Fqdn
	O
	0..1
	The FQDN of the DN-AAA server used for secondary authentication and authorization.



* * * Next Change * * * *
[bookmark: _Toc11338882][bookmark: _Toc27585643][bookmark: _Toc36457666][bookmark: _Toc45028585][bookmark: _Toc45029420][bookmark: _Toc67682194][bookmark: _Toc98488167]A.6	Nudm_PP API

(... text not shown for clarity ...)


    5GVnGroupData:
      type: object
      required:
        - dnn
        - sNssai
      properties:
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        pduSessionTypes:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionType'
          minItems: 1
        appDescriptors:
          type: array
          items:
            $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/AppDescriptor'
          minItems: 1
        secondaryAuth:
          type: boolean
        dnAaaIpAddressAllocation:
          type: boolean
        dnAaaAddress:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/IpAddress'
        additionalDnAaaAddresses:
          type: array
          items:
            $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/IpAddress'
          minItems: 1
        dnAaaFqdn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Fqdn'


(... text not shown for clarity ...)

* * * End of Changes * * * *


