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1. Introduction
<Introduction part (optional)>
2. Reason for Change
NSACF monitors and controls the number of registered UEs per network slice and the number of PDU Sessions per network slice for the network slices that are subject to NSAC. When operator will deploy this NSAC feature, mostly it will be done on the existing slices on which already UEs will be in registered state and having PDU sessions. Similarly, if NSAC is disabled at AMF, SMF or at EPC then it should update the count to NSACF for UE and PDU sessions. Hence for threshold accuracy whenever the feature is enabled or disabled at AMF, SMF and at EPC it should update the count to NSACF. 

This contribution proposes NF consumers like AMF, SMF and SMF+PGW-C to update the UE counts and PDU counts whenever NSAC feature is enabled for the existing registered UEs and PDU sessions.
· The AMF and SMF+PGW-C send request for maximum number of UEs to the NSACF with the list of UE IDs and corresponding slices. 
· The SMF and SMF+PGW-C send request for maximim number of PDU sessions to the NSACF with the PDU session counts and corresponding slices

3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS29.536

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc70325099][bookmark: _Toc81226657][bookmark: _Toc89675457][bookmark: _Toc70325101][bookmark: _Toc81226659][bookmark: _Toc81555437][bookmark: _Toc35971446][bookmark: _Toc63347673][bookmark: _Toc70168836][bookmark: _Toc81737814]5.2.2.2	NumOfUEsUpdate
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc70325100][bookmark: _Toc81226658][bookmark: _Toc89675458]5.2.2.2.1	General
The NumOfUEsUpdate service operation shall be used by the NF Service Consumer (e.g. AMF, or combined SMF+PGW-C) to request the NSACF to control the number of UEs registered to a specific network slice, e.g. perform availability check and update the number of UEs registered to a network slice. It is used in the following procedures:
-	AMF initiated network slice admission control procedure related to control the number of UEs registered to a network slice (see clause 4.2.11.2 of 3GPP TS 23.502 [3]).
-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs registered to a network slice, in the case of EPS interworking (see clause 5.15.11.5 of 3GPP TS 23.501 [2]).
The operation may also be used to update the number of existing registered UEs in the NSACF when NSAC is enabled or disabled for a slice which is already live in the network.
5.2.2.2.2	AMF initiated network slice admission control
[bookmark: _Toc510696594][bookmark: _Toc35971386]The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: NSAC procedure for controlling the number of UEs
1.	The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the NSACF.
The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI(s) of the UE(s);
-	the access type, over which the UE registers to the network or deregisters from the network;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
-	the NF Instance ID, identifying the requester NF.
In addition, the POST request may also contain:
-	the EAC notification callback URI. The AMF may provide the EAC notification callback URI at the first interaction with the NSACF, or may provide an updated one in later interactions when it changes. If the EAC notification callback URI is not present or set to empty string by the AMF, the NSACF may retrieve the default notification URI from the AMF profile via NRF interaction;
-	the additional access type, if the UE deregisters from the network over both 3GPP access and Non-3GPP access.
The update flag shall be set to "INCREASE" for a UE to be registered to a specific slice, and shall be set to "DECREASE" for a UE to be deregistered from a specific slice.
For NSAC of roaming UEs, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the UE is already in the UE registration list stored in the NSACF and whether the total number of UEs to this slice will exceed the maximum number of UEs allowed to be registered to this slice:
-	if the UE ID is already recorded in the UE registration list but the requester NF is not recorded in the UE registration list, the NSACF shall create a new entry for the UE registration associated with the requester NF and shall also maintain the existing UE registration entries. The total number of UEs registered to this slice is not updated;
-	if the UE ID is not recorded in the UE registration list and the total number of UEs (including the UEs indicated in the request and the UEs already stored in the NSACF) does not exceed the maximum number of UEs allowed to be registered to this slice, the NSACF records the indicated UEs to the UE registration list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
-	if the UE ID is not recorded in the UE registration list and if the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall not record the UE into the UE registration list stored in the NSACF, and shall not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the UE is recorded in the UE registration list, the NSACF shall remove the indicated UEs from the UE registration list stored in the NSACF. If there are two or more UE registration entries associated with the UE ID, the NSACF shall only remove the entry associated with the requester NF. After removal, if a UE is no longer recorded in the UE registration list, the NSACF shall decrease the total number of UEs registered to this slice.
-	If the update flag is set to "DECREASE" and if the UE is not recorded in the UE registration list, the NSACF shall not decrease the total number of UEs registered to this slice and shall return successful handling for this UE registration.
If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
If in above NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned.
The NSACF may take the access type provided by the NF Service Consumer (e.g. AMF) into account when counting the number of UEs registered to a network slice, if per access network slice admission control is required, e.g. as per operator policy.
NOTE 1:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of UEs of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation.
NOTE 2:	If the NF Service Consumer is AMF, the NSACF may subscribe to AMF Status Change Notifications (e.g. AMF unavailability) with the AMF directly or via the NRF and update the NF ID accordingly, as described in clause 4.2.11.2 of 3GPP TS 23.502 [3].
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy AMF may allow or disallow sessions for which NSACF returned a reject.

* * * * Next Change * * * *
[bookmark: _Toc73369634][bookmark: _Toc81226663][bookmark: _Toc89675463]5.2.2.4	NumOfPDUsUpdate
[bookmark: _Toc73369635][bookmark: _Toc81226664][bookmark: _Toc89675464]5.2.2.4.1	General
The NumOfPDUsUpdate service operation shall be used by the NF Service Consumer (e.g. SMF) to request the NSACF to control the number of PDU sessions registered to a specific slice, e.g. perform availability check and update the number of PDU sessions registered to a slice. It is used in the following procedures:
-	SMF initiated network slice admission control procedure for controlling the number of PDU sessions registered to a network slice (see clause 4.2.11.4 of 3GPP TS 23.502 [3]).
[bookmark: _Toc73369636][bookmark: _Toc81226665]-	Combined SMF+PGW-C initiated network slice admission control procedure for controlling the number of PDU sessions registered to a network slice, in the case of EPS interworking (see clause 5.15.11.5 of 3GPP TS 23.501 [2], and clause 4.2.11.4 of 3GPP TS 23.502 [3]).
The operation may also be used to update the number of existing PDU Sessions in the NSACF when NSAC is enabled or disabled for a slice which is already live in the network.
[bookmark: _Toc89675465]5.2.2.4.2	Network slice admission control for controlling the number of PDU sessions
The NF Service Consumer (e.g. SMF) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: NSAC procedure for controlling the number of PDU sessions
1.	The NF Service Consumer (e.g. SMF, combined SMF+PGW-C) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices/pdus) in the NSACF.
The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	the access type, over which the PDU session is to be established or released;
-	the PDU session ID(s);
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI.
In addition, the POST request may also contain:
-	the NF Instance ID of the requester NF (i.e. SMF);
-	the PGW-C FQDN, if the request is sent by a combined SMF+PGW-C in EPS interworking case.
-	the additional access type, for an Multi-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
The update flag within the PduACRequestData shall be set "INCREASE" for a PDU session which is to be established, and shall be set to "DECREASE" for a PDU session which is to be released.
For LBO cases, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN. For PDU sessions in the home-routed roaming case, the NF Service Consumer in home PLMN (e.g. hSMF) shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the PDU session is already recorded in the PDU registration list in the NSACF and whether the total number of PDU sessions to this slice will exceed the maximum number of PDU sessions allowed to be registered to this slice:
-	if the PDU session (identified by the UE ID and the PDU session ID) is already recorded in the PDU registration list, the NSACF shall skip recording this PDU session and shall not increase the total number of PDU sessions established to this network slice;
-	if the PDU session is not recorded in the PDU registration list and the total number of PDU sessions (including the PDU session indicated in the request and the PDU sessions already stored in the NSACF) does not exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF records the PDU session to the PDU registration list stored in the NSACF, and updates the total number of PDU sessions registered to this slice accordingly;
-	if the PDU session is not recorded in the PDU registration list and if the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF shall not record the PDU session into the PDU registration list stored in the NSACF, and shall not update the total number of PDU sessions. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_PDU_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the PDU session is recorded in the PDU registration list, the NSACF decreases the total number of PDU sessions registered to this slice, and removes the indicated PDU session from the PDU registration list stored in the NSACF.
-	If the update flag is set to "DECREASE" and if the PDU session is not recorded in the PDU registration list, the NSACF shall not decrease the total number of PDU sessions registered to this slice and shall return successful handling for this PDU registration.
If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
The NSACF may take the access type provided by the NF Service Consumer (e.g. SMF) into account when counting the number of PDU sessions established to a network slice, if per access network slice admission control is required, e.g. as per operator policy.
NOTE:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of PDU Sessions of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy, SMF may allow or disallow sessions for which NSACF returned a reject.  
* * * * Next Change * * * *
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70325135][bookmark: _Toc81226701][bookmark: _Toc89675501][bookmark: _Hlk64365545]6.1.6.2.2	Type: UeACRequestData
Table 6.1.6.2.2-1: Definition of type UeACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ueACRequestInfo
	array(UeACRequestInfo)
	M
	1..N
	List of UEs and their associated NSAC action details
	

	supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the UE registers to the network or deregisters from the network. (NOTE)
	

	acuOperationList
	array(AcuOperationItem)
	M
	1..N
	A list of S-NSSAI to which the UE is to be registered or from which the UE is to be de-registered.
	

	nfId
	NfInstanceId
	M
	1
	Indicates the NF Instance ID.
When present, it shall carry one of the following values:
· - the AMF Instance ID, if the request is from an AMF;
· the SMF Instance ID, if the request is from a combined SMF+PGW-C in EPS interworking case.
	

	nfType
	NFType
	O
	0..1
	Indicates the NF type of the requester NF.
When present, it shall carry one of the following values:
· NFType=AMF, if the request is from an AMF;
· NFType=SMF, if the request is from a combined SMF+PGW-C in EPS interworking case.
	

	eacNotificationUri
	Uri
	O
	0..1
	Indicates the EAC notification callback URI.
If the EAC notification callback URI is present, the AMF Instance ID shall also be present.
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, when the UE deregisters from the network, if the UE previously registered to the network over 3GPP access and Non-3GPP access
	

	NOTE:	If the NF consumer is combined SMF+PGW-C, the combined SMF+PGW-C determines the Access Type based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment.



* * * * Next Change * * * *
[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc70325136][bookmark: _Toc81226702][bookmark: _Toc89675502]6.1.6.2.3	Type: UeACResponseData
Table 6.1.6.2.3-1: Definition of type UeACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	map(array(AcuFailureItem))
	C
	1..N(1..M)
	Indicates a list of S-NSSAI which is failed in the NSAC procedure, and the reasons for each S-NSSAI.Key of the map is the supi of the UE.
	



* * * * Next Change * * * *
6.1.6.2.x	Type: UeACRequestInfo
Table 6.1.6.2.x-1: Definition of type UeACRequestInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the UE registers to the network or deregisters from the network. (NOTE)
	

	acuOperationList
	array(AcuOperationItem)
	M
	1..N
	A list of S-NSSAI to which the UE is to be registered or from which the UE is to be de-registered.
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, when the UE deregisters from the network, if the UE previously registered to the network over 3GPP access and Non-3GPP access
	



* * * * Next Change * * * *
[bookmark: _Toc81226705][bookmark: _Toc89675505]6.1.6.2.6	Type: AcuFailureItem
Table 6.1.6.2.6-1: Definition of type AcuFailureItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	Indicates the S-NSSAI which is failed in the NSAC procedure.
It shall contain S-NSSAI in serving PLMN or the mapped S-NSSAI in home PLMN.
	

	reason
	AcuFailureReason
	M
	1
	Indicates the reason of an S-NSSAI which is failed in the NSAC procedure.
	

	pduSessionId
	PduSessionId
	C
	0..1
	The PDU session Identifier, shall be present when response is for pduAC.
	



* * * * Next Change * * * *
[bookmark: _Toc73369707][bookmark: _Toc81226706][bookmark: _Toc89675506]6.1.6.2.7	Type: PduACRequestData
Table 6.1.6.2.7-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pduACRequestInfo
	array(PduACRequestInfo)
	M
	1..N
	List of UEs and their associated NSAC action details
	

	supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the PDU session is to be established or released.
	

	pduSessionId
	PduSessionId
	M
	1
	The PDU session Identifier
	

	acuOperationList
	array(AcuOperationItem)
	M
	1..2
	A list of S-NSSAI to which the PDU session is to be established or from which the PDU session is to be released. 
	

	nfId
	NfInstanceId
	O
	0..1
	Indicates the SMF Instance ID.
	

	pgwFqdn
	Fqdn
	O
	0..1
	Indicates the PGW-C FQDN, if the request is from a combined SMF+PGW-C, in EPS interworking case.
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, for a Multiple-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
	



* * * * Next Change * * * *
[bookmark: _Toc73369708][bookmark: _Toc81226707][bookmark: _Toc89675507]6.1.6.2.8	Type: PduACResponseData
Table 6.1.6.2.8-1: Definition of type PduACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	map(array(AcuFailureItem))
	C
	1..N(1..2)
	Indicates a list of S-NSSAIs which are failed in the NSAC procedure, and the reasons for each S-NSSAI. Key of the map is the supi of the UE.
	



* * * * Next Change * * * *
6.1.6.2.y	Type: PduACRequestInfo
Table 6.1.6.2.7-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the PDU session is to be established or released.
	

	pduSessionId
	PduSessionId
	M
	1
	The PDU session Identifier
	

	acuOperationList
	array(AcuOperationItem)
	M
	1..2
	A list of S-NSSAI to which the PDU session is to be established or from which the PDU session is to be released. 
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, for a Multiple-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
	



* * * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc89675559]A.2	Nnsacf_NSAC API
openapi: 3.0.0

info:
  title: Nnsacf_NSAC
  version: 1.0.0-alpha.3
  description: |
    Nnsacf_NSAC Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[bookmark: _Hlk514243590]
externalDocs:
  description: 3GPP TS 29.536 V1.0.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.536/

servers:
  - url: '{apiRoot}/nnsacf-nsac/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-nsac
…
…
[Skipped for clarity]
  schemas:

    #
    # STRUCTURED DATA TYPES:
    #

    UeACRequestData:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1        ueACRequestInfo:
          type: array
          items:
            $ref: '#/components/schemas/UeACRequestInfo'
          minItems: 1
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        nfType:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
        eacNotificationUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
      required:
        - supi
        - anType
        - nfId
        - ueACRequestInfo
        - acuOperationList

    UeACRequestInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
      required:
        - supi
        - anType
        - acuOperationList

    UeACResponseData:
      type: object
      properties:
        acuFailureList:
          description: A map (list of key-value pairs) where the key of the map shall be UE's supi
          type: object
          additionalProperties:
            type: array
            items:
              $ref: '#/components/schemas/AcuFailureItem'
            minItems: 1
          minProperties: 1

    AcuOperationItem:
      type: object
      properties:
        updateFlag:
          $ref: '#/components/schemas/AcuFlag'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

    AcuFailureItem:
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        reason:
          $ref: '#/components/schemas/AcuFailureReason'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

    EacNotification:
      description: A map (list of key-value pairs) where Snssai converted to a string serves as key
      type: object
      additionalProperties:
        $ref: '#/components/schemas/EACMode'
      minProperties: 1

    PduACRequestData:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
          maxItems: 2
        pduACRequestInfo:
          type: array
          items:
            $ref: '#/components/schemas/PduACRequestInfo'
          minItems: 1
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pgwFqdn:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
      required:
        - supi
        - anType
        - pduSessionId        - pduACRequestInfo
        - acuOperationList

    PduACRequestInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
          maxItems: 2
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
      required:
        - supi
        - anType
        - pduSessionId
        - acuOperationList

    PduACResponseData:
      type: object
      properties:
        acuFailureList:
          description: A map (list of key-value pairs) where the key of the map shall be UE's supi
          type: object
          additionalProperties:
            type: array
            items:
              $ref: '#/components/schemas/AcuFailureItem'
            minItems: 1
            maxItems: 2
          minProperties: 1
…
…
[Skipped for clarity]
* * * * End of Changes * * * *
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