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	A Change Request 0239 for TS 29.500 has been proposed to enhance the discovery of the supported content encodings to be used for notifications in case of explicit subscriptions thanks to a new “3gpp-Sbi-Notif-Accepted-Encoding” custom header included in the subscription request. This CR adds the use of this header for subscriptions towards NRF. 
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	Other comments:
	This CR introduces a new backward compatible feature to the OpenAPI specification files TS29510_Nnrf_NFDiscovery.yaml, TS29510_Nnrf_NFManagement.yaml. 
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	Rev 1 tdoc C4-212518:Removal of the definition of the “capInfo” and “capInfoList” attributes in the data models of “NFProfile”, “NFService”, “NFServiceVersion”, “SubscriptionData” and “BootstrappingInfo” over the Nnrf_NFManagement, Nnrf_NFDiscovery and Nnrf_Bootstrapping APIs. A new “acceptedEncoding“ attribute, describing the content encodings supported by the NF receiving the notifications, is added in “DefaultNotificationSubscription” attribute. Removal of the ability to acquire the communication options of the NRF by consuming the Nnrf_Bootstrapping service. In description of the subscription procedure §5.2.2.5.2, the“3gpp-Sbi-Notif-Accepted-Encoding” custom header replaces the “capInfo” attribute included in the susbcription data to convey the information on the content encodings to be used for notifications.
Rev 2: Typo corrections. Clarification of the description of the “acceptedEncoding” attribute: compliancy of its format with the Accept-Encoding header defined in IET RFC 7231 clause 5.3.4, absence of the attribute and example.
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[bookmark: _Toc24937561][bookmark: _Toc33962376][bookmark: _Toc42883138][bookmark: _Toc49733006][bookmark: _Toc56690627][bookmark: _Toc67730038][bookmark: _Toc58585396][bookmark: _Toc56690618][bookmark: _Toc49732997][bookmark: _Toc42883129][bookmark: _Toc33962367][bookmark: _Toc24937552][bookmark: _Toc58584930][bookmark: _Toc56684900][bookmark: _Toc49733043][bookmark: _Toc42883175][bookmark: _Toc33962413][bookmark: _Toc24937598]5.2.2.5.2	Subscription to NF Instances in the same PLMN
The subscription to notifications on NF Instances is executed creating a new individual resource under the collection resource "subscriptions". The operation is invoked by issuing a POST request on the URI representing the "subscriptions" resource.


Figure 5.2.2.5.2-1: Subscription to NF Instances in the same PLMN
1.	The NF Service Consumer shall send a POST request to the resource URI representing the "subscriptions" collection resource. The custom HTTP header "3gpp-Sbi-Notif-Accepted-Encoding", as defined in 3GPP TS 29.500 [4] clause 5.2.3.3.X, may be included to indicate the content-encodings supported by the NF Service Consumer receiving the notification.
The request body shall include the data indicating the type of notifications that the NF Service Consumer is interested in receiving; it also contains a callback URI, where the NF Service Consumer shall be prepared to receive the actual notification from the NRF (see NFStatusNotify operation in 5.2.2.6) and it may contain a validity time, suggested by the NF Service Consumer, representing the time span during which the subscription is desired to be kept active.
The subscription request may also include additional parameters indicating the list of attributes (including Vendor-Specific attributes, see 3GPP TS 29.500 [4], clause 6.6.3) in the NF Profile to be monitored (or to be excluded from monitoring), in order to determine whether a notification from NRF should be sent, or not, when any of those attributes is changed in the profile.
The NF Service Consumer may request the creation of a subscription to a specific NF Instance, or to a set of NF Instances, where the set is determined according to different criteria specified in the request body, in the "subscrCond" attribute of the "SubscriptionData" object type (see clause 6.1.6.2.16).
The subscription shall be authorized, or rejected, by the NRF by checking the relevant input attributes (e.g. reqNfType, reqNfFqdn, reqSnssais, reqPerPlmnSnssais, reqPlmnList, reqSnpnList, etc.) in the subscription request body (along with the contents of any optional Oauth2 access token provided in the API request) against the list of authorization attributes in the NF Profile of the target NF Instance to be monitored.
When the subscription request is for a set of NFs, the authorization attributes of the NF Instances in the set may differ, resulting in positive authorization of the subscription for only a part of the NF Instances in the set; in that case, the subscription to the set of NFs may be accepted by the NRF, but the NF Instances in the set that are not authorized for the NF Service Consumer that requested the subscription, shall not result in triggering any notification event from the NRF to the NF Service Consumer.
2a.	On success, "201 Created" shall be returned. The response shall contain the data related to the created subscription, including the validity time, as determined by the NRF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving status notifications, it shall create a new subscription in the NRF.
2b.	On failure or redirection:
-	If the creation of the subscription fails at the NRF due to errors in the SubscriptionData JSON object in the request body, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the creation of the subscription fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.

[bookmark: _Toc24937655][bookmark: _Toc33962470][bookmark: _Toc42883232][bookmark: _Toc49733100][bookmark: _Toc56690725][bookmark: _Toc67730147][bookmark: _Toc24937670][bookmark: _Toc33962485][bookmark: _Toc42883247][bookmark: _Toc49733115][bookmark: _Toc56690740][bookmark: _Toc67730162]* * * Next Change * * * *
6.1.6.2.4	Type: DefaultNotificationSubscription
Table 6.1.6.2.4-1: Definition of type DefaultNotificationSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	notificationType
	NotificationType
	M
	1
	Type of notification for which the corresponding callback URI is provided.

	callbackUri
	Uri
	M
	1
	This attribute contains a default notification endpoint to be used by a NF Service Producer towards an NF Service Consumer that has not registered explicitly a callback URI in the NF Service Producer (e.g. as a result of an implicit subscription).

	n1MessageClass
	N1MessageClass
	C
	0..1
	If the notification type is N1_MESSAGES, this IE shall be present and shall identify the class of N1 messages to be notified. 

	n2InformationClass
	N2InformationClass
	C
	0..1
	If the notification type is N2_INFORMATION, this IE shall be present and shall identify the class of N2 information to be notified. 

	versions
	array(string)
	O
	1..N
	API versions (e.g. "v1") supported for the default notification type. 

	binding
	string
	O
	0..1
	When present, this IE shall contain the value of the Binding Indication for the default subscription notification (i.e. the value part of "3gpp-Sbi-Binding" header), as specified in clause 6.12.4 of 3GPP TS 29.500 [4]. (NOTE)

	acceptedEncoding
	string
	O
	0..1
	Content encodings that are accepted by a NF Service Consumer when receiving a notification related to a default notification subscription. 
The value of this attribute shall be formatted as the value of the Accept-Encoding header defined in IETF RFC 7231 [40] clause 5.3.4 (e.g. acceptedEncoding: “gzip;q=1.0, identity;q=0.5, *;q=0")

The absence of this IE shall not be interpreted as indicating that no specific encoding is supported, but the NF Service Consumer did not register the encodings it may support.

	NOTE:	The binding indication for default subscription may be used by a NF service producer to reselect an alternative NF service consumer instance, when delivering a notification for a default subscription towards a specific NF consumer but the latter is not reachable. E.g. an AMF notifies corresponding uplink LPP/NRPPa messages via default subscription, to the LMF instance who previously sent downlink LPP/NRPPa message during a location procedure, If the original LMF instance is not reachable, the AMF selects an alternative LMF instance using the binding indication and delivers the notification towards the selected LMF instance.



* * * Next Change * * * *
[bookmark: _Toc58585182][bookmark: _Toc56685152][bookmark: _Toc49733293][bookmark: _Toc42883425][bookmark: _Toc33962656][bookmark: _Toc24937836]A.2	Nnrf_NFManagement API
openapi: 3.0.0

info:
  version: '1.2.0-alpha.2'
  title: 'NRF NFManagement Service'
  description: |
    NRF NFManagement Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.510 V17.1.0; 5G System; Network Function Repository Services; Stage 3
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.510/'

servers:
  - url: '{apiRoot}/nnrf-nfm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
      - nnrf-nfm

[…]
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '/oauth2/token'
          scopes:
            nnrf-nfm: Access to the Nnrf_NFManagement API
  schemas:
[…]

    DefaultNotificationSubscription:
      description: Data structure for specifying the notifications the NF service subscribes by default along with callback URI
      type: object
      required:
        - notificationType
        - callbackUri
      properties:
        notificationType:
          $ref: '#/components/schemas/NotificationType'
        callbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        n1MessageClass:
          $ref: 'TS29518_Namf_Communication.yaml#/components/schemas/N1MessageClass'
        n2InformationClass:
          $ref: 'TS29518_Namf_Communication.yaml#/components/schemas/N2InformationClass'
        versions:
          type: array
          items:
            type: string
          minItems: 1
        binding:
          type: string
        acceptedEncoding:
          type: string

[…]
* * * End of Changes * * * *
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