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1.	Introduction
It is clearly specified two-steps user plane packet matching process in the UP function via C4-172188 [1] as below:
"On receipt of a user plane packet, the UP function shall perform a lookup of the provisioned PDRs and:
-    identify first the PFCP session to which the packet corresponds; and
-    find the first PDR matching the incoming packet, among all the PDRs provisioned for this PFCP session, starting with the PDRs with the highest precedence and continuing then with PDRs in decreasing order of precedence. Only the highest precedence PDR matching the packet shall be selected, i.e. the UP function shall stop the PDRs lookup once a matching PDR is found."

In addition, it hints there is at least a PDR in each PFCP session can be used to determine the PFCP session, i.e. those PDRs with the UE IP Address IE, F-TEID, Framed-Route and Framed-IPv6-Route.

"different PDRs of different PFCP sessions, not including the Packet Replication and Detection Carry-On Information IE, shall not overlap, i.e. there shall be at least one PDR in each PFCP session which differs by at least one different (and not wildcarded) match field in their PDI, such that any incoming user plane packet may only match PDRs of a single PFCP session;
NOTE 3:  It is allowed for instance to provision in a PGW-U a same uplink PDR, matching any uplink traffic towards a particular application server's IP address, in two different PFCP sessions of two different UEs, as long as each PFCP session is also provisioned with another uplink PDR set with the respective UE IP address and/or uplink F-TEIDu, which allows the PGW-U to identify the PFCP session to which the packet corresponds."

However, when come to provision PDRs for a PFCP session, there is no difference to provision a PDR for identify a PFCP session or a PDR to identify an application (using Application ID) or a Service Data Flow (using a SDF filter). This leads some ambiguities.  

2.	Discussion
2.1	Different interpretations for PDR provisioning.

For example, for a PFCP session, there are two applications are authorized.

              (to simplify, consider only DL PDRs)

1. Alternative 1:
PDR1: @UE IP Address
PDR2: APP-ID=1;
PDR3: APP-ID=2;

In this alternative, the UP Function is assumed to match incoming packets using PDR 1 first to determine the PFCP session, then try to match the packets with the REST PDRs, i.e. PDR 2 and PDR3.  

Observation: in this alternative, it is assumed that PDR1 is considered a very special PDR only for detecting the PFCP session comparing with PDR 2 and PDR 3. And in the 2nd step of packet matching, the PDR1 shall be excluded, apparently it is inconsistent with the requirement " find the first PDR matching the incoming packet, among all the PDRs provisioned for this PFCP session, starting with the PDRs with the highest precedence and continuing then with PDRs in decreasing order of precedence. " 

In addition, the PDR1 seems not correct to be associated with a FAR, a QER and a URR since the packet matching process is not done yet;

The benefit of this alternative is that when adding a new UE IP Address later (e.g. for IPv6 prefix delegation) or new Framed-Route, the CP function need only to provision a new PDR (for identifying PFCP session), the rest PDRs will not be impacted.

However, if CT4 believes this alternative is possible, we need clarify such scenario, to make it clear such PDR contains only UE IP Address, and/or Framed-Route and/or Frame-IPv6-Route, and/or F-TEID are used for detecting a PFCP Session and the packets shall be further matched against the rest PDRs. 

1. Alternative 2:
PDR1: @UE IP Address + APP-ID=1;
PDR2: @UE IP Address + APP-ID=2;

Observation: in this alternative, it seems to match incoming packets in one step; however, it doesn't preclude that UP function performs two-steps packet matching, given that UP function knows UE IP Address is used to identify a PFCP Session; 

This alternative is in line with the requirements for packet matching. 

However, when adding a new UE IP Address later (e.g. for IPv6 prefix delegation) or new Framed-Route or Framed-IPv6-Route, the CP function need update all PDRs.


1. Alternative 3:
Create Endpoint ID 1 = @UE IP Address
PDR1, endpoint ID=1, APP-ID=1;
PDR2, endpoint ID=1, APP-ID=2;

This alternative is in line with the requirements for packet matching and it also remove the need to update all existing PDRs when adding a new UE IP Address later (e.g. for IPv6 prefix delegation) or new Framed-Route or Framed-IPv6-Route. 

However, this alternative requires support of PDI Optimization feature, PDIU.


3. Proposals:
· It is proposed to agree the clarification on the provisioning of PDRs as described in C4-212311 and its Rel-17 mirror, i.e. only alternative 2 and alternative 3 are valid.

4. Reference:

[1] C4-172188 Pseudo-CR on Packet Detection Rules' Precedence




