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1. Intro
CT4 failed to reach agreement on which NF shall insert the new PLMN ID Header and in January 2021 CT4 sent an LS to SA3 and GSMA (C4-210249). In March 2021 SA3 agreed a Reply-LS on Identification of source PLMN-ID in SBA (S3-211204). But GSMA reply LS is still pending.

The Reply-LS from SA3 clarifies the following matters.

A cSEPP is the only source for pSEPP to learn the PLMN ID of the NFc during the N32-f context establishment and therefore must trust the cSEPP. In other words, pSEPP does not have any other means to detect of the incoming message is legit or not. 

SA3 also clarified own view on the below deployment scenarios.

Scenario 1: A cSEPP serves an operator network (PLMN), which has multiple PLMN-IDs:
· This scenario is not explicitly described in TS 33.501, but can be supported by the current frozen releases.
· Separate N32-c and N32-f connections need to be used for different PLMN-IDs.

Scenario 2: A cSEPP serves multiple operator networks (PLMNs) and each one has one or more PLMN-IDs ("SEPP Hub“):
· Such a scenario is not described in TS 33.501.
· If separate N32-c and N32-f connections are used for each PLMN-ID, the scenario can be supported.
· GSMA view is absolutely necessary to resolve this matter.

Scenario 3: There are intermediate SEPPs in between a cSEPP and pSEPP and pSEPP (“Chained SEPPs“):
· Such a scenario is not supported by the current frozen releases of TS 33.501.
· Such deployment breaks the assumed trust model in SA3.
· GSMA view is absolutely necessary to resolve this matter.

In summary, GSMA view is absolutely necessary for comprehensively addressing the problem.

2. Comparison of the technical proposals 
Two competing technical solutions were discussed at CT4 meeting #101bis-e (25th – 29th January 2021), which propose similar, but not identical changes to TS 29.500.

Ericsson Rel-17 CR in C4-210141 proposes the following:
1. NFc adds new optional header containing PLMN ID.
2. If pSEPP receives PLMN ID in a header that was inserted by NFc, the pSEPP removes it and inserts new header with the PLMN ID of the cSEPP, which was received earlier.

Huawei DISC in C4-210077 and Rel-17 CR in C4-210078 propose the following:
a. NFc adds new optional header containing PLMN ID.
b. pSEPP checks if the PLMN ID in the received message from NFc is valid by comparing it to PLMN ID the pSEPP received earlier from cSEPP and if they differ, the pSEPP discards the message.

Let’s compare these proposals:
· Proposal (1) from Ericsson and proposal (a) from Huawei are identical, which makes NFc inserted header a common denominator, which is agreeable to all CT4 parties.
· Proposals (2) from Ericsson and proposal (b) from Huawei are different:
· pSEPP always removes PLMN ID header inserted by NFc and replaces it by inserting  new header with the PLMN ID of the cSEPP, which makes NFc inserted header redundant.
· pSEPP checks if the PLMN ID in the received message from NFc is valid and discards the message if the value is invalid, which appears to be a more resonable way to handle the erroneous scenario.
· Proposal in C4-210078 (Huawei CR) has the following advantages:
· Impacts only NFc, while Ericsson proposal impacts both NFc and pSEPP.
· Reduces processing burden on pSEPP, which needs to either forward the message to NFp, or discard it.

3. Proposal
It is proposed to wait for GSAM reply LS, because GSMA view on the above described scenarios may be different from the ones that are currently supported by TS 33.501.

