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1. Introduction
This solution is to address Key Issue #1 “UPF support for multiple network slice sharing”
2. Reason for Change
This pCR propose a solution to enable SMF design and keep the mapping of S-NSSAI and Network Instance and send mapped Network Instance (contain slice information) to UPF, used as the substitute for S-NSSAI, so as to achieve the UPF support for multiple network slice sharing.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820 v0.2.0.
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* * * First Change * * * *
[bookmark: _Toc42763468][bookmark: _Toc49769238][bookmark: _Toc50194864]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.214: "Architecture enhancements for control and user plane separation of EPC nodes; Stage 2".
[3]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane Nodes; Stage 3".
[4]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[x] 	3GPP TS 23.501: "System architecture for the 5G System (5GS); Stage 2".

* * * Second Change * * * *
6	Solutions
[bookmark: _Toc42763478][bookmark: _Toc44339302][bookmark: OLE_LINK14]6.X	Solution #X: Enabling SMF to map network slice information into Network Instance
6.X.1	Description
S-NSSAI and Network Instance already can be transferred between SMF and UPF, e.g. in PDR and FAR. However, UPF can only use S-NSSAI for performance measurement so far. The UPF is not expected currently to use S-NSSAI to identify the network slice when allocating resources to the PDU session. The UPF cannot use the S-NSSAI IE to isolate resources for multiple network slices.
On the other hand, the Network Instance is determined by the SMF and the SMF may determine the Network Instance for N3, N6, N9 and N19 interfaces by taking into account S-NSSAI as specified in clause 5.6.12 of 3GPP TS 23.501 [x]. Network Instance is encoded as an OctetString as specified in clause 8.2.4 of 3GPP TS 29.244 [3]. So a simple way is, the SMF maps the network slice information, DNN, IP domain, etc. into the Network Instance when needed and sends Network Instance to UPF via PFCP Session Establishment/Modification request message. Upon receiving, the UPF use the information in the Network Instance for traffic detection and routing as the same as required by network slice, so as to achieve multiple network slice sharing. This mechanism requires SMF to map between Network Instance and the network slice information but it requires no extra stage 2 modifications and introduces no new call flows or IEs, which means it can be applied under current 3GPP specifications.
Based on the above statement, it is beneficial to enable SMF to map the network slice information into Network Instance and send it to UPF to realize multiple network slice sharing.

6.X.2	Signalling flow
The procedure for SMF to map network slice information into Network Instance is shown in Figure 6.X.2-1.

 
Figure 6.X.2-1: Procedures for SMF to map network slice information into Network Instance
[bookmark: OLE_LINK2][bookmark: OLE_LINK3]1. Pre-configure the mapping between the network slice information and the Network Instance on SMF.
2. SMF sends the Network Instance from which the network slice can be derived to UPF via PFCP Session Establishment/Modification Request message.
3. Upon receiving above message, UPF use the information in the Network Instance for traffic detection and routing as the same as required by network slice, so as to achieve multiple network slice sharing.
4. UPF send PFCP Session Establishment/Modification Response message to SMF.

6.X.3	Impacts on services, entities and interfaces
SMF:
-	SMF is pre-configured with the mapping between the network slice information and the Network Instance. 
UPF:
-	None.

* * * End of Changes * * * *
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