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1. Introduction
This contribution provides a solution for a requesting NF to retrieve port number directly from an NF acting as the server of a specific protocol.
2. Proposal
It is proposed to agree the following changes to 3GPP TR29.835 v0.1.0.

*******
* * * First Change * * * *
6.y	Solution#y: Port information retrieval directly from an NF
6.y.1	General
This is an alternative solution which allows a requesting NF retrieves port information directly from an NF acting as the server of a specific protocol.
An NF knows the protocol and port number used for communication, thus it can directly expose the port number to other NFs initiating communication towards it, e.g. by a simple HTTP service. As vendors normally implement an internal web server in an NF e.g. for configuration, such mechanism can reduce the port number configuration to a central server such as DNS server.
6.y.2	Detailed description
The proposed solution is based on the following assumptions:
1-	An NF acting as the server of a specific protocol is configured with the port number it shall listen to. A simple internal web server is integrated in the NF to expose HTTP service for port information retrieval. A well-known URI structure can be defined for port information exposure, e.g. http://{ip-of-target-nf}/PortInfo.
2-	To discover the port number of a specific protocol used by the target NF, the requesting NF sends HTTP GET request to the URI representing the port information exposure service, carrying the query parameter indicating the protocol type. For example:
http://{ip-of-target-nf}/PortInfo?protocol-type={protocol-type}
Upon receiving the HTTP GET request, the message receiving NF (i.e. target NF) shall return the port information of the indicated protocol, which may be present in a record of <protocol type, port number>.
[bookmark: _GoBack]3-	The requesting NF may directly send HTTP GET to the URI representing the port information retrieval service, without any query parameter. In such case, the message receiving NF (i.e. target NF) shall return a list of records containing all supported protocols and the associated port numbers.
6.y.3	Impacts
The solution will impact only newly defined (Rel-17 and onwards) interface applications. The solution will have no impact on legacy applications.
6.y.4	Pros and cons
Pros:
-	A requesting NF can directly retrieve port number from the target NF acting as message server utilizing a specific protocol.
Cons:
-	An NF has to implement integrated HTTP service to expose the protocol information (e.g. protocol type, associated port number).
* * * End of Changes * * * *

