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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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NEXT CHANGES
[bookmark: _Toc44688980][bookmark: _Toc44923734][bookmark: _Toc51860701]5.20.2.3	Control of Multipath TCP Connection Establishment by MPTCP Proxy
When MPTCP steering functionality is utilized, TCP connection establishment and data exchange between an UE and a remote host shall be proxide by the MPTCP Proxy in the UPF (PSA), using the mechanism specified in IETF RFC 8684 [62] and IETF RFC 8803draft-ietf-tcpm-converters-19 [60].
Once Multipath TCP connection is set up, the MPTCP Proxy shall store the MPTCP session entry which includes the following information:
-	UE link-specific multipath IP addresses and its TCP port;
-	UE's MA-PDU session IP address and its TCP port, if the MA-PDU session IP address is used by the MPTCP Proxy for IP translation;
-	the N6 routable IP address and its TCP port, if N6 routable IP address is used by the MPTCP Proxy for IP translation;
-	the remote host IP address and its TCP port.
The stored MPTCP session entry is used by MPTCP Proxy for subsequent IP translation when receiving uplink or downlink MPTCP traffic.
An UPF implementation may use N6 routable IP address instead of UE's MA-PDU session IP address for IP translation.
NOTE:	The DL PDR from the SMF for MPTCP traffic carries the UE's MA-PDU session IP address. If the UPF uses a different N6 routable IP address, it is UPF implementation specific how to match DL PDRs for MPTCP traffic with downlink MPTCP traffic received with the destination address set to the N6 routable IP address.
NEXT CHANGES
[bookmark: _Toc27491000][bookmark: _Toc27557293][bookmark: _Toc27724210][bookmark: _Toc36031284][bookmark: _Toc36043204][bookmark: _Toc36814529][bookmark: _Toc44689387][bookmark: _Toc44924141][bookmark: _Toc51861111]8.2.154	MPTCP Control Information
The MPTCP Control Information IE shall provide details of the required MPTCP functionality. It shall be encoded as shown in Figure 8.2.154-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 222 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	TCI
	

	
	m to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.154-1: MPTCP Control Information
The following flags are coded within Octet 5:
-	Bit 1 – TCI (Transport Converter Indication): If this bit is set to "1", it indicates that the required MPTCP steering functionality is of type Transport Converter (see IETF RFC 8803draft-ietf-tcpm-converters-19 [60]) and the UPF shall allocate relevant resource as specified in clause 5.20.2.1.
-	Bit 2 to 8 Spare, for future use and set to "0".
NEXT CHANGES
[bookmark: _Toc36031343][bookmark: _Toc36043263][bookmark: _Toc36814588][bookmark: _Toc44689455][bookmark: _Toc44924209][bookmark: _Toc51861181]E.2.1	General
Multipath TCP Connection is setup between the MPTCP Client in the UE and the MPTCP Proxy in the UPF (PSA). The outgoing Multipath is initiated by the MPTCP Client in the UE towards the MPTCP Proxy in the UPF. The incoming Multipath is initiated by the MPTCP Proxy in the UPF towards the MPTCP Client in the UE.
The RTT TCP Convert Protocol (specified in IETF RFC 8803draft-ietf-tcpm-converters-19 [60]) is used to setup Multipath TCP connection and used for data exchange. The MPTCP Proxy implements the Transport Converter functionality.
END OF CHANGES

