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	The encoding of the Message Priority in the PFCP header is not defined.
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	The Message Priority field may take any value between 0 and 15, where 0 corresponds to the highest priority and 15 the lowest priority (i.e. same encoding as the Message Priority field in the GTP-C header).
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The format of the PFCP header is specified in clause 7.2.2.
The usage of the PFCP header shall be as defined below.
The first octet of the header shall be used is the following way:
-	Bit 1 represents the "S" flag, which indicates if SEID field is present in the PFCP header or not. If the "S" flag is set to "0", then the SEID field shall not be present in the PFCP header. If the "S" flag is set to "1", then the SEID field shall immediately follow the Length field, in octets 5 to 12. Apart from the node related messages, in all PFCP messages the value of the "S" flag shall be set to "1".
-	Bit 2 represents the "MP" flag. If the "MP" flag is set to "1", then bits 8 to 5 of octet 16 shall indicate the relative message priority of the PFCP message. It shall be encoded as the binary value of the Message Priority and it may take any value between 0 and 15, where 0 corresponds to the highest priority and 15 the lowest priority.
-	Bit 3 represents the "FO" (Follow On) flag. If the "FO" flag is set to "1", then another PFCP message follows in the UDP/IP packet (see clauses 6.5 and 7.2.1A).
-	Bit 4 is a spare bit. The sending entity shall set it to "0" and the receiving entity shall ignore it.
-	Bit 5 is a spare bit. The sending entity shall set it to "0" and the receiving entity shall ignore it.
-	Bits 6 to 8, which represent the PFCP version, shall be set to decimal 1 ("001").
The usage of the fields in octets 2 - n of the header shall be as specified below.
-	Octet 2 represents the Message type field, which shall be set to the unique value for each type of control plane message. Message type values are specified in Table 7.3-1 "Message types".
-	Octets 3 to 4 represent the Message Length field. This field shall indicate the length of the message in octets excluding the mandatory part of the PFCP header (the first 4 octets). The SEID (if present) and the Sequence Number shall be included in the length count. The format of the Length field of information elements is specified in clause 8.2 "Information Element Format".
-	When S=1, Octets 5 to 12 represent the Session Endpoint Identifier (SEID) field. This field shall unambiguously identify a session endpoint in the receiving Packet Forward Control entity. The Session Endpoint Identifier is set by the sending entity in the PFCP header of all control plane messages to the SEID value provided by the corresponding receiving entity (CP or UP function). If a peer's SEID is not available the SEID field shall be present in a PFCP header, but its value shall be set to "0", "Conditions for sending SEID=0 in PFCP header".
NOTE:	The SEID in the PFCP header of a message is set to the SEID value provided by the corresponding receiving entity regardless of whether the source IP address of the request message and the IP Destination Address provided by the receiving entity for subsequent request messages are the same or not.
-	Octets 13 to 15 represent PFCP Sequence Number field.
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