Page 1



13GPP TSG-CT WG3 Meeting #90
C3-173101
Zhangjiajie, China, 15 -19 May 2017
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.250
	Current version:
	0.5.0
	(



29.251
	Title:                     
(

	Clarification of the caching timer

	
	

	Source:            
    (

	ZTE

	
	

	Work item code:  
(

	SDCI-CT
	

	
	

	Reason for           (
   

change:
It
	Caching timer issues raised by CT3 have been clarified in agreed in S2-17xxxx. It is proposed to align stage 3 with stage 2.
It has not defined that how to report the status of the PFD if the installation or modificatio of the PFDs is failure.

	
	

	Summary of 
change:                (

	(1)  PFDF shall perform as follows:

-    if the allowed delay time is received and not all the PCEFs/TDFs served by the PFDF support Push mode defined in 3GPP TS 29.251, for each application identifier, the PFDF shall check if the caching timer of  the application identifier(s) are started and current value is longer than the allowed delay time. If at least one application identifier(s) included in the request which caching timer(s) is started and current value is longer than the allowed delay time, the PFDF shall only install, modify or remove the PFDs accoding to the request for the application ll identifier(s) which caching timer(s) has not been started or current value is shoter than the allowed delay time and respond to the SCEF with an appropriate HTTP status code for as defined in subclause 6.3.4 and including the pdf-report field in the body of the response with the pfd-failure-code field set to the allowed_delay_too_short, application-identifier filed indicates the application identifier which caching timer(s) is started and current value is longer than the allowed delay time. 

-
Otherwies, the PFDF shall install, modify or remove the PFDs accoding to the request and respond to the SCEF using an appropriate HTTP status code for as defined in subclause 6.3.4 and optionally additional information in the body of the response as defined in Annex B.3.
(2)  errors and informational response fields and schema are defined.

	
	

	Consequences    (
  
if not agreed:
	Not aligned with stage 2. Additional error information can’t be reported.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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*** 2nd Change ***

4.4.1
Management of PFD
The PFDs associated with application identifier (s) may be created, updated or removed in the PFDF by the third party SCS/AS via the SCEF as defined in 3GPP TS 23.682 [2]. 
If the SCEF receives one or more sets of PFDs for external application identifier (s) provisioned by the third party SCS/AS, which is authorized to perform the management of PFDs based on operator policies, the SCEF shall:

-
If the external application identifier(s) is different from the application identifier(s) known at the PFDF, translate the external application identifier(s) to the application identifier(s) known at the PFDF; and

 -
send an HTTP POST message to the PFDF including the full set of PFDs or the removal indication for the the application identifier (s) within the body of the HTTP POST. 
NOTE a: 
It is up to operator configuration whether to use different external application identifiers that require a mapping to application identifiers known at the PFDF. The external application identifier can be the same as the application identifier known at the PFDF.
NOTE b:
The SCEF can reject the request from the third party SCS/AS due to too short allowed delay according to the SLA.
Upon receipt of the HTTP request for the provisioning operation from the SCEF, the PFDF shall perform as follows:
-
if the allowed delay time is received and not all the PCEFs/TDFs served by the PFDF support Push mode defined in 3GPP TS 29.251, for each application identifier, the PFDF shall check if the caching timer of  the application identifier(s) is started and current value is longer than the allowed delay time. If at least one application identifier(s) included in the request which caching timer(s) is started and current value is longer than the allowed delay time, the PFDF shall only install, modify or remove the PFDs accoding to the request for the application identifier(s) which caching timer(s) has not been started or current value is shoter than the allowed delay time and respond to the SCEF with an appropriate HTTP status code for as defined in subclause 5.3.2 and including the errors field in the body of the response with the error-info field containing the pfd-report field where the pfd-failure-code field set to the allowed_delay_too_short, application-identifier field indicating the application identifier which caching timer(s) is started and current value is longer than the allowed delay time. 
-
Otherwies, the PFDF shall install, modify or remove the PFDs accoding to the request and respond to the SCEF using an appropriate HTTP status code for as defined in subclause 5.3.2 and optionally additional information in the body of the response as defined in Annex B.3.

*** 3rd Change ***

5.4.5
JSON errors and informational response fields
5.4.5.1
General

Table 5.4.5.1.1 describes the JSON fields defined for the errors and informational responsesincluding their types and the filed names.
Table 6.4.5.1.1: JSON fields for errors and informational response
	
	
	
	

	Field Name
	Subclause defined
	JSON Value Type (NOTE 1)
	JCR Type (NOTE 2)

	errors
	3GPP TS 29.155 [x]
	array
	array

	error-type
	3GPP TS 29.155 [x]
	string
	"application" 
"interface" 
"server" 
"other"
(NOTE 3)

	error-message
	3GPP TS 29.155 [x]
	string
	string

	error-tag
	3GPP TS 29.251 [13]
	string
	string

	error-path
	3GPP TS 29.155 [x]
	string
	string

	error-info
	3GPP TS 29.155 [x]
	object
	object

	success-message
	3GPP TS 29.155 [x]
	string
	string

	success-path
	3GPP TS 29.155 [x]
	string
	string

	success-info
	3GPP TS 29.155 [x]
	object
	object

	NOTE 1:
The basic JSON value types are defined in IETF RFC 7159 [11].
NOTE 2:   The JCR types are defined in IETF draft-newton-json-content-rules [12].
NOTE 3:   The quoted strings for a string type.


*** 4th Change ***

5.4.6
JSON report fields
5.4.6.1
General

Table 5.4.6.1.1 describes the JSON fields defined for the report information objects which are included in the error-info field.
Table 6.4.6.1.1: JSON fields for Report from the PFDF
	
	
	
	

	Field Name
	Subclause defined
	JSON Value Type (NOTE 1)
	JCR Type (NOTE 2)

	pdf-reports
	3GPP TS 29.251 [13]
	array
	array

	application-identifier
	3GPP TS 29.251 [13]
	string
	string

	pfd-identifier
	3GPP TS 29.251 [13]
	string
	string

	pfd-status
	5.4.6.2
	string
	string

	pfd-failure-code
	3GPP TS 29.251 [13]
	string
	string

	NOTE 1:
The basic JSON value types are defined in IETF RFC 7159 [11].
NOTE 2:
The JCR types are defined in IETF draft-newton-json-content-rules [12].


5.4.6.2
pfd-failure-code
The pfd-failure-code is of type string. 
The following values are defined in this release.
unknow_application_identifier
pcef_malfunction

resources_limitation

application_identifier_error

filter_restrictions,

missing_pfd,
allowed_delay_too_short.
*** 5th Change ***

B.3
Error and Informational response schema

This subclause defines the JSON schema for the body of HTTP responses in case of errors or success. The schema is based on IETF draft-newton-json-content-rules [12] and is defined below:
# jcr-version 0.7
# ruleset-id 3gpp.stapplication.info
# import 3gpp.stapplication.report as report
; A JCR based on draft v7 for the error/successful response body 
; Errors information
$errors-root = @{root} { $errors }
; Success information
 $success-root = @{root} {

    $success-message,

    $success-path ?,

    $success-info ?
  }

; Resource fields definitions

; The list of errors returned in responses sent by the SCEF or PFDF
$errors = "errors" : [

  {

      $error-type,

      $error-message,

      $error-tag ?,

      $error-path ?,

      $error-info ?
    } +
]

; The error type for an error. It can be one of 'application', 'interface', 'server' and 'other'.

$error-type = "error-type" : ( "application" | "interface" | "server" | "other" )

; The error text message

$error-message = "error-message" : string

; The error tag for a specific error

$error-tag = "error-tag" : string

; A JSON pointer path to the error resource

$error-path = "error-path" : string

; Any additional information for the error

$error-info = "error-info" : {

  $report.pfd-reports ?,

  // : any *
}
; The successful text message

$success-message = "success-message" : string

; A JSON pointer path to the success resource

$success-path = "success-path" : string

; Any additional information for the success.

$success-info = "success-info" : {  // : any *}

*** End of Changes ***
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