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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.468: "Group Communication System Enablers for LTE (GCSE_LTE)".

[3]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[4]
3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); stage 2".

[5]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

[6]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[7]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[8]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[9]
3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".

[10]
3GPP TS 33.246: "Security of Multimedia Broadcast/Multicast Service (MBMS)".

[11]
IETF RFC 791: "Transmission Control Protocol".

[12]
IETF RFC 768: "User Datagram Protocol".

[13]
IETF RFC 2234: "Augmented BNF for syntax specifications".

[14]
Void.

[15]
IETF RFC 4960: "Stream Control Transmission Protocol".

[16]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations".
[17]
IETF RFC 5996: "The Internet Key Exchange (IKE)". 

[18]
IETF RFC 3947: "Negotiation of NAT-Traversal in the IKE".

[19]
IETF RFC 3948: "UDP Encapsulation of IPsec ESP Packets".

[20]
IETF RFC 4303: "IP Encapsulating Security Payload (ESP)".

[21]
IETF RFC 6347: "Datagram Transport Layer Security Version 1.2".#

[22]
3GPP TS 23.007: "Restoration procedures".
[23]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".
[24]
3GPP TS 36.300: "E-UTRA and E-UTRAN overall description; Stage 2".

[25]
IETF draft-ietf-dime-drmp-03: "Diameter Routing Message Priority".
Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
[XX]



IETF RFC 6733: "Diameter Base Protocol"
*** 2nd Change ***

5.5
BM‑SC overload control

Upon receiving a request from the GCS AS, if the BM‑SC is in an overload condition, the BM‑SC may respond to the GCS AS with a GCS-Action-Answer command containing the Result-Code AVP with the value set to DIAMETER_TOO_BUSY, see IETF RFC 6733 [XX].

The GCS AS may implement a back off timer. When this timer is running, the GCS AS does not initiate MB2‑C requests. Once the timer expires, the GCS AS may re-attempt to use the BM‑SC. The algorithm the BM‑SC uses for the back off timer is out of scope of this 3GPP specification.
*** 3rd Change ***

6.1.1
Use of Diameter base protocol

The Diameter Base Protocol as specified in IETF RFC 6733 [XX] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures specified in IETF RFC 6733 [XX] (including error handling and unrecognised information handling) shall be used unmodified. Only commands related to peer-to-peer connection are re-used from the Diameter Base Protocol, i.e. Capabilities-Exchange-Request (CER), Capabilities-Exchange-Answer (CEA), Disconnect-Peer-Request (DPR), Disconnect-Peer-Answer (DPA), Device-Watchdog-Request (DWR) and Device-Watchdog-Answer (DWA).

With regards to the Diameter protocol defined over the MB2‑C interface, the BM‑SC shall act as the Diameter server, in the sense that it is the network element that handles action requests and sends notifications. The GCS AS shall act as the Diameter client, in the sense that it is the network element requesting actions and handles notification from the BM‑SC.

A Diameter routing table entry can have a different destination based on the application identifier of the command. The application identifier stored in the command header must match the value of any application identifier AVPs in the command body. Diameter agents (relay, proxy, redirection, translation agents) should use the application identifier in the command header to route to a suitable destination.
*** 4th Change ***

6.1.3
Advertising Application Support

The Diameter application identifier assigned to the MB2‑C interface application is 16777335.

The GCS AS and BM‑SC shall advertise support of the Diameter MB2‑C application by including the value of the MB2‑C application identifier in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the CER and CEA commands.

The vendor identifier value of 3GPP (10415) shall be included in the Supported-Vendor-Id AVP of the CER and CEA commands, and in the Vendor-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the CER and CEA commands.

The Vendor-Id AVP included in CER and CEA commands that is not included in the Vendor-Specific-Application-Id AVPs as described above shall indicate the manufacturer of the Diameter node as per IETF RFC 6733 [XX].

*** 5th Change ***

6.2
Initialization and maintenance of connection and session

A peer-to-peer connection is a connection between GCS AS and BM‑SC. It has no associated meaning beyond this link. A MB2‑C peer-to-peer connection may carry commands associated with multiple TMGIs and/or MBMS bearers.

A MB2‑C Diameter session shall consist of a single request and answer pair. The MB2‑C Diameter session is terminated after each request and answer pair interaction. In order to indicate that the session state is not to be maintained, the Diameter client and server shall include the Auth-Session-State AVP with the value set to NO_STATE_MAINTAINED (1), in the request and in the answer messages (see IETF RFC 6733 [XX]).

*** 6th Change ***

6.4.1
General

Table 6.4.1‑1 describes the Diameter AVPs defined for the MB2‑C reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 6.4.1‑1: MB2‑C specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (Note 1)
	Applicability (Note 2)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not
	

	BMSC‑Address
	3500
	6.4.2
	Address
	M,V
	P
	
	
	

	BMSC‑Port
	3501
	6.4.3
	Unsigned32
	M,V
	P
	
	
	

	MB2U‑Security
	3517
	6.4.19
	Unsigned32
	M,V
	P
	
	
	

	MBMS‑Bearer‑Event
	3502
	6.4.4
	Unsigned32
	M,V
	P
	
	
	

	MBMS‑Bearer‑Event‑Notification
	3503
	6.4.5
	Grouped
	M,V
	P
	
	
	

	MBMS‑Bearer‑Request
	3504
	6.4.6
	Grouped
	M,V
	P
	
	
	

	MBMS‑Bearer‑Response
	3505
	6.4.7
	Grouped
	M,V
	P
	
	
	

	MBMS‑Bearer‑Result
	3506
	6.4.8
	Unsigned32
	M,V
	P
	
	
	

	MBMS‑Start‑Time
	3507
	6.4.9
	Time
	M,V
	P
	
	
	

	Radio‑Frequency
	3508
	6.4.10
	Unsigned32
	M,V
	P
	
	
	

	TMGI‑Allocation‑Request
	3509
	6.4.11
	Grouped
	M,V
	P
	
	
	

	TMGI‑Allocation‑Response
	3510
	6.4.12
	Grouped
	M,V
	P
	
	
	

	TMGI‑Allocation‑Result
	3511
	6.4.13
	Unsigned32
	M,V
	P
	
	
	

	TMGI‑Deallocation‑Request
	3512
	6.4.14
	Grouped
	M,V
	P
	
	
	

	TMGI‑Deallocation‑Response
	3513
	6.4.15
	Grouped
	M,V
	P
	
	
	

	TMGI‑Deallocation‑Result
	3514
	6.4.16
	Unsigned32
	M,V
	P
	
	
	

	TMGI‑Expiry
	3515
	6.4.17
	Grouped
	M,V
	P
	
	
	

	TMGI‑Number
	3516
	6.4.18
	Unsigned32
	M,V
	P
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [XX].
NOTE 2:
AVPs marked with a supported feature are applicable as described in clause 6.5.2.


For all AVPs which contain bit masks and are of the type Unsigned32 or Unsigned64, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.

Every AVP of type Grouped is defined by means of the ABNF syntax in IETF RFC 2234 [13] and according to the rules in IETF RFC 6733 [XX].

*** 7th Change ***

6.5.1
General

Table 6.5.1‑1 lists the Diameter AVPs re-used by the MB2‑C reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the MB2‑C reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.5.1‑1, but they are re-used for the MB2‑C reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 6.5.1‑1: MB2‑C re-used Diameter AVPs

	Attribute Name
	Reference
	Description
	Applicability (Note 2)

	DRMP
	IETF draft-ietf-dime-drmp [25]
	Allows the BM-SC and GCS AS to indicate the relative priority of Diameter messages.
	

	MBMS‑Flow‑Identifier
	TS 29.061 [6]
	Represents a location dependent subflow of an MBMS bearer service.
	

	MBMS-Session-Duration
	TS 29.061 [6]
	Indicates the duration of the TMGI expiration time. (NOTE 1)
	

	TMGI
	TS 29.061 [6]
	Contains the Temporary Mobile Group Identity allocated to a particular MBMS bearer service
	

	MBMS‑Service‑Area
	TS 29.061 [6]
	Indicates the area over which the MBMS bearer service has to be distributed.
	

	MBMS‑StartStop‑Indication
	TS 29.061 [6]
	Indicates it the allocation, deallocation or modification of an MBMS bearer is requested.
	

	QoS‑Information
	TS 29.212 [7]
	Contains the QoS that is required for the MBMS bearer. 

Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable.
	

	Supported‑Features
	TS 29.229 [23]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	Restart-Counter
	TS 29.061 [6]
	This AVP contains a monotonically increasing value that is advanced whenever the sending entity restarts with loss of previous state, for example upon restart. The Restart-Counter AVP may be included in any Diameter message over the MB2‑C reference point, including CER/CEA defined in IETF RFC 6733 [XX].
	Heartbeat

	MBMS-Cell-List
	TS 29.061 [6]
	This AVP contains the list of cells used by E-UTRAN to determine the set of radio resources to be used for the broadcast.
	MBMS Cell List

	NOTE 1:
This re-used AVP has a different meaning as compared to the meaning in SGmb interface.
NOTE 2:
AVPs marked with a supported feature are applicable as described in clause 6.5.2.


*** 8th Change ***

6.6.1
Command-Code Values

This clause defines the Command-Code values for the MB2‑C interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [16]. Every command is defined by means of the ABNF syntax in IETF RFC 2234 [13], and according to the rules in IETF RFC 6733 [XX].

The following Command Codes are defined in this specification:

Table 6.6.1-1: Command-Code values for MB2‑C

	Command-Name
	Abbreviation
	Code
	Section

	GCS-Action-Request
	GAR
	8388662
	6.6.2

	GCS-Action-Answer
	GAA
	8388662
	6.6.3

	GCS-Notification-Request
	GNR
	8388663
	6.6.4

	GCS-Notification-Answer
	GNA
	8388663
	6.6.5


For the commands defined in this specification and reused commands, the Application-ID field shall be set to 16777335.

*** End of Changes ***

