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Annex X (normative):
Diameter load control mechanism

X.1
General

IETF draft-ietf-dime-load [xx] specifies the Diameter load control mechanism. This includes the definition of Diameter Load AVP and the Diameter load related behaviour.

Whether Diameter load control mechanism is applicable for a specific interface is specified in the 3GPP specification for that interface. For PCC related interfaces where the Diameter load control mechanism is applicable, the procedures in this Annex apply.
Support for Diameter load control is optional for all PCC functional elements.
NOTE:
The Diameter Load AVP will simply be ignored by peers not supporting Diameter load control.
If a PCC functional element supports the Diameter load control mechanism, it shall apply the procedures in the present Annex.
The PCC functional elements being addressed first by the peer over an interface (e.g. PCRF, H-PCRF, TDF for solicited application reporting, TSSF, OCS) shall for that interface act as Endpoint Reporting Node as defined in IETF draft-ietf-dime-load [xx].

Each PCC functional element addressing the peer first over an interface (e.g. PCRF, V-PCRF, PCEF, AF) shall for that interface act as Receiving Node as defined in IETF draft-ietf-dime-load [xx].
X.2
Endpoint or Agent Reporting Node

The reporting shall include load information in the Load AVP as defined in IETF draft-ietf-dime-load [xx] in Diameter answer messages.

When and in which frequency to include the Load AVP is implementation dependent and based on operator policy.

How the reporting node determines the specific contents of the Load-Value AVP within the Load AVP is also implementation dependent and based on operator policy.

X.3
Receiving Node

A PCC functional element acting as a receiving node may use the load information in implementation dependent manner, e.g. when deciding where to route requests for new Diameter sessions.

X.4
DRA Behaviour
The DRA may optionally incorporate Receiving Node behaviour as defined in IETF draft-ietf-dime-load [xx]. Support of Agent Reporting Node behaviour as defined in IETF draft-ietf-dime-load [xx] is not required.
NOTE:
Only one logical DRA is specified in the PCC architecture. The Agent Reporting Node behaviour as defined in IETF draft-ietf-dime-load [xx] is only useful if several Diameter routeing agents are deployed. i.e. not in the PCC architecture.
The procedures defined in this clause are only applicable to the proxy DRA (PA1 and PA2) as the redirect DRA is not in the path of application answers and as such does not have access to load reports from other nodes.

The proxy DRA should use load reports as one of the inputs when making routing decisions and selection of the PCRF for realm-routed requests, i.e. requests that do not contain a Destination-Host AVP. This is needed because entities sending such requests are not aware of the final recipient of the request (e.g. specific PCRF instance). If no binding exists for the request and the request can result in a new binding (e.g. IP-CAN session establishment), the DRA is selecting the PCRF that will handle the binding.
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