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Abstract of the contribution: An example artefact is presented when, as result of application of Priority Sharing, a low ARP service data flow shares the same bearer with a high ARP service deata flow. In this case well defined policies and additional information in the PCRF are necessary for the pre-emption of a low priority SDF, if and when needed.

Introduction
This contribution presents implications of the new Priority Sharing feature, which has not been treated neither in stage-2 nor in stage-3.

Background
With the initiation of SA6, SA2 has introduced the Priority Sharing feature into 3GPP TS 23.203 in S2-163150. This stage-2 CR has been reflected to sage-3 in CP-160368 (CR 1435 to 29.212) and CP-160287 (CR 0451 to 29.214).
Before the introduction of this feature, for a given IP-CAN session, service data flows (SDFs) of this IP-CAN session could have been bound onto a single IP-CAN bearer only if the required QoS attributes, namely ARP and QCI, of these SDFs were identical. Accordingly, the introduction of an SDF with a unique required ARP and QCI would necessarily trigger the activation of a new dedicated bearer.
The introduction of the Priority Sharing feature, for a given IP-CAN session, creates the possibility of binding of SDFs with identical required QCIs but different required ARPs onto a single IP-CAN bearer of this IP-CAN session. The ARP, for the bearer onto which SDFs (of the same IP-CAN session but with different required ARPs) will be mapped, is well defined in S2-163150 (and CP-160368), accordingly and in simple worlds, this bearer will have the highest required priority of the shared SDFs, it will be not vulnerable if at least one of the SDFs are required to be not vulnerable and it will be capable to pre-empt if at least one of the SDFs is required to be capable to pre-empt. The original required ARPs of the SDFs mapped onto the same bearer are saved in case re-evaluation of the sharing is needed.

PCC/QoS provisioning failure
According to S2-163150 (agreed CR for 3GPP TS 23.203) "If the PCRF receives an indication that a PCC/QoS rule provisioning or modification failed (due to resource reservation failure) then, the PCRF may apply pre-emption and remove active PCC/QoS rules from the PCEF and then retry the PCC/QoS rule provisioning or modification procedure." This behaviour of PCRF of applying the removal of PCC/QoS rules is not reflected yet into stage-3 and is left as FFS with an editor's note in CP-160368.

Issue 
When priority sharing is used some low priority SDFs hide behind high priority SDF. Obviously, entities other than the PCRF are not aware that the required ARPs of these "hiding" SDFs are lower (more inferior) then the ARP of the IP-CAN bearer. This is true especially for eNB which is the main player in verifying whether resources are available for a bearer which is supposed to be served by it. The eNB does this verification not only during bearer activation/modification procedures but it should do this verification during handover when a UE enters under its coverage or when a UE passes from ECM_IDLE state into ECM_CONNETCED state as a result of paging or service request. The following example which is also visualized in the attached presentation,indicates the impact of "hiding" of a low priority SDF inside a high priority bearer.
Slide-1
This slide depicts the initial conditions of the scenario.
· Assume that there are 4 UEs UE-A, UE-B, UE-C and UE-D. Assume also that each UE has MCPTT client affiliated to one or more groups. Each UE has one IP-CAN session towards the MCPTT PDN and a dedicated GBR bearer.
· The MCPTT client in UE-A is affiliated to g1 and gA with SDFs SDF-g1 and SDF-gA bound to the same IP-CAN bearer.
· The MCPTT client in UE-B is affiliated to g1 and gB with SDFs SDF-g1 and SDF-gB bound to the same IP-CAN bearer.
· The MCPTT client in UE-C is affiliated to g1 and gC with SDFs SDF-g1 and SDF-gC bound to the same IP-CAN bearer.
· The MCPTT client in UE-D is affiliated to g1 only with SDFs SDF-g1 bound to the IP-CAN bearer.
· In the start of the scenario all SDFs have the normal ARP and "Priority Sharing" is enabled for all of them.
· SDF-gA, SDF-gB nd SDF-bC all require GBR of 40 Kbps and SDF-g1 require 20 Kbps of GBR for each MCPT client.
· Assuming that resource sharing is used, the GBR for the IP-CAN bearers for UE-A, UE-B and UE-C are 40 Kbps and the GBR value for the IP-CAN bearer of UE-D is 20 Kbps. 
· UE-A, UE-B and UE-C are under the coverage of the same eNB (eNB-1) and UE-D is in another eNB neighbouring to eNB-1 (eNB-2).
· Assume also that eNB-1 is just in the limit of resource capacity with all other UEs (not shown on the slide) with bearers with emergency ARP.
Slide-2
At a certain instance g1 enters into emergency and therefore the required ARP of SDF-g1 is elevated (for all the group members). As a result, since the "Priority Sharing" is enabled the IP-CAN bearers of all UEs (A, B, C and D) undergo bearer modification procedure for raising the ARP from normal to emergency level. When this happens SDF-gA, although its required ARP is "normal", hides behind SDF-g1, which has "emergency" ARP. The same holds for SDF-gB and SDF-gC.
Slide-3
After that, the MCPTT client D moves and as a result it undergoes handover from eNB-2 to eNB-1. This handover triggers the activation of a radio access bearer (RAB) for UE-D. Since there are no resources, the RAB for bearer which carries SDF-g1 of UE-D cannot be created and therefore the bearer activation/modification fails.
Slide-4
This slide together with slide-5 show what would have happened without the use of Priority Sharing.
After the announcement of emergency for g1, the SDFs in UA-A, UE-B and UE-C must be put in separate bearers since their ARPs are different. This will take place using a chain of standard "bearer modification" and "beaer creation procedures".
Note that before the emergency state, the combined bearers for UE-A, UE-B and UE-C were allocated resources for 120 Kbps (due to resource sharing). Now for 6 separate bearers 180 Kbps are needed. Since, based on the assumption of this example, only 120 Kbps are available, the bearers with high priority ARP "survive" (all SDF-g1 bearers). However, only one out of the 3 lower priority ARPs (SDF-gA or SDF-gB or SDF-gC) survive. The slide assumes that the bearer for SF-gA survives.
Slide-5
As in slide 3, UE-D moves and as a result it undergoes handover from eNB-2 to eNB-1. This handover triggers the activation of a radio access bearer (RAB) for UE-D. This time the activation should succeded since there were exactly 20Kbps available in eNB-1. Even if for some reason something goes wrong, the bearer of SDF-gA can be pre-empted to free 40 Kbps of resources.

In comparison of results shown on slide-3 versus slide-5, it can be seen that while the Priority Sharing feature solves the problem of limited number of GBR bearers available per UE, it creates another problem of hiden low priority SDFs which cannot be pre-empted. 
Returning to the issue in slide-3, the following issues are identified:
· The IP-CAN session for which the failure indication has reached the PCRF, does not have any SDF that can be pre-empted. Therefore the specification either in stage-2 or in stage-3 should mention what to do in this kind of failure.
· An SDF in another IP-CAN session (e.g. SDF-gA) can be pre-empted. However, this is not well specified in stage-2.
· The pre-emption of an SDF should vacate resources in the specific eNB at which "resource reservation failure" has occurred. When cross bearer pre-emption the PCRF is not aware the eNB of neither one of the bearers.
· In the example the SDF that can be pre-empted belongs to the same service (MCPTT). What if it belonged to another service (VoLTE)? The specifications should mention at least the possible policies in pre-empting SDFs such that a service provider (e.g. MCPTT Service provider) can predict the behaviour of the system.
· Example policy:
· SDF in the same IP-CAN bearer
· If it does not help, SDF in the same IP-CAN session
· If it does not help, SDF in the same UE (assuming it has more than one session)
· If it does not help, SDF which belong to the same PDN
· If it does not help any SDF

Conclusions
[Conclusion 1] Rules should be defined for the criteria which PCC/QoS rules to be removed if bearer activation/modification failure occurs due to shortage of resources.
[Conclusion 2] It should be mentioned that failure indication may be received for a bearer as a result of failure of RAB creation even without any bearer activation/modification was initiated at the PCRF (PCEF) level (better to say BBF level).
[Conclusion 3] The PCRF should be capable to pre-empt the correct SDF such that resources will be freed, in the eNB at which the resource reservation failure has occurred. (The PCRF should know the current cell of the UE for properly choosing the PCC/QoS rules to be removed.)
[Conclusion 4] The policy for pre-emting an SDF under Priority Sharing should be predictable by the service which "owns"this SDF.

Actions
It is suggested to send this example scenario to SA2, SA6 and the related working groups in RAN. 
3GPP
CT WG3 TD

