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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [7] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [7].

ALTC
ALTernative Connection

APP
APPlication-defined RTCP packet

ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway
B2BUA
Back-to-Back User Agent

BFCP
Binary Floor Control Protocol

BGCF
Breakout Gateway Control Function

CS-TrGW
CS (domain) TrGW
CVO
Coordination of Video Orientation
DRVCC
Dual Radio Voice Call Continuity
ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced

EVS
Enhanced Voice Services

IBCF
Interconnect Border Control Function

ICE
Interactive Connectivity Establishment

ICS
IMS Centralized Services

I-CSCF
Interrogating CSCF

IMS-ALG
IMS - Application Level Gateway

ITU-T
International Telecommunication Union – Telecommunication Standardization Sector

MboIP
Mb over IP
MPS
Multimedia Priority Service
MRFP
Multimedia Resource Function Processor

MSRP
Message Session Relay Protocol

NAT/NAPT
Network Address Translation / Network Address and Port Translation

NA (P) T-PT
Network Address (and Port) Translation - Protocol Translation

OMR
Optimal Media Routeing

P-CSCF
Proxy CSCF

RTCP
Real Time Control Protocol

SCTP
Stream Control Transmission Protocol

SDPCapNeg
SDP Capability Negotiation

SIP UA
SIP User Agent

STUN
Session Traversal Utilities for NAT

UAC
User Agent Client

UAS
User Agent Server
URN
Uniform Resource Name
THIG
Topology Hiding Internetwork Gateway
TLS
Transport Layer Security

TRF
Transit and Roaming Function
TrGW
Translation GateWay

WAN
Wide Area Network
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10.2.X
SDP Capability Negotiation (SDPCapNeg)
10.2.X.1
General

The SDP Capability Negotiation (SDPCapNeg) as specified in IETF RFC 5939 [XX] is adopted as an optional functionality to negotiate capabilities and the associated configurations according to 3GPP TS 24.229 [1].

10.2.X.2
Incoming SDP offer with SDPCapNeg

Upon receipt of an incoming SDP offer with attributes of SDP capability negotiation, e.g. offer AVPF and AVP together using SDPCapNeg, the IBCF may:
-
makes the decision on support of the configurations based on the capability of IBCF/TrGW as provision, where the SDPCapNeg attributes are not indicated or mapped to the TrGW, then the IBCF instructs the TrGW to reserve the resources as per the basic configuration during the session establishment procedure (as normal), i.e. terminating the usage of SDPCapNeg at the controller level; or
-
instructs with the TrGW to reserve resources for all of the configurations by instructing SDPCapNeg information to the TrGW.

NOTE:
The benefit of interaction between the IBCF and the TrGW with SDPCapNeg information is to check the resource availability for the corresponding media configurations and make the resource reservation on the TrGW, to avoid the further session failure in result of the resources lacking after the final confirmation on the configurations.

Only when the IBCF needs the TrGW to reserve resources for the alternative configurations as carried in SDPCapNeg, or the IBCF wildcards the supported configurations from the TrGW, the SDPCapNeg is then instructed at the interface between the IBCF and the TrGW. In this case, there are two ways to indicate the SDPCapNeg information from the IBCF towards the TrGW:
-
mapping the SDPCapNeg attributes as carried in SDP into H.248 parameters; or
-
using SDPCapNeg syntax directly in SDP.

Before using SDPCapNeg syntax, the IBCF shall determine if the TrGW supports SDP capability negotiation mechanism through auditing or via prior provisioning. For an audit the procedure in clause 6.1.8.1 is used with the “SDPCapNeg Supported Capabilities” as the object.

When receiving the SDPCapNeg information indicating the potential use of multiple configurations from the IBCF, the TrGW shall allocate resources for the supporting configurations and confirm them in the response.

Once the IBCF receives confirmation from the TrGW that the applicable configurations have been reserved, the IBCF shall forward the SDP offer with any applicable modifications using SDPCapNeg to the network side.

10.2.X.3
Following SDP answer with SDPCapNeg

The IBCF on receiption of an SDP answer with the selected configuration/s indicated by SDPCapNeg information shall request the TrGW to use the selected configuration/s during the configure procedure. If the SDPCapNeg syntax is chose in the previous interaction between the IBCF and the TrGW, for the applicable stream then the IBCF shall use the SDPCapNeg syntax to confirm the configuration.
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