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change:

	Stage 2 work has concluded in TS 23.203 section 6.2.10 that: 
“The logical PCRF id received from the PCRF to identify the PCRF that is the Np destination for the given UE and APN for the RCAF when sending aggregate messages.”, 

in section 7.10.1 that “A logical PCRF id is allocated for these aggregate messages which determine the destination of the message.”, 

“An aggregated RUCI report message is always destined to a single PCRF only, and can be routed directly to that PCRF or via the DRA.”
From the above description,.the Logical-PCRF-Id AVP should be received by the RCAF in a non-aggreagted RUCI reporting procedure (which is already included in TS 29.217) and then, used by the RCAF in the following aggregated RUCI reporting procedure for PCRF addressing in a direct way or via the DRA.

Stage 3 definition on the usage of logical PCRF id is still absent.

	M 
	

	Summary of 
change:                (

	A solution is proposed to remove editors'note “It is FFS how this AVP (Logical-PCRF-Id AVP) is used” in section 5.4.6, in which the Logical-PCRF-Id AVPis replaced by PCRF id within a reused AVP PCRF-Address from TS 29.215, and add corresponding functional description of PCRF id in non-aggregated RUCI report and aggregated RUCI report procedure.

	
	

	Consequences    (
  
if not agreed:
	

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	This pCR has the dependency on stage 2 TS 23.203 CR 0926.


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[2]
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[4]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[5]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[6]
IETF RFC 4005: "Diameter Network Access Server Application".

[7]
IETF RFC 4006: "Diameter Credit Control Application".
[8]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
[9]

IETF RFC 3588: "Diameter Base Protocol".
[10]

3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".
[11]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[xx]
3GPP TS 29.215: "Policy and Charging Control (PCC) over S9 reference point; Stage 3".
*** 2nd Change ***

4.4.1.1
Non-aggregated RUCI report 
For a Non-aggregated RUCI report, the RCAF shall send an NRR command to the PCRF by including the user id within the Subscription-Id AVP, PDN ID within the Called-Station-Id AVP and a congestion level set id within the Congestion-Level-Set-Id AVP if the reporting restriction was provided earlier or a congestion level value within the Congestion-Level-Value AVP if the reporting restriction was not provided earlier at the command level. 
Once the PCRF receives the NRR command, the PCRF shall store the related info and respond with an NRA command including the PCRF id within the PCRF-Address AVP. The PCRF may use the RUCI received from the RCAF as input for policy decisions. When the RCAF receives the NRA command, the RCAF shall store the PCRF id in the UE context for this specific user id together with PDN ID for further aggregated RUCI report.
Editor's note:
It is FFS whether the reporting restriction can be provided in the NRA command.
Editor’s note: It is FFS whether the NRR/NRA command is stateful or stateless.
Editor's note:
In order to enable the reporting restriction provisioning, the PCRF needs to know the identity of the RCAF. If the NRR/NRA is stateless, the additional AVP to contain the RCAF identity is needed.
*** 3rd Change ***

4.4.1.2
Aggregated RUCI report 

For an Aggregated RUCI report, the RCAF shall aggregate the RUCIs of different user ids and PDN IDs that have same destination PCRF. The RCAF shall send an ARR command to the destination PCRF by including the PCRF id within the Destination-Host AVP, one or more Aggregated-RUCI-Report AVP with a congestion level set id within the Congestion-Level-Set-Id AVP if the reporting restriction was provided earlier or a congestion level value within the Congestion-Level-Value AVP if the reporting restriction was not provided earlier, the PDN ID within the Called-Station-ID AVP and the user id list in the Subscription-Id AVPs. The RCAF shall include the Auth-Session-State AVP set to NO_STATE_MAINTAINED.

NOTE: 
Each instance of Aggregated-RUCI-Report AVP aggregates the user id list of the subscribers that share the same level of congestion.

Editor's note:
It is FFS whether the Called-Station-ID AVP is included in the ARR command.
Editor's note: Inclusion of location information (ECGI, eNodeB ID) in Aggregate-RUCI-Report AVP is FFS

Once the PCRF receives the ARR command, the PCRF shall store the related info and respond with an ARA command. The PCRF may use the RUCI received from the RCAF as input for policy decisions.
Editor's note:
It is FFS whether the Supported-Features AVP is included in the ARR/ARA command.
*** 4th Change ***

5.4
Np specific AVPs

Table 5.4.1 describes the Diameter AVPs defined for the Np reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and what access types (e.g. 3GPP-EPS, etc.) the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.4.1: Np specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. Type
	Applicability
(NOTE 3)

	Aggregated-RUCI-Report
	aaaa
	5.4.1
	Grouped
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Congestion-Level-Definition
	bbbb
	5.4.2
	Grouped
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	Congestion-Level-Range
	cccc
	5.4.3
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	Congestion-Level-Set-Id
	dddd
	5.4.4
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	Congestion-Level-Value
	eeee
	5.4.5
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	
	
	
	
	
	
	
	
	
	
	

	Reporting-Restriction
	gggg
	5.4.7
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	RUCI-Reporting
	hhhh
	5.4.8
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [9].

NOTE 2:
The value types are defined in RFC 3588 [9].
NOTE 3:
AVPs marked with “Both” are applicable to both charging control and policy control. 


*** 5th Change ***

5.4.6
Void


*** 6th Change ***

5.5
Np re-used AVPs

5.5.1 
General
Table 5.5.1 lists the Diameter AVPs re-used by the Np reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Np reference point, the applicability of the AVPs to a specific access, and which supported features the AVP is applicable to. AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.5.1, but they are re-used for the Np reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [6] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table 5.5.1: Np re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Acc. Type
	Applicablity
(note 1)

	Called-Station-Id
	IETF RFC 4005 [6]
	The address the user is connected to (i.e. the PDN identifier). 
	3GPP EPS
	Both

	Subscription-Id
	IETF RFC 4006 [7]
	The identification of the subscription (i.e. IMSI)
	3GPP EPS
	Both

	Supported-Features
	3GPP TS 29.229 [8]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	3GPP EPS
	Both

	PCRF-Address
	3GPP TS 29.215 [xx]
	The identity, which indicates the destination PCRF.
	3GPP EPS
	Both

	NOTE 1:
AVPs marked with “CC” are applicable to charging control, AVPs marked with “PC” are applicable to policy control and AVPs marked with “Both” are applicable to both charging control and policy control.


*** End of Changes ***
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