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* * * First Change * * * *

5.9
Routeing from terminating home network to the terminating visited network

This subclause describes routeing from the terminating home network to the terminating visited network including the traversal of transit network between the terminating home network and the terminating visited network.
Preconditions:

-
The UE-A is registered as described in subclause 5.2.

-
In the originating side the call can be routed either as a call without loopback as described in subclause 5.3 or with loopback as described in subclause 5.4.

-
The coding examples assume that the originating network, the interconnection network and the terminating network are within the trust domain.
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Figure 5.9‑1: Mobile terminating call from terminating home network to terminating visited network
The steps of the flow are as follows:

1.
INVITE request (IBCF-hA2 to I-CSCF-hA1) - see example in table 5.9-1.

An initial INVITE request is received by the IBCF-hA2. Due to bilateral agreement all relevant SIP header fields are included. The IBCF-hA2 removes any received Route header field pointing to itself and forwards the call to the I-CSCF‑hA1 according to 3GPP TS 24.229 [4].

Table 5.9-1: INVITE request (IBCF-hA2 to I-CSCF-hA1)

INVITE sip:+12375551111@home-A.net;user=phone;iotl=homeA-homeB SIP/2.0

To: <tel:+12375551111>

From: < tel:+4687197378>;tag=4fa3

P-Asserted-Identity: <tel:+4687197378>,<sip:+4687197378@home-A.net;user=phone>;
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel
Contact: <sip:[5555::bbb:ccc:ddd:aaa]>
CSeq: 1 INVITE
Supported: 100rel,precondition
Route: <sip:icscf-hA1.home-A.net;lr>
Record-Route: <sip:ibcf-hA2.home-A.net;lr>,<ic-T1.interconnection-T.net;lr>,<One or more entries with entities of the originating network>
P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE22,3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE22;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-r";transit-ioi="ICt.1"
Via: SIP/2.0/UDP ibcf-hA2.home-R.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4]

Request-URI:
Contains the destination address for the INVITE request. In this example a SIP URI with user=phone is used. It could be also a tel URI. The "iotl" SIP URI parameter indicates that this is call between two home networks and that the URI in the Request-URI is the destination. If the remote UE is roaming and loopback routeing is used, the "iotl" SIP URI parameter would be set to "visitedA‑homeB".
Supported:
The Supported header field contains the option‑tag "100rel" indicating support of the reliable provisional responses and the option‑tag "precondition" indicating support of the precondition mechanism.
P-Charging-Vector:
The P-Charging-Vector contains the type 2 "orig-ioi" of the call which is either the remote UE's home network or the remote UE's visited network when loopback applies. In this example the "orig-ioi" contains the remote UE's home network. The IBCF‑hA2 adds the "transit-ioi" header field parameter identifying the interconnection network the INVITE request was received from.
Contact:
The Contact header field contains in this example the IP address of the remote UE. But due to network rules it could be also the IP address a downstream B2BUA.
Route:
The IBCF-hA2 adds a Route header field which points to I-CSCF‑hA1 in the home network hA.
Record-Route:
Depending on the policy of the intermediate network the content of the Record-Route header field can vary. The Record-Route header field includes all entries included in the received INVITE request plus an entry of the incoming IBCF-hA2.
Via:
The Via header field includes all entries included in the received INVITE request plus the entry of the incoming IBCF-hA2.
2.
INVITE request (I-CSCF-hA1 to S-CSCF-hA1) - see example in table 5.9-2.

When the I-CSCF-hA1 receives the initial INVITE request it queries the SLF/HSS to identify the correct S‑CSCF where the call has to be routed to. Due to normal routing procedures the S-CSCF will be allocated by the HSS procedures as described in 3GPP TS 24.229 [4].
Table 5.9-2: INVITE request (I-CSCF-hA1 to S-CSCF-hA1)

INVITE tel:+12375551111 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Supported:
Route: <sip:home-abc@scscf-hA1.home-A.net:5070;lr>
Record-Route: <sip:ibcf-hA2.home-A.net;lr>,<sip:ic-T1.interconnection-T.net;lr>,<One or more entries with entities of the originating network>
P-Access-Network-Info:
P-Charging-Vector:

or when loopback in the originating path apply then:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a";transit-ioi="ICt.1"
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

Request-URI:
Contains the destination address for the INVITE request. In this case the I-CSCF-hA1 changes the URI from a SIP URI user=phone to a tel URI as described in 3GPP TS 24.229 [4].

Via:
The I-CSCF‑hA1 adds a Via header field.
3.-4.
INVITE request (S-CSCF-hA1 to AS-hA1 to S-CSCF-hA1).
The S-CSCF applies the filter criteria to involve the AS for terminating services.

Record-Route:
The entries to this header field need to be added based on the related dip's to the AS. The AS could behave as B2BUA. In such case the AS could store the entries and setup a new Record‑Route header field only with the AS URI as an entry. Both the AS‑hA1 and the S‑CSCF‑hA1 adds Record-Route header fields.
P-Charging-Vector:
Towards the AS‑hA1 the P-Charging-Vector header field contains the type 3 "orig-ioi" identifying the network of the S-CSCF-hA1 sending the request. Towards the S‑CSCF‑hA1 the P-Charging-Vector header field contains the type 3 "orig-ioi" identifying the network of the AS‑hA1 sending the request.
Route:
The S-CSCF-hA1 adds a Route header field identifying the selected AS-hA1 and S‑CSCF‑hA1 for routing back.

Via:
Both the AS‑hA1 and the S-CSCF-hA1 adds Via header fields.
Editor's note: The behaviour of the transit-ioi value is currently discussed and needs further consideration how the S-CSCF to AS correlation is describes.

5.
INVITE request (S-CSCF-hA1 to IBCF-hA1) - see example in table 5.9-5.
Since the call is a terminating call no further specific information is needed for termination of the call.

The S-CSCF-hA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-hA1.

Table 5.9-5: INVITE request (S-CSCF-hA1 to IBCF-hA1)

INVITE sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0

To:

From:

P-Asserted-Identity:
P-Asserted-Service:

Contact:

CSeq:
Supported:
Route:<sip:home-abc@ibcf-hA1.home-A.net:5070;lr>,


  <sip:proxy-abc@ic-A1.interconnection-A.net:5070;lr>,


  <sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,


  <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>
Record-Route: <sip:scscf-hA1.home-A.net;lr>,


<sip:as-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,<sip:ic-T1.interconnection-T.net;lr>,<One or more entries with entities of the originating network>
P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1home-a"
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.16
Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.15
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.14
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

Request-URI:
The S‑CSCF‑hA1 replaces the received tel URI with the SIP URI received in the Contact header field from the UE‑A during the registration.

Route:
The S‑CSCF includes a Route header field with the routeing information received in the Path header field during registration.
P-Charging-Vector:
The S-CSCF-hA1 replaces the received IOI type 3 value in the "orig-ioi" header field parameter with a IOI type 1 value identifying the home network of the UE-A.
Via:
The S-CSCF-hA1 adds a Via header field.
Record-Route:
The S-CSCF-hA1 adds a Record-Route header field.
6.
INVITE request (IBCF-hA1 to IC-A1) see example in table 5.9-6.
The IBCF‑hA1 applies local policy which is dependent on the operator policy for roaming calls with that specific visited network and the intermediate transit network. Header fields can be deleted or anonymized.

The IBCF-hA1 selects, based on the Route header field as shown table 5.9-5 or in cases where the Path header field received during registration only points to the visited network, based on local policy, to route the INVITE request via IC network A and sends the INVITE request according to 3GPP TS 24.229 [4] to the IC-A1.
The IBCF-hA1 determines the next hop IP address from the URI in the first entry of the Route header field either by configured information or using a DNS query according to IETF RFC 3263 [13]. If the subsequent interconnection network is SIP-aware, the determined IP address will belong to the SIP proxy IC-A1. Otherwise the determined IP address will point to IBCF-vA1 and step 7 is skipped (not reflected in message details below).
The procedures apply to 3GPP TS 24.229 [4].
Table 5.9-6: INVITE request (IBCF-hA1 to IC-A1)

INVITE sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0

To:

From:

P-Asserted-Identity:
P-Asserted-Service:

Contact:

CSeq:
Supported:
Route:<sip:proxy-abc@ic-A1.interconnection-A.net:5070;lr>,


  <sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,


  <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>
Record-Route:<sip:ibcf-hA1.home-A.net;lr>,


<sip:scscf-hA1.home-A.net;lr>,


<sip:as-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,<sip:ic-T1.interconnection-T.net;lr>,<One or more entries with entities of the originating network>
P-Access-Network-Info:

P-Charging-Vector:
Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.17

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.16
Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.15
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.14
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

Via:
The IBCF-hA1 adds a Via header field.
Record-Route:
The IBCF-hA1 adds a Record-Route header field.
7.
INVITE request (IC-A1 to IBCF-vA1) - see example in table 5.9-7.

NOTE 1:
If the interconnection network is SIP-unaware, step 7 is skipped (not reflected in message details below).

Based on the Route header field, the IC-T1 selects an entry point (IBCF-vA1) of the visited IMS network vA and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-vA1.

In our example the entry point of visited network vA is already included in the received Route header field. However, the IC- A1 can add a Route header field entry pointing to the entry point of the visited network vA if the entry point is missing.

Table 5.9-7: INVITE request (IC-A1 to IBCF-vA1)

INVITE sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0
To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Supported:
Route:<sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,


  <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>
Record-Route: <sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:as-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,<ic-T1.interconnection-T.net;lr>,<One or more entries with entities of the originating network>
P-Access-Network-Info:

P-Charging-Vector:

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.18
Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.17
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.16
Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.15
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.14
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

Via:
The IC-A1 adds a Via header field (i.e. ic-A1.interconnection-A.net).
Record-Route:
The IC-A1 adds a Record-Route header field (i.e. ic-A1.interconnection-A.net).
8.
INVITE request (IBCF-vA1 to P-CSCF-vA1) - see example in table 5.9-8.

The IBCF-vA1 routes the call to the P-CSCF-vA1 as stated within the Route header field.
IBCF-vA1 applies local policy based on trust relationship with the transit network and SLA between home network carrier and visited network carrier.
If a "transit-ioi" header field parameter value exists within the P-Charging-Vector header field then the values can be forwarded or made void. If a"transit-ioi" header field parameter is not included the IBCF‑vA1 can add the "transit-ioi" header field param identifying the previous interconnection network based on local configuration as shown in the coding example below.

Table 5.9-8: INVITE request (IBCF-vA1 to P-CSCF-vA1)

INVITE sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0
To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Supported:
Route:<sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>
Record-Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-hA1.home-B.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:as-hA1.home-B.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,


<sip:ic-T1.interconnection-T.net;lr>,


<One or more entries with entities of the originating network>
P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1home-a";transit-ioi="ICa.1"
Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.19

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.18
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.17
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.16
Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.15
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.14
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].
Record-Route:
The IBCF-vA1 adds a Record-Route header field (i.e. IBCF-vA1).
P-Charging-Vector:
The IBCF‑vA1 adds the "transit-ioi" header field parameter identifying the interconnection network the INVITE request was received from (i.e. ICa.1).
Via:
The IBCF‑vA1 adds a Via header field (i.e. IBCF‑vA1).
9.
INVITE request (P-CSCF-vA1 to UE-A) - see example in table 5.9-9.
The P-CSCF-vA1 routes the call to the UE-A as stated within Request-URI which contains the address of the UE-A.

Based on privacy settings within the INVITE request, the P-CSCF‑vA1 applies privacy according to IETF RFC 3323 [27] and IETF RFC 3325 [28].
The P-CSCF‑vA1 applies trust domain according to 3GPP TS 24.229 [4] subclause 4.4. This will result in that some header fields will be removed. In our example the P-Charging-Vector header field and the P‑Access‑Network‑Info header field are removed from the outgoing INVITE request.
The P-CSCF‑vA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the UE-A.
Table 5.9-9: INVITE request (P-CSCF-vA1 to UE-A)

INVITE sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0
To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Supported:
Record-Route: <sip:pcscf-vA1.visited-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:as-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,


<sip:ic-T1.interconnection-T.net;lr>,


<One or more entries with entities of the originating network>
Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565
Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.19

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.18
Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.17
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.16
Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.15
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.14
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12 
Via: <One or more entries with entities of the originating network>

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].
Via:
The P-CSCF-vA1 adds a Via header field.
Record-Route:
The P-CSCF-vA1 adds a Record-Route header field.
10-18.
183 (Session Progress) response (UE‑A to IBCF-hA2 via all intermediate nodes in the Via header fields) - see example in table 5.9-10.

The UE-A sends a 183 (Session Progress) response since 100rel and preconditions are supported by the remote UE.


The routing towards the IBCF-hA2 is based on the Via header fields received by the UE‑A in the initial INVITE request.

When the IBCF‑hA2 receives the 183 (Session Progress) response, the IBCF‑hA2 sends the 183 (Session Progress) response according to 3GPP TS 24.229 [4] towards the remote UE as described within subclause 5.3 or subclause 5.4 of this document and regarding the rules defined in 3GPP TS 24.229 [4].

The table 5.9-10 shows the content of the 183 (Session Progress) response when sent by IBCF‑hA1.

Table 5.9-10: SIP 183 (Session Progress) response (UE‑A to IBCF-hA1) in step 14
SIP/2.0 183 Session Progress

To: <tel:+12375551111>;tag=654a

From: <tel:+4687197378>;tag=4fa3

P-Asserted-Identity: <tel:+4687197378>
Contact: <sip:[5555::ddd:aaa:ccc:bbb]>
CSeq: 1 INVITE
Required:100rel,precondition
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.16
Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.15
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.14
Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.13a
Via: SIP/2.0/UDP ibcf-hA2.home-A.net;branch=z9hG4bK351g45.13

Via: SIP/2.0/UDP ic-T1.interconnection-T.net;branch=z9hG4bK351g45.12

Via: <One or more entries with entities of the originating network>

Record-Route: <sip:pcscf-vA1.visited-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:as-hA1.home-A.net;lr>,<sip:scscf-hA1.home-A.net;lr>,


<sip:ibcf-hA2.home-A.net;lr>,<sip:ic-T1.interconnection-T.net;lr>,


<One or more entries with entities of the originating network>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1home-a";transit-ioi="ICa.1";term-ioi="Type 1visited-a"

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

Require:
The UE‑A inserts the Require header field containing the option‑tag "100rel" indicating reliable sending of the 183 (Session Progress) response and the option‑tag "precondition" indicating the usage of the precondition mechanism.
P-Charging-Vector:
The settings of the IOI values are important:
-
in step 11 the "term-ioi" header field parameter includes a type 1 IOI value which identifies the visited network of the terminating user (i.e. "visited‑a"). The "orig-ioi" header field parameter is set to the same type 1 IOI value that was included in the initial INVITE request by the home network hA (i.e. "home‑a") towards the terminating user;

-
in step 12-13 no change of ioi values;

-
in step 14 the "transit-ioi" header field parameter includes one or more values identifying the transit networks passed between the visited network A and home network A; The "transit-ioi" header field parameter values can be provided by the traversed transit network. If no "transit-ioi" header field parameter is included the IBCF‑hA1 can include a "transit-ioi" header field para meter value identifying the inteconnect network. In our example only one value identifying the interconnect network A is included, (i.e. "ICa.1").
-
in step 15-16 the "term-ioi" header field parameter includes a type 3 IOI value (prefix "Type 3") which identifies the AS-hA1 network. The "orig-ioi" header field parameter is set to the same type 3 IOI value that was included in the initial INVITE request from the S‑CSCF‑hA1 to the AS-hA1, the "transit-ioi" is deleted by the S-CSCF based on the operator policy; and

-
in steps 17-18 the "term-ioi" header field parameter includes a type 2 IOI value which identifies the home network hA. The "transit-ioi" header field parameter is not appearing. The S-CSCF removes received "transit‑ioi" values, the IOI Type 1 or Type 3 in "orig-ioi" and "term-ioi" header field parameters. The "orig‑ioi" header field parameter is set to the same type 2 IOI value that was included in the initial INVITE request from the remote home network or, in case of loopback, from the remote visited network. The "term-ioi" header field parameter is set to a Type 2 IOI value identifying the home network A.

NOTE 2:
If the interconnection network is SIP-unaware, step 13 is skipped.

19.
PRACK requests (IBCF-hA2 to UE‑A via all intermediate nodes) and SIP 200 (OK) response to the SIP PRACK request (UE‑A to IBCF-hA2 via all intermediate nodes).


The PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the IBCF-hA2 and the UE‑A according to 3GPP TS 24.229 [4]. The messages are sent via all intermediate nodes with the exception of I‑CSCF‑hA1.
20.
UPDATE requests (IBCF-hA2 to UE‑A via all intermediate nodes) and SIP 200 (OK) response to the SIP UPDATE request (UE‑A to IBCF-hA2 via all intermediate nodes).

When resources are reserved in the access network of the remote UE, the IBCF‑hA2 receives an UPDATE request from the remote network. The IBCF‑hA2 forwards the request towards the UE-A. The messages are sent via all intermediate nodes with the exception of I‑CSCF‑hA1.
22-30.
180 (Ringing) response to the SIP INVITE request (UE‑A to IBCF-hA2 via all intermediate nodes).
NOTE 3:
If the interconnection network is SIP-unaware, step 24 is skipped. The messages are sent via all intermediate nodes including the I‑CSCF-hA1.
31.
PRACK requests (IBCF‑hA2 to UE‑A via all intermediate nodes) and SIP 200 (OK) response to the SIP PRACK request (UE‑A to IBCF‑hA2 via all intermediate nodes).


The PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the UE-A and the IBCF-hA2 according to 3GPP TS 24.229 [4]. The messages are sent via all intermediate nodes with the exception of I‑CSCF‑hA1.
32-39.
200 (OK) response to the SIP INVITE request (IBCF-hA2 to UE‑A).

NOTE 4:
If the interconnection network is SIP-unaware, step 34 is skipped.
40-48.
ACK requests (IBCF‑hA2 to UE‑A via all intermediate nodes).
The IBCF‑hA2 receives an ACK request which acknowledges the 200 (OK) final response, from the remote network. The IBCF‑hA2 forwards the ACK request to the UE‑A according to 3GPP TS 24.229 [4].
NOTE 5:
If the interconnection network is SIP-unaware, step 46 is skipped.

* * * End of Changes * * * *
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