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Proposed changes:
*** 1st Change ***
4.5.2
Initial Provisioning of Session Information
When a new AF session is being established and media information for this AF session is available at the AF and the related media require PCC supervision, the AF shall open an Rx Restful session with the PC for the AF session using an AF session establishment command, unless an Rx session has already been established for the AF session. If an Rx Restful session already exists for the AF session, the AF uses the existing Rx Restful session. The AF shall provide the full IP address of the UE using either UEIP element or UEIPv6 element, and the corresponding Service Information within MCD element(s). The AF shall assign an AF SessionId element which is used to identify the AF session. The AF shall include its own URL using AFURL element. The AF shall not include circuit-switched bearer related media in the service information sent to the PC. The AF shall indicate to the PC as part of the MCD element whether the media IP flow(s) should be enabled or disabled with the FlowStatus element.
The AF may include the AFAppId element into the AF session establishment in order to indicate the particular service that the AF session belongs to. This element can be provided at both AF session level, and media component description level. When provided at both levels, the AFAppId element provided within the MCD element will have precedence.
The AF may include the AFChargingId element into the AF session establishment for charging correlation purposes. The AF may also include the SpecificAction element to request notification for certain user plane events, e.g. bearer termination.
The AF may include the SvcURN element in order to indicate that the new AF session relates to emergency traffic. 
The AF may include the MPSId element in order to indicate that the new AF session relates to an MPS session.
If the AF provides service information that has been fully negotiated, the AF may include the SvcInfoStatus element set to FINAL_SERVICE_INFORMATION as specified in 3GPP TS 29.214 [4].

The AF may additionally provide preliminary service information not fully negotiated yet at an earlier stage. To do so, the AF shall include the SvcInfoStatus element with the value set to PRELIMINARY SERVICE INFORMATION as specified in 3GPP TS 29.214 [4].
For sponsored data connectivity, the AF shall provide the application service provider identity and the sponsor identity to the PCRF via the PC by including the ASPId element and the SponsId element in the SpConnData element in the AF session establishment request.
NOTE 1:
The relationship between the AF and sponsor is out of scope of this specification. A single AF can serve multiple sponsors. 
To support the usage monitoring of sponsored data connectivity, the AF may also include the GSU element in the SpConnData element and the SpecificAction element set to the value USAGE_REPORT as specified in 3GPP TS 29.214 [4] to request notification when the usage threshold has been reached.
NOTE 2:
If the AF is in the user plane, the AF can handle the usage monitoring and therefore it is not required to provide a usage threshold to the PCRF as part of the sponsored data connectivity information.
To allow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows, the AF may supply both source and destination IP addresses and port numbers within the FlowDesc element, if such information is available.
The AF may specify the ResPrio element at request level in the AF session establishment request in order to assign a priority to the AF session as well as specify the ResPrio element at the media component description level to assign a priority to the IP flow. The presence of the ResPrio in both levels does not constitute a conflict as they each represent different types of priority. Specifically the ResPrio at the AF session establishment request level provides the relative priority for a session while the ResPrio at the media component description level provides the relative priority for an IP flow within a session. If the ResPrio element is not specified the requested priority is DEFAULT (0) as specified in 3GPP TS 29.214 [4].

The AF may request notifications of specific IP-CAN session events through the usage of the SpecificAction element in the AF session establishment request command. 
The AF may include the RxqType element set to INITIAL_REQUEST as specified in 3GPP TS 29.214 [4].
The behaviour when the AF does not receive the AF session establishment response, or when it arrives after the internal timer waiting for it has expired, are outside the scope of this specification and based on operator policy.
*** 2nd Change ***

5.3
Application delivery layer

 The application delivery layer uses the HTTP.

The application delivery layer provides the following services:

-
setup of notification URLs

-
session establishment, modification, termination and gate related procedures by HTTP request/response dialogs

-
subscription to notifications

-
notification dialog by HTTP request/response messages

-
transport of the specific application communication included in the HTTP message body

The Rx application requires that the PC can notify the AF about traffic plane events. The AF normally acts as the HTTP client, but the requirement for notifications result in a reversal role of the client and server. Therefore, PC and AF act as HTTP client and HTTP server both. 


Editor's note: It is FFS how the AF gets the URL of PC.
If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF will send a HTTP request to the PC including all session information required. The AF assigns an AF session ID which is used to identify the AF session. The AF includes its own URL so that the PC can find the AF when PC reports traffic plane events corresponding to the AF session. The PC initiates an Rx Diameter session and keeps the mapping between the AF session ID and the Diameter session ID. The PC shall also keep the mapping between the Rx Diameter session ID and the URL.
Editor's note: AF session id needs to be defined.
If the AF modifies the AF session (i.e. initiates modification of session information), the AF will send a HTTP request including the AF session ID assigned in the AF session establishment procedure. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
If the AF terminates an AF session, the AF will send a HTTP request including the AF session ID. The PC sends a HTTP response to the AF and terminates the corresponding Rx Diameter session.

If the AF initializes a gate related procedure, the AF will send a HTTP request to the PC including all information required. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
If the AF subscribes to notifications of the status of the signalling transmission path, the AF will send a HTTP request to the PC including event information for the subscription. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
When the PC reports traffic plane events corresponding to the AF session, the PC sends a HTTP request to the AF using the notification URL. The request includes the AF session ID assigned by the AF. The AF uses the information for appropriate actions and sends a HTTP response to the PC.
Every HTTP message may contain the specific communication information required for this case (XML documents).

Annex A provides call flows for all procedures.
***3rd Change ***

B.1
XML elements and groups
  <xs:annotation>

    <xs:documentation>=============================</xs:documentation>

    <xs:documentation>Definition of Simple Elements</xs:documentation>

    <xs:documentation>=============================</xs:documentation>

  </xs:annotation>
  <xs:element name="SessionId" type="xs:string" />
<xs:element name="AFURL" type="xs:string" />
  <xs:element name="IPDomainId" type="xs:string" />

  <xs:element name="AFAppId" type="xs:string" />

  <xs:element name="FlowNum" type="xs:string" />

  <xs:element name="FlowDesc" type="xs:string" />

  <xs:element name="FlowStatus" type="xs:string" />

  <xs:element name="FlowUsage" type="xs:string" />

  <xs:element name="MaxBwUL" type="xs:unsignedInt" />

  <xs:element name="MaxBwDL" type="xs:unsignedInt" />

  <xs:element name="MinBwDL" type="xs:unsignedInt" />

  <xs:element name="MinBwUL" type="xs:unsignedInt" />
  <xs:element name="MediaType" type="xs:int" />

  <xs:element name="ResPrio" type="xs:int" />

  <xs:element name="RSBw" type="xs:string" />

  <xs:element name="RRBw" type="xs:string" />

  <xs:element name="SvcInfoStatus" type="xs:int" />

  <xs:element name="AFChargingId" type="xs:string" />

  <xs:element name="SpecificAction" type="xs:int" />

  <xs:element name="MCN" type="xs:unsignedInt" />

  <xs:element name="CodecData" type="xs:string" />

  <xs:element name="SubIdType" type="xs:int" />

  <xs:element name="SubIdVal" type="xs:string" />

  <xs:element name="FeatListId" type="xs:unsignedInt" />

  <xs:element name="FeatList" type="xs:unsignedInt" />

  <xs:element name="UEIP" type="xs:string" />

  <xs:element name="UEIPv6" type="xs:string" />

  <xs:element name="APN" type="xs:string" />

  <xs:element name="SvcURN" type="xs:string" />

  <xs:element name="SponsId" type="xs:string" />

  <xs:element name="ASPId" type="xs:string" />

  <xs:element name="CCTO" type="xs:unsignedInt" />

  <xs:element name="CCIO" type="xs:unsignedInt" />

  <xs:element name="CCOO" type="xs:unsignedInt" />

  <xs:element name="MPSId" type="xs:string" />

  <xs:element name="RxqType" type="xs:int" />

  <xs:element name="ReqAccInfo" type="xs:int" />

  <xs:element name="OrigStateId" type="xs:unsignedInt" />
  <xs:annotation>

    <xs:documentation>====================</xs:documentation>

    <xs:documentation>Definition of Groups</xs:documentation>

    <xs:documentation>====================</xs:documentation>

  </xs:annotation>

  <xs:group name="MCD">

    <xs:sequence>

      <xs:element minOccurs="0" ref="MCN" />

      <xs:element minOccurs="0" ref="AFAppId" />

      <xs:element minOccurs="0" ref="MediaType" />

      <xs:element minOccurs="0" ref="MaxBwDL" />

      <xs:element minOccurs="0" ref="MaxBwUL" />

      <xs:element minOccurs="0" ref="MinBwDL" />

      <xs:element minOccurs="0" ref="MinBwUL" />

      <xs:element minOccurs="0" ref="FlowStatus" />

      <xs:element minOccurs="0" ref="ResPrio" />

      <xs:element minOccurs="0" ref="RSBw" />

      <xs:element minOccurs="0" ref="RRBw" />

      <xs:element minOccurs="0" ref="CodecData" />

      <xs:element minOccurs="0" maxOccurs="unbounded" name="MSC">

        <xs:complexType>

          <xs:group ref="MSC" />

        </xs:complexType>

      </xs:element>

    </xs:sequence>

  </xs:group>

  <xs:group name="MSC">

    <xs:sequence>

      <xs:element minOccurs="0" ref="FlowNum" />

      <xs:element minOccurs="0" ref="FlowDesc" />

      <xs:element minOccurs="0" ref="FlowStatus" />

      <xs:element minOccurs="0" ref="FlowUsage" />

      <xs:element minOccurs="0" ref="MaxBwUL" />

      <xs:element minOccurs="0" ref="MaxBwDL" />

    </xs:sequence>

  </xs:group>

  <xs:group name="SubId">

    <xs:sequence>

      <xs:element minOccurs="0" ref="SubIdType" />

      <xs:element minOccurs="0" ref="SubIdVal" />

    </xs:sequence>

  </xs:group>

  <xs:group name="SuppFeatures">

    <xs:sequence>

      <xs:element minOccurs="0" ref="FeatListId" />

      <xs:element minOccurs="0" ref="FeatList" />

    </xs:sequence>

  </xs:group>

  <xs:group name="SpConnData">

    <xs:sequence>

      <xs:element minOccurs="0" ref="SponsId" />

      <xs:element minOccurs="0" ref="ASPId" />

      <xs:element minOccurs="0" maxOccurs="unbounded" name="GSU">

        <xs:complexType>

          <xs:group ref="GSU" />

        </xs:complexType>

      </xs:element>

      <xs:element minOccurs="0" maxOccurs="unbounded" name="USU">

        <xs:complexType>

          <xs:group ref="USU" />

    <xs:sequence>

      <xs:element minOccurs="0" ref="CCTO" />

      <xs:element minOccurs="0" ref="CCIO" />

      <xs:element minOccurs="0" ref="CCOO" />

    </xs:sequence>

  </xs:group>

  <xs:group name="UsedServiceUnit">

    <xs:sequence>

      <xs:element minOccurs="0" ref="CCTO" />

      <xs:element minOccurs="0" ref="CCIO" />

      <xs:element minOccurs="0" ref="CCOO" />

    </xs:sequence>

  </xs:group>
*** End of Changes ***
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