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change:

	In their LS C3-142209, SA3 stated:
SA3 would like to inform that for Rel-12 it has been decided that end-to-end security between two UEs or between UE and GCS AS, i.e. using application layer security, is assumed and that SA3 will not consider the use of MBMS security mechanisms in GCSE context. SA3 will only give requirements and solutions for the access via MB2 interface.

SA3 would like to ask CT3 to consider in their specification the following: in case CT3 believes that there is a need for any indication between GCS AS and BM-SC for the non-usage of MBMS security in the GCSE context, CT3 should decide on appropriate measures.
SA3 kindly asks CT3 to discuss the need for any indication between GCS AS and BM-SC for the non-usage of MBMS security in the GCSE context.
It is understood that SA3 may decide to use MBMS security in the coming releases

To decide upon this issue, an indicator that MBMS security is not used is proposed for discussion. In Rel-12, this indicator only serves for forward compatibility.

	
	

	Summary of 
change:                (

	Security indications, as suggested by SA3, are beeing added,
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if not agreed:
	Possible forward compatibility issues.
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	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
5.3.1
Activate MBMS Bearer Procedure

The Activate MBMS Bearer procedure may be used by the GCS AS to cause allocation of resources for MBMS bearer(s).

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including one MBMS‑Bearer‑Request AVP for each bearer that is to be activated. Within the MBMS‑Bearer‑Request AVP, the GCS AS shall include the MBMS‑StartStop‑Indication AVP set to "START", the MBMS‑Service‑Area AVP , the QoS‑Information AVP and the MBMS Security AVP, and the GCS AS may include the TMGI AVP and the MBMS‑Start‑Time AVP. The MBMS Security AVP shall indicate that MBMS security is not requested. The same GAR command may also contain other MBMS‑Bearer‑Request AVPs requesting the modification or deactivation of other MBMS bearers.

Upon reception of a GCS‑Action‑Request (GAR) command including the MBMS‑Bearer‑Request AVP with MBMS‑StartStop‑Indication AVP set to "START", the BM‑SC shall determine whether the GCS AS is authorized to use the TMGI. If so, the BM‑SC shall allocate MBMS resources to support content delivery of the MBMS bearer to the requested MBMS service area using the Session Start procedure defined in TS 23.246 [3]. If no TMGI AVP is included in the MBMS‑Bearer‑Request AVP, the BM‑SC shall allocate a new TMGI. The BM‑SC shall allocate a new Flow Identifier. 

The BM‑SC shall then send GCS‑Action‑Answer (GAA) command including an MBMS‑Bearer‑Response AVP. The BM-SC shall include an MBMS‑Bearer‑Response AVP for each MBMS‑Bearer‑Request AVP that was included in the GAR. The MBMS‑Bearer‑Response AVP shall be included in the same position in the GAA that the corresponding MBMS‑Bearer‑Request AVP had in the GAR. For a successful MBMS bearer activation, the MBMS‑Bearer‑Response AVP shall include the TMGI AVP, the MBMS-Flow-Identifier AVP, the MBMS‑Session‑Duration AVP, the BMSC‑Address AVP, the BMSC‑Port AVP, and the MBMS Security AVP. The MBMS Security AVP shall indicate that MBMS security is not applied.

NOTE:
In the present release, MBMS Securyity is not supported.
Editor´s Note: Encoding of the Service Description is ffs. The service description contains MBMS bearer related configuration information as defined in 3GPP TS 26.346 [5] (e.g. infoBindling element containing serviceArea and radiofrequency).

*** 2nd Change ***
6.4.1
General

Table 6.4.1‑1 describes the Diameter AVPs defined for the MB2‑C reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 6.4.1‑1: MB2‑C specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (Note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	BMSC‑Address
	
	6.4.2
	Address
	M,V
	P
	
	

	BMSC‑Port
	
	6.4.3
	Unsigned32
	M,V
	P
	
	

	MBMS‑Bearer‑Event
	
	6.4.4
	Unsigned32
	M,V
	P
	
	

	MBMS‑Bearer‑Event‑Notification
	
	6.4.5
	Grouped
	M,V
	P
	
	

	MBMS‑Bearer‑Request
	
	6.4.6
	Grouped
	M,V
	P
	
	

	MBMS‑Bearer‑Response
	
	6.4.7
	Grouped
	M,V
	P
	
	

	MBMS‑Bearer‑Result
	
	6.4.8
	Unsigned32
	M,V
	P
	
	

	MBMS‑Security
	xx
	6.4.x
	Unsigned32
	M,V
	P
	
	

	MBMS‑Start‑Time
	
	6.4.9
	Time
	M,V
	P
	
	

	TMGI‑Allocation‑Request
	
	6.4.10
	Grouped
	M,V
	P
	
	

	TMGI‑Allocation‑Response
	
	6.4.11
	Grouped
	M,V
	P
	
	

	TMGI‑Allocation‑Result
	
	6.4.12
	Unsigned32
	M,V
	P
	
	

	TMGI‑Deallocation‑Request
	
	6.4.13
	Grouped
	M,V
	P
	
	

	TMGI‑Deallocation‑Response
	
	6.4.14
	Grouped
	M,V
	P
	
	

	TMGI‑Deallocation‑Result
	
	6.4.15
	Unsigned32
	M,V
	P
	
	

	TMGI‑Expiry
	
	6.4.16
	Grouped
	M,V
	P
	
	

	TMGI‑Number
	
	6.4.17
	Unsigned32
	M,V
	P
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [13].


Editor´s Note: AVP Codes will be allocated once CT4 has assigned a range of AVP codes.

For all AVPs which contain bit masks and are of the type Unsigned32 or Unsigned64, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.

Every AVP of type Grouped is defined by means of the ABNF syntax in IETF RFC 2234 [10] and according to the rules in IETF RFC 3588 [13].
*** 3rd Change ***

6.4.6
MBMS‑Bearer‑Request AVP

The MBMS‑Bearer‑Request AVP (AVP code xxx) is of type Grouped. It is used by the GCS AS to request the activation, modification, or deactivation of an MBMS bearer.

The MBMS‑StartStop‑Indication AVP shall indicate if an activation, modification, or deactivation of an MBMS bearer is requested.

For the activation of an MBMS bearer, the TMGI AVP, the MBMS‑Flow‑Identifier AVP, and the MBMS‑Start‑Time AVP may be included, and the MBMS‑Service‑Area AVP, the QoS‑Information AVP, and the MBMS Security AVP shall be included. The MBMS Security AVP indicates wether MBMS security is requested.
For the modification of an MBMS bearer, the TMGI AVP, MBMS‑Flow‑Identifier AVP shall be included and the MBMS‑Service‑Area AVP and the QoS‑Information AVP may be included. However, at least one of the MBMS‑Service‑Area AVP and the QoS‑Information AVP shall be included. The QoS‑Information AVP shall only be used to modify the priority and preemption chracteristics, and shall otherwise indicate the same values thst were supplied when the activation of the MBMS bearer was requested.

For the deactivation of an MBMS bearer, the TMGI AVP and the MBMS‑Flow‑Identifier AVP shall be included.

AVP Format:

MBMS-Bearer-Request::=


 < AVP Header: xx >









 { MBMS-StartStop-Indication }









 [ TMGI]









 [ MBMS-Flow-Identifier ]









 [ QoS-Information ]









 [ MBMS-Service-Area ]









 [ MBMS-Start-Time ]









 [ MBMS‑Security ]








*[ AVP ]

*** 4th Change ***

6.4.7
MBMS‑Bearer‑Response AVP

The MBMS‑Bearer‑Response AVP (AVP code xxx) is of type Grouped. It is used by the BM‑SC to inform the GCS AS about the result of a MBMS bearer request.

For a successful MBMS bearer activation, the TMGI AVP, the MBMS-Flow-Identifier AVP, the MBMS‑Session‑Duration AVP, the BMSC‑Address AVP and BMSC‑Port AVP shall be included.

For a successful MBMS bearer modification or deactivation, the TMGI AVP and the MBMS-Flow-Identifier AVP shall be included. The MBMS Security AVP indicates wether MBMS security is applied.
For an unsuccessful MBMS bearer request, the MBMS-Bearer-Result AVP shall be included.

AVP Format:

MBMS-Bearer-Response::=


 < AVP Header: xx >









 [ TMGI]









 [ MBMS-Flow-Identifier ]









 [ MBMS-Session-Duration ]









 [ MBMS-Bearer-Result ]









 [ BMSC-Address ]









 [ BMSC-Port ]








 [ MBMS‑Security ]








*[ AVP ]

Editor´s Note: Service Description is ffs.

*** 4th Change ***

6.4.x
MBMS‑Security AVP

The MBMS‑Security AVP (AVP code xxx) is of type Unsigned32 and it shall integer values as defined table 6.4.x-1.

Table 6.4.x-1: MBMS-Security AVP

	Value
	Name
	Description

	0
	No MBMS Security
	No MBMS security is requested or applied

	1
	MBMS Securyity
	MBMS security is requested or applied.


NOTE:
In the present release, MBMS Securyity is not supported.
*** End of Changes ***
�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





