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1. Overall Description:

CT3 would like to thank SA2 for the LS C3-140167 on PCC with NAT in roaming scenarios.
SA2 has asked CT3 to determine a solution for PCC with NAT in roaming scenarios to ensure session binding. CT3 discussed proposals in the LS to use the Domain Identity and an PCEF Identity to assist the session binding in the H-PCRF between an AF in the home network and a user using a PCEF in the visited network for local breakout.
According to Clause 5.2 of TS 29.213, the Domain Identity can be used as input for the session binding: "If the Domain identity is used to assist association, the PCRF will determine that the UE has an IP-CAN session if the Domain identity received over the Rx interface matches the PCEF Identity received via the Gx interface, and the IP address (IPv4) received over the Rx interface matches the IPv4 address received via the Gx interface."

Note 2 describes the intended use case: "The IP-Domain-Id AVP is helpful in the following scenario: Within a PLMN, there are several separate IP address domains, with PCEF(s) that allocate IPv4 IP addresses out of the same private address range to UEs. The same IP address can thus be allocated to UEs served by PCEFs in different address domains. If one PCRF controls several PCEFs in different IP address domains, the UE IP address is thus not sufficient for the session binding.  An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between PCEFs and the AF. If a NAT is used, the AF obtains the IP address allocated to the UE via application level signalling and supplies it for the session binding as Framed-IP-Address to the PCRF. The AF supplies an IP-Domain-Id value denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets"-
Some assumptions in those procedures are unrealistic for roaming scenarios, where the AF is located in the home network and the NAT at the edge of the visited network:

· The AF derives the IP domain from the source address (allocated by the NAT) of incoming user plane packets. The AF would thus need knowledge of IP addresses of NATs and Names of IP domains in the visited network. In addition, no additional NATs (e.g. of transit networks or the border of the home network) can be located between visited network and home network.
· There is proprietary application level signalling towards the AF to transfer the IP address of the UE within the VPLMN.

As an additional enhancement, transferring the PCEF identity to the HPLMN via S9 was suggested. However, CT3 deemed that not suitable as the visited operators is unlikely to be willing to expose its PCEF´s identities, and the home operator is unlikely to have knowledge of such identities.
CT3 believes that there are no problems if the session binding for the roaming scenario is performed based on other subscriber identities than the IP address, according to the existing standards.
2. Actions:

To SA2 group.
ACTION: 
CT3 kindly asks SA2 to take the above information into account.
3. Date of Next CT3 Meetings:

CT3#76bis
31 Mar - 4 Apr 2014  
Dubrovnik, Croatia

CT3#77
19 - 23 May 2014      
Phoenix, US
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