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Proposed changes:
*** 1st Change ***
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

For the purposes of the present document, the following terms and definitions given in 3GPP TR 24.229 [4] apply:

Entry point: In the case that "border control concepts", as specified in 3GPP TS 23.228 [3], are to be applied in an IM CN subsystem, then these are to be provided by capabilities within the IBCF, and the IBCF acts as an entry point for this network (instead of the I-CSCF). In this case the IBCF and the I-CSCF can be co-located as a single physical node. If "border control concepts" are not applied, then the I-CSCF is considered as an entry point of a network. If the P-CSCF is in the home network, then the I-CSCF is considered as an entry point for this document.

Exit point: If operator preference requires the application of "border control concepts" as specified in 3GPP TS 23.228 [3], then these are to be provided by capabilities within the IBCF, and requests sent towards another network are routed via a local network exit point (IBCF), which will then forward the request to the other network (discovering the entry point if necessary).

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [3] subclauses 3.1, 4.3.3.1, 4.3.6, 4.6, 4.13, 5.2, 5.4.12.1 and 5.10 apply:

Border control concepts

Geo-local service number

Home local service number

Implicit registration set

Interconnection Border Control Function (IBCF)

Interrogating-CSCF (I-CSCF)

IMS Application Level Gateway (IMS-ALG)

IMS application reference

IMS Application Reference Identifier (IARI)

IMS communication service

IMS Communication Service Identifier (ICSI)

Local service number

IP-Connectivity Access Network (IP-CAN)

Policy and Charging Rule Function (PCRF)

Private user identity

Proxy-CSCF (P-CSCF)

Public Service Identity (PSI)

Public user identity

Serving-CSCF (S-CSCF)

Statically pre-configured PSI
For the purposes of the present document, the following terms and definitions given in IETF RFC 1594 [10] apply.

Fully-Qualified Domain Name (FQDN)

For the purposes of the present document, the following terms and definitions given in IETF RFC 3261 [9] apply (unless otherwise specified see clause 6).

Client

Dialog

Final response

Header

Header field

Loose routeing

Method

Option-tag 
Provisional response

Proxy, proxy server

Recursion

Redirect server

Registrar

Request

Response

Server

Session

(SIP) transaction

Stateful proxy

Stateless proxy

Status-code 
Tag 
Target Refresh Request
User agent client (UAC)

User agent server (UAS)

User agent (UA)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Breakout Gateway Control Function (BGCF)

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Location Retrieval Function (LRF)

Media Gateway Control Function (MGCF)

MSC Server enhanced for IMS centralized services

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

Subscription Locator Function (SLF) 



For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [12] subclause 3.1 apply: 
Filter criteria

Initial filter criteria

Initial request

Standalone transaction

Subsequent request
*** 2nd Change ***

4.3.1.3
Originating visited network with loopback routeing scenario
Within the loopback approach 4 traversal scenarios are existing which are shown in Table 4.3.1.2-1.

Table 4.3.1.3-1 Traversal scenarios for "Originating visited network with loopback routeing scenario"
	traversal scenario
	Type of IOI

	Originating visited network – Originating home network
	Type 1

	Originating home network – Terminating home network
	Type 2

	Originating visited network – Terminating home network
	Type 2

	Terminating home network – Terminating visited network
	Type 1


For roaming with loopback the "Originating visited network with loopback  routing scenario" introduces the case where the SIP signalling and media is routed from the originating visited network to the destination and where the SIP signalling is first routed to the originating home network for service execution and then back to the originating visited network to allow the originating visited network to route both sip signalling and media to the destination.

The complete sequence of IOI exchanges for the IMS roaming scenario with originating visited network routing option is depicted in Figure 4.2.1.3-1
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Figure 4.2.1.3-1 IOI exchange for IMS roaming with originating visited network with loopback routing

In order to meet the requirements of 3GPP TS 24.229 [4] there needs to be an IOI exchange including originating IOI, transit IOIs, and terminating IOI there are four signalling paths crossing network boundaries.

*** 3rd Change ***

5.2.1.1
Registration via IC SIP proxys

The registration procedure between the visited network and the home network uses an IC network which provides SIP proxy nodes to relay SIP traffic between these networks. 

For the registration the UE addresses an FQDN in the home network domain which reflects the registrar (i.e. the S-CSCF of the home network). With this FQDN the IBCF acting as an exit point in the visited network chooses an IC Provider and routes to a SIP proxy of the selected provider.

I.e. the SIP layer signalling is served by the IC Provider’s SIP proxy. The SIP proxy decides on the next proxy towards the home network and routes to the next proxy respective to the IBCF acting as an entry point in the home network, if no further proxy is required.

NOTE: The call flows just show scenarios with a single IC network and a single SIP proxy.
Message Flow:
Editor's Note: This call flow is in a preliminary version available and needs extensive review.

The user A at UE-A is roaming into a visited network vA. The user A is a subscriber of operator hA.
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Figure 5.2.1.1-1: Message flow for Registration IC SIP proxy-
Call Flow Details:
1.
REGISTER request (UE-A to P-CSCF-vA1) - see example in table 5.2.1.1-1.

The user A at UE-A initiates registration. The UE-A sends an initial REGISTER request to the P-CSCF-A according to 3GPP TS 24.229 [4].

Table 5.2.1.1-1: REGISTER request (UE-A to P-CSCF-vA1)

REGISTER sip: ims.mnc015.mcc234.3gppnetwork.org SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’

From: <sip:userA_public1@homeA.net>;tag=4fa3

To: <sip:userA_public1@homeA.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>; reg-id=1; +sip.instance="< urn:gsma:imei:90420156-025763-0 >";expires=600000
CSeq: 1 REGISTER

Supported: path

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Request-URI:
The Request-URI sip:ims.mnc015.mcc234.3gppnetwork.org (the URI that follows the method name, "REGISTER", in the first line) indicates the destination domain of this REGISTER request which is the home network. 
An example of such an URI with an IMSI of 234150999999999 in use (first 3 digits interprets the MNC and the 2 or 3 following digits the MCC the other 10 Digits are the IMSI) is ims.mnc015.mcc234.3gppnetwork.org. 
The rules for routing a SIP request describe how to use DNS to resolve this domain name ("registrar.homeA1.net") into an address or entry point into the home operator's network. 
This information is stored in the USIM. 

Editor's Note: In case of ISIM the temporary IMPU is taken from the ISIM. This needs to be added with an example to the Request-URI bullet.

2.
REGISTER request (P-CSCF-vA1 to IBCF-vA1) - see example in table 5.2.1.1-2.


When the P-CSCF-vA1 receives the initial REGISTER request and, since the user A is a roaming user, the P-CSCF-adds the P-Visited-Network-ID header with the contents of the identifier of the P-CSCF network. This may be the visited network domain name or any other identifier that identifies the visited network at the home network.

The P-CSCF-vA1 needs to be in the path for all terminating requests for this user. To ensure this, the P-CSCF-vA1 adds itself to the Path header field for future requests.


The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the exit IBCF towards the home IMS network hA of the user A and sends the RGISTER request according to 3GPP TS 24.229 [4] to IBCF-vA1.
Table 5.2.1.1-2: REGISTER request (P-CSCF-vA1 to IBCF-vA1)

REGISTER sip:ims.mnc015.mcc234.3gppnetwork.org SIP/2.0
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’
From:

Po:

Contact:

Path:
 <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr>

Route: <sip:reg@ibcf-vA1.visited-A.net;lr>
Route: <sip:reg@ibcf-hA1.visited-A.net;lr> or <sip:reg@i-cscf-vA1.visited-A.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a"
Via: SIP/2.0/UDP <visit-xyz@pcscf-A.visited-A.net:5060;branch=z9hG4bKnas56565>, 

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

P-Access-Network-Info: 

...

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Route:
IBCF-vA1 URI for originating requests (as either configured in P-CSCF or based on the user's URI, the P-CSCF determines that UE is registering from a visiting domain and performs either DNS queries as specified in RFC 3263 [13] or by provisioned data to locate the I-CSCF (for non topology hiding use cases) or the entry point of the home network. The look up in the DNS is based on the domain name specified in the Request-URI.).
Based on operator policy for topology hiding the address of the IBCF-hA1 could be used in instead of the I-CSCF-hA1 to provide topology hiding.
Thus the content of the Route header field addressing the home network could be e.G. <sip:reg@ibcf-hA1.visited-A.net;lr> or <sip:reg@i-cscf-vA1.visited-A.net;lr>
P-Charging-Vector:
The P-CSCF-vA1 provides an icid value and adds an type 1 orig-ioi with the ioi value indicating the visited network.
Path: 
This is the address of the P-CSCF and is included to inform the S-CSCF where to route terminating requests.

Require:
This header is included to ensure that the recipient correctly handles the Path header. If the recipient does not support the Path header, a response will be received with a status code of 420 and an Unsupported header indicating "path". Such a response indicates a wrong configuration of the routing tables and the request has been routed outside the IM CN subsystem.

Via: 
Based on topology hiding of functionality the IBCF-vA1 will forward the via headers. either only the exit point of the visited network (i.e. IBCF-vA1) or the whole content of already collected via entries.

3.
REGISTER request (IBCF-vA1 to IC-A1) - see example in table 5.2.1.1-3.

The IBCF-vA1 receives the initial REGISTER request and analyses the request line and forwards registration to preferred VoIP IC Provider (IC-A1). The IBCF-vA1 adds a Route header field with the address of the VoIP IC Provider. Based on SLA this either maybe the domain name or an explicit entity.
Since the user A is a roaming user, the IBCF-vA1 adds its own address to the Path header field.

In case the IBCF-vA1 provides topology hiding the path will only conclude out of the entry point of the visited network.

Table 5.2.1.1-3: REGISTER request (IBCF-vA1 to IC-A1)

REGISTER sip:ims.mnc015.mcc234.3gppnetwork.org SIP/2.0
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’
From:

Po:

Contact:

Path:
 <sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr>

Route: <sip:reg@ic-A1.interconnection.net;lr>
Route: <sip:reg@ibcf-hA1.visited-A.net;lr> or <sip:reg@i-cscf-vA1.visited-A.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a"

Via: SIP/2.0/UDP <reg@ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <visit-xyz@pcscf-A.visited-A.net:5060;branch=z9hG4bKnas56565>, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
P-Access-Network-Info: 

...

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Route:
The content of the topmost Route header field is depended on the SLA between the visited network and the IC network operator. 

Path: 
The address of the IC-A1 will be added or nothing. This is based on SLA between IC partners and roaming partners. 

Via: 
Via header field can be added, but it is the task of the IBCF-hA1 if this via will be sent towards the home network or it will be ignored. Normally for registration purposes the path should be kept.

4.
REGISTER request (IC-A1 to IBCF-hA1) - see example in table 5.2.1.1-4.

The IC-A1 receives the initial REGISTER request and analyses the request line and forwards registration to the IBCF-hA1 of the home network of user A. The routing could either apply via DSN or any other routeing mechanism. The IC-A1 adds a Route header field with the address of the IBCF-hA1. Based on SLA this either maybe the domain name or an explicit entity (e.g. incoming IBCF).
The IC-A1 adds its own address to the Path header field.

Another possibility is that the IC-A1 does not add any entry to the path or via header field.

This is based on bilateral agreement. In case where the transit network is only used based on least cost routeing.

Table 5.2.1.1-4: REGISTER request (IC-A1 to IBCF-hA1)

REGISTER sip:ims.mnc015.mcc234.3gppnetwork.org SIP/2.0
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’
From:

Po:

Contact:

Path:
 <sip:proxy-abc@ic-vA1.interconnection-A.net:5070;lr>,<sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-A.visited-A.net:5070;lr>

Route: <sip:reg@ibcf-hA1.hplmn-A1.net;lr> or <sip:reg@i-cscf-vA1.visited-A.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a";transit-ioi="IC-A"
Via: SIP/2.0/UDP <reg@ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
P-Access-Network-Info: 

...

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
5.
REGISTER request (IBCF-hA1 to I-CSCF-hA1) - see example in table 5.2.1.1-5.

The IBCF-hA1 receives the initial REGISTER request and analyses the request line and forwards registration to the I-CSCF. The IBCF-hA1 adds a Route header field with the address of the I-CSCF of the home network of user A. for performance reasons this I-CSCF could be used only for registration traffic for roaming user which is due to local policy of the home network operator.
The IBCF-hA1 adds its own address to the Path header field.

Table 5.2.1.1-5: REGISTER request (IBCF-hA1 to I-CSCF-hA1)

REGISTER sip:ims.mnc015.mcc234.3gppnetwork.org SIP/2.0
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’
From:

Po:

Contact:

Path:
 <sip:home-abc@ibcf-hA.net:5070;lr>,<sip:proxy-abc@ic-vA1.visited-A.net:5070;lr>,<sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-A.visited-A.net:5070;lr>

Route: <sip:reg@i-cscf-hA1.hplmn-A1.net;lr> or <sip:reg@i-cscf-vA1.visited-A.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a";transit-ioi="IC-A"
Via: SIP/2.0/UDP <reg@ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <reg@ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP reg@ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

P-Access-Network-Info: 

...

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
6.
REGISTER request (I-CSCF-hA1 to S-CSCF-hA1) - see example in table 5.2.1.1-6.

The I-CSCF-hA1 receives the initial REGISTER request and makes a request for information related to the Subscriber registration status by sending the private user identity, public user identity and visited domain name to the HSS. The HSS returns the S-CSCF required capabilities and the I-CSCF uses this information to select a suitable S-CSCF. The S-CSCF will be put into the Route header field.

Due to the fact that the I-CSCF only identify the home S-CSCF which is responsible for the roaming user A. The I-CSCF is not needed for future requests to be kept in the path. Thus this entry is not needed within the Path header field.

But for the response to the REGISTER message the I-CSCF has to be added in the via header field.

No entry for the Path header field will be added.

Table 5.2.1.1-6: REGISTER request (I-CSCF-hA1 to S-CSCF-hA1)

REGISTER sip:ims.mnc015.mcc234.3gppnetwork.org SIP/2.0
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’
From:

Po:

Contact:

Path:
 <sip:home-abc@ibcf-hA1.visited-A.net:5070;lr>,<sip:proxy-abc@ic-vA1.visited-A.net:5070;lr>,<sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-A.visited-A.net:5070;lr>

Route: <sip:reg@s-cscf-hA1.hplmn-A1.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a"

Via: SIP/2.0/UDP <reg@i-cscf-hA1.home-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
...

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
7.
401 Unauthorized response (S-CSCF-hA1 to I-CSCF-hA1) - see example in table 5.2.1.1-7.

As the REGISTER request arrived without integrity protection to the P-CSCF, the S-CSCF shall challenge it. For this, the S-CSCF requires at least one authentication vector to be used in the challenge to the user. If a valid AV is not available, then the S-CSCF requests at least one AV from the HSS.
Editor's Note: Here was text pointing to 3GPP TS 33.203 for detailed description of the authentication vector. Needs to be considered if this hint is needed in this TR. 
Table 5.2.1.1-7: 401 Unauthorized response (S-CSCF-hA1 to I-CSCF-hA1)

SIP/2.0 401 Unauthorized

Via: SIP/2.0/UDP <reg@i-cscf-hA1.home-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
From: 

To: <sip:userA_public1@homeA.net>;tag=5ef4

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
8.-12.
401 Unauthorized response (I-CSCF-hA1 to UA-A).
Normal response routing procedure as described within 3GPP TS 24.229 [4] apply. No specific roaming procedures apply.
13.-17. 
REGISTER request (UE-A to I-CSCF-hA1).
The authentication challenge response is calculated by the UE and put into the Authorization field and sent back to the registrar in the REGISTER request. Procedures are described within 3GPP TS 24.229 [4]. 
UE registers a second time with authentication response
The Path header field will be set as described within steps 1.-5. of this call flow.
18.
REGISTER request (I-CSCF-hA1 to S-CSCF-hA1) - see example in table 5.2.1.1-6.

I-CSCF queries IMS-HSS (LIR/LIA) as described within 3GPP TS 29.228 [14] and routes to the previously assigned S-CSCF. It is the same procedure as described within steps 6. of this call flow.

The Route header field will be set as described within steps 6. of this call flow.
The Path header field will be set as described within steps 6. of this call flow.
19.-24.

200 OK response (S-CSCF-hA1 to UA-A).
S-CSCF confirms the registration as described withn 3GPP TS 24.229 [4]. There are no roaming specific procedures that apply in addition

SIP/2.0 200 OK

Via: SIP/2.0/UDP <reg@i-cscf-hA1.home-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <reg@ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>, SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From: 

Service-Route-Header: reg@i-cscf-hA1.home-A.net or ibcf-hA1.home-A.net
To: <sip:userA_public1@homeA.net>;tag=5ef4

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-a"; term-ioi="home-a"
Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Path:
List of received Path header field will be included. (IBCF-hA1, IC-vA1, IBCF-vA1, P-CSCF-vA1)
P-Associated-URI:
Containing the list of the registered distinct public user identity and its associated set of implicitly registered distinct public user identities. The first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default public user identity to be used by the S-CSCF.
Service-Route:
Contains the SIP URI identifying the S-CSCF (S-CSCF-hA1) containing an indication that subsequent requests routed via this service route (i.e. from the P-CSCF to the S-CSCF) was sent by the UE using either the contact address of the UE. In case network topology hiding is required a SIP URI identifying an IBCF (IBCF-hA1) as the topmost entry.
P-Charging-Vector:_
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the REGISTER request and a type 1 "term-ioi" header field parameter. The S-CSCF shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter
The"icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request. 
The other header used within the 200OK are included due to normal IMS procedures as described within 3GPP TS 24.229 [4].

*** 4th Change ***

5.3.2
Originating roaming to home network without loopback
Editor's Note: This call flow is in a preliminary version available and needs extensive review.
In this scenario the originating home network decides to route the media directly to the terminating home network. OMR is not executed.

Preconditions:

UE-A is registered in the visited network and home network.

Called user is located in another network either PSTN or Interconnection. 
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Figure 5.3.2‑1: MOC without loopback
NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.
The steps of the flow are as follows:

1.
INVITE request (UE-A to P-CSCF-vA1) - see example in table A.5.3.2-1.

The user A at UE-A initiates a call. The UE-A sends an initial INVITE request to the P-CSCF-A according to 3GPP TS 24.229 [4].

Table A.5.3.2-1: INVITE request (UE-A to P-CSCF-vA1)

INVITE SIP: tel:+4687197378; SIP/2.0 

From: <sip:userA_public1@home-hA.net>;tag=4fa3

Route: sip:<pcscf-vA1.visited-A.net;lr>; <sip:scscf-hA1.hplmn-hA.net;lr>
P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

Other SIP headers and SDP according to 3GPP TS 24.229 [4]

Route:

The UA builds a proper preloaded Route header field value for all new dialogs and standalone transactions containing the IP address or the FQDN learnt through the P-CSCF discovery procedures and P-CSCF port based on the security mechanism in use.In addition the values received in the Service-Route header field saved from the 200 (OK) response to the last registration or re-registration of the public user identity with associated contact address. The content of the received Service-Route header filed is due to operator policy. In our case only the S-CSCF-hA1 will be included.

2.
INVITE request (P-CSCF-vA1 to IBCF-vA1) - see example in table A.5.3.2-2.


When the P-CSCF-vA1 receives the initial INVITE request and, since the user A is a roaming user, based on local policy and roaming agreement the P-CSCF-adds the Feature-Caps header field with the g.3gpp.trf with the address to the TRF; and


The P-CSCF-A selects an IBCF (IBCF-vA1) to be the exit IBCF towards the home IMS network hA1 of the user A and sends the INVITE request according to 3GPP TS 24.229 [4] to IBCF-v1A.


The received Route header list within the INVITE will be verified with the Route header field list constructed form the Service-Route header fields received during the last registration procedure.

Table A.5.3.2-2: INVITE request (P-CSCF-A to IBCF-vA1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-hA1.hplmn-hA.net;lr>
Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=="visited-A.net"

Other SIP headers and SDP according to 3GPP TS 24.229 [4]and

additional SDP settings due to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [x]
3.
INVITE request (IBCF-vA1 to IC-A1) - see example in table A.5.3.2-3.


When the IBCF-vA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-vA1 updates the SDP as described within TS 29.079 [x]. 

The IBCF-vA1 selects based on local policy to route the INVITE request via IC-A1 network and sends the INVITE request according to 3GPP TS 24.229 [4] to the IC-A1.

Table A.5.3.2-3: INVITE request (IBCF-1 to IC-A1)

INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-hA1.hplmn-hA.net;lr>
Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=="visited-A.net"

Other SIP headers according to 3GPP TS 24.229 [4]and 

additional SDP settings due to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [x]
4.
INVITE request (IC-A1 to IBCF-hA1) - see example in table A.5.3.2-4.


When the IC-A1 receives the initial INVITE request and since the IC-A1 according to local policy allows itself to be bypassed by media then the IC-A1 updates the SDP as described within TS 29.079 [x].


The IC-A1 selects an entry point (IBCF-hA1) of the home IMS network hA and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-2.

The IC-A1 may add an route header field entry pointing to the entry point of home network hA. This is shown in example in table A.5.3.2-4.

If IC-A1 is compliant to 3GPP IMS then a transit ioi value may be added within the P-Charging vector header field as shown in example in table A.5.3.2-4. 

Table A.5.3.2-4: INVITE request (IC-A1 to IBCF-hA1)

INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:ibcf-hA1.hplmn-hA.net;lr>; <sip:scscf-hA1.hplmn-hA.net;lr>
Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-A.net";transit-ioi="IC.operatorA1"

Other SIP headers according to 3GPP TS 24.229 [4] and 

additional SDP settings due to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [x]
5.
INVITE request (IBCF-hA1 to S-CSCF-hA1) - see example in table A.5.3.2-5.


When the IBCF-hA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-hA1 updates the SDP as described within TS 29.079 [x].

The IBCF-hA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the S-CSCF-hA.

Table A.5.3.2-5: INVITE request (IBCF-hA1 to S-CSCF-hA1)

INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-h1A.hplmn-hA.net;lr>
Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="visited-A.net";transit-ioi="IC.operatorA1

Other SIP headers according to 3GPP TS 24.229 [4] and 

additional SDP settings due to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [x]
6.
INVITE request (S-CSCF-hA1).
· 
S-CSCF apply first filter criteria no specific procedures due to roaming. In case wher AS needs the involvement of media functions is described in Subclaise 5.x
7.
INVITE request (S-CSCF-hA1 to AS-hA1) - see example in table A.5.3.2-6.


When the S-CSCF receives the initial INVITE request the S-CSCF decides according to local policy that loopback routeing shall be used. 

The S-CSCF-hA1 includes a Feature-Caps header field with the "+g.3gpp.home-visited" header field parameter according to RFC 6809 [y] with the "+g.3gpp.home-visited" header field parameter set to the identifier of the visited network received in the P-Visited-Network-ID header field in the original registration request.
The S-CSCF-hA1 replaces the received orig-ioi parameter value in the P-Charging-Vector header field with the orig-ioiType 3 value Ha.operator-hA.net identifying the home IMS network-hA. 
Identify based on the user profile of user A if services apply. In case an AS has to be addressed a Route header pointing to the AS and back to the S-CSCF 

Editor's Note: The behaviour of the transit-ioi value is currently discussed and needs further consideration how the S-CSCF to AS correlation is describes.
Table A.5.3.2-6: INVITE request (S-CSCF-hA1 to AS-hA1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:AS-hA1.hplmn-hA.net;lr>; <sip: orig@scscf-hA1.hplmn-hA.net;lr>
Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-hA.net"; transit-ioi="???"

Other SIP headers according to 3GPP TS 24.229 [4] and 

additional SDP settings due to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [x]
8.
INVITE request (AS-hA1 to S-CSCF-hA1) - see example in table A.5.3.2-7.


AS applies service. AS removes first route header field entry.

The AS shall remove the "orig-ioi" header field parameter from the forwarded request and insert a type 3 "orig-ioi" header field parameter. The AS shall set the type 3 "orig-ioi" header field parameter to a value that identifies the service provider from which the request is sent. Which in our case is the same as the home network operator.

All other header are set due to procedures described within 3GPP TS 24.229 [4] 

Editor's Note: The behaviour of the transit-ioi value is currently discussed and needs further consideration how the S-CSCF to AS correlation is describes.
Table A.5.3.2-6: INVITE request (AS-hA1 to S-CSCF-hA1) 
INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:reg;orig@scscf-hA1.hplmn-hA.net;lr>

Record-Route: <sip:as-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-hA.net"; transit-ioi="???"
Via: SIP/2.0/UDP <AS-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7

Other SIP headers according to 3GPP TS 24.229 [4] and 

additional SDP settings due to 3GPP TS 24.229 [4] and 3GPP TS 29.079 [x]

9.
INVITE request (S-CSCF-hA1 to BGCF-hA1) - see example in table A.5.3.2-9.


When the S-CSCF receives the initial INVITE request back from the AS and no further services apply then the S-CSCF decides according to local policy if loopback routeing shall be used. In this use case loopback will not apply then delete the Feature-Caps:+g.3gpp.trf="<sip:trf1.visitedA.net>".


In case the domain of the called user is not the same home domain as from the calling user then the S-CSCF-hA1 has to identify the home network of the called user via ENUM/DNS as provided by local policy of the operator. 


In case the ENUM/DNS request fails the call will be forwarded to the BGCF or if number portability applies and a rn parameter must be set up the call will be also forwarded to the BGCF. In case the FQDN needs to be addressed to a certain IBCF or MGCF the call will be forwarded to the BGCF.
The S-CSCF-hA1 replaces the received orig-ioi parameter value in the P-Charging-Vector header field with the orig-ioiType 2 value Ha.operator-hA.net identifying the home IMS network-hA. 
In case a transit-ioi value is existing within the P-Charging-Vector header field then the values has to be deleted.

Table A.5.3.2-9: INVITE request (AS-hA1 to IBCF-hA1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:bgcf-hA.hplmn-hA.net;lr>
Record-Route: <sip:scscf-hA1.net:5070;lr>;<sip:as-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-hA.net"; 

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <AS-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7

Other SIP headers according to 3GPP TS 24.229 [4] and 

additional SDP settings due to 3GPP TS 24.229 [4] 
10-17.
183 (Session Progress) response (IBCF-hA2 to UA-A) - see example in table A.5.3.2-10.


When the BGCF-hA1/I-CSCF-hA2 receives the 183 (Session Progress) response the BGCF-hA1/I-CSCF-hA2 sends the 183 (Session Progress) response according to 3GPP TS 24.229 [4] towards the UA-A via the S-CSCF, AS, IBCF, IC, IBCF, P-CSCF Path as described within 3GPP TS 24.229 [4]. 
Table A.5.3.2-10: SIP 183 (Session Progress) response (BGCF-hA1/I-CSCF-hA2 to UA-A)
SIP/2.0 183 Session Progress
Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <AS-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf-hA1.net:5070;lr>;<sip:as-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

P-Charging-Vector: P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi="home-hA.net"; transit-ioi="any-IC-network"; term-ioi="home-hB"

P-Charging-Vector : 
The settings of the ioi values are important. tor term-ioi includes a type-2 ioi which identifies the home network of the terminating user. The transit-ioi includes one or more values describing the transit networks passed. The orig-ioi will be set to a type-2 ioi describing the home network of originating user.

*** 5th Change ***

5.4
Originating roaming with loopback

This subclause describes routeing from originating visited network to originating home network and loopback routeing from originating home network to originating visited network including the traversal of transit network between the visited and the originating home network.

This use case shows the loopback procedure. Nevertheless signalling is prepared to skip the loop and route directly to terminating home network on demand of the originating home network (loopback capability and OMR is offered as an option which might be skipped by the originating home network, see use case provided by sub section 5.3.

Preconditions in this example:

-
The user A is registered to the Home IMS network H via the visited operator vA network and the IC network A; The IC network does not store any registration information.

-
P-CSCF-vA1 and S-CSCF-hA1 supports loopback routeing;

-
IBCF-vA1, IBCF-hA1 and IC-A1 supports OMR and all networks supports loopback routeing;

-
no B2BUA manipulating SDP is connected in the home operator hA network.
-
SDP behaviour for loopback including OMR is described within3GPP TS 29.079 [5].
Editor's Note: Only INVITE are shown. further consideration for the following responses is needed

Call Flow 

Editors Note: This call flow is in a preliminary version available and needs extensive review.
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Figure 5.4-1: MOC with loopback and media home routing
1.
INVITE request (UE-A to P-CSCF-A) - see example in table A.5.4-1.

The user A at UE-A initiates a call. The UE-A sends an initial INVITE request to the P-CSCF-vA1 according to 3GPP TS 24.229 [4].
The route header is set due to the content of the received Service Route header field during registration.
Table A.5.4-1: INVITE request (UE-A to P-CSCF-A)

INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:pcscf-vA1.visitedA.net;lr>; 

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11’

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From: <sip:userA_public1@homeA.net>;tag=4fa3

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].

2.
INVITE request (P-CSCF-vA1 to IBCF-vA1) - see example in table A.5.4-2.


When the P-CSCF-vA1 receives the initial INVITE request and, since the user A is a roaming user, the P-CSCF-adds the Feature-Caps header field with the g.3gpp.trf with the address to the TRF; and
verify that the resulting list of Route header fields matches the list of URIs received in the Service-Route header field (during the last successful registration or re-registration). This verification is done on a per URI basis, not as a whole string. 

The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the exit IBCF towards the home IMS network A. The URI of the selected IBCF is added to the topmost Route header field of the user A and sends the INVITE request according to 3GPP TS 24.229 [4] to IBCF-vA1.
NOTE:
It is implementation dependent as to how the P-CSCF obtains the address of the IBCF exit point.
Table A.5.4-2: INVITE request (P-CSCF-vA1 to IBCF-vA1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-hA1.operator-hA.net;lr>

Record-Route: <sip:pcscf-vA1.visited-A.net;lr>
Route: <sip:ibcf-hA1.visited-A.net;lr> or <sip:s-cscf-vA1.visited-A.net;lr>
Feature-Caps:+g.3gpp.trf="<sip:trf1.visited-vA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector:icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Va.operator-vA.net"

Via: SIP/2.0/UDP <visit-xyz@pcscf-A1.visited-A.net:5060;branch=z9hG4bKnas56565>, 

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
3.
INVITE request (IBCF-vA1to IC-A1) - see example in table A.5.4-3.


When the IBCF-vA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-vA1 updates the SDP as described within 3GPP TS 29.079 [5]:


The IBCF-vA1selects to route the INVITE request via an IC network and sends the INVITE request according to 3GPP TS 24.229 [4] to the IC-A1.
In case of network topology hiding the IBCF-vA1 will only forward the address of the network exit/entry point within the Record route and Via header field. This decision id due to SLA.

If IBCF processes a request without a pre-defined route (e.g. the subscription to reg event package originated by the P-CSCF), the next-hop address can be either obtained as specified in RFC 3263 [27A] or be provisioned in the IBCF. 
Table A.5.4-3: INVITE request (IBCF-vA1 to IC-A1)

INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-hA1.operator-hA.net;lr>

Record-Route: <sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:+g.3gpp.trf="<sip:trf1.visited-vA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector:icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Va.operator-vA.net"

Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-A.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Max-Forwards: 68

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Record-Route: 
Based on topology hiding (i.e. network/operator policy) of functionality the IBCF-vA1 will forward the Record-Route header fields either only the exit point of the visited network (i.e. IBCF-vA1) or the whole content of already collected entries.

Via: 
Based on topology hiding (i.e. network/operator policy) of functionality the IBCF-vA1 will forward the via header fields either only with the exit point of the visited network (i.e. IBCF-vA1) or the whole content of already collected via entries.

4.
INVITE request (IC-A1 to IBCF-hA1) - see example in table A.5.4-4.


When the IC-A1 receives the initial INVITE request and since the IC-A1 according to local policy allows itself to be bypassed by media then the IC-A1 updates the SDP as described within 3GPP TS 29.079 [5]:


The IC-A1 selects an entry IBCF-hA1 of the home IMS network A and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-hA1.

If IC-A1 is IMS aware it will add a transit-ioi value (i.e. transit-ioi="IC-A") to the P-Charging-Vector header field.

Table A.5.4-4: INVITE request (IC-A1 to IBCF-hA1)

INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-hA1.operator-hA.net;lr>

Record-Route: <sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:+g.3gpp.trf="<sip:trf1.visited-vA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Va.operator-vA.net";transit-ioi="IC-A"

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Record-Route: 
Based on Interconnection operator SLA the IC-A1 adds an entry to the Record Route header or not. If the IC-A1 is a B2BUA then it will held states and does som NAT (signalling based this does not mean that media has to run via this IC-A1) in such cases all request and responses have to be routed via this IC-A1.

Via: 
Based on topology hiding (i.e. network/operator policy) of functionality the IBCF-vA1 will forward the via headers. either only the exit point of the visited network (i.e. IBCF-vA1) or the whole content of already collected via entries.

Editors Note: Improvement needed what IC-A1 is allowed to do and what is based on SLA.
5.
INVITE request (IBCF-hA1 to S-CSCF-hA1) - see example in table A.5.4-5.


When the IBCF-hA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-hA1 updates the SDP as described within 3GPP TS 29.079 [5]:


The IBCF-hA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the S-CSCF.

Table A.5.4-5: INVITE request (IBCF-hA1 to S-CSCF-hA1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route: <sip:scscf-hA1.operator-hA.net;lr>

Record-Route: <sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:+g.3gpp.trf ="<sip:trf1.visited-vA.net>"

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Va.operator-vA.net";transit-ioi="IC-A"

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
6.
INVITE request (S-CSCF-hA1) .

The S-CSCF proceeds due to 3GPP TS 24.229 [4]. based on the profile of user A the AS-hA1 will be included or not. Such As will process normally the subscribed services of user A.

7.-8.
INVITE request (S-CSCF-hA1 to AS-hA1).
· 
The AS will apply services of the originating user. 
Editor's Note: Due to service behaviour the AS could also be a server of a third party service provider. Further consideration of AS scenarios is needed

P-Charging-Vector:_
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the INVITE request is a type-1 ioi. The S-CSCF shall set the type 3 "orig-ioi" header field parameter to a value that identifies the sending network (i.e. home network A). The AS has to set itself a type-3 ioi if the AS is located within another domain (i.e. 3rd Party Service Provider). If more than one AS is within the Path the orig-ioi values could change based on the relation between S-CSCF-hA1 and the related AS.

Record-Route:
This entries to this header needs to be added based on the related dip's to the AS. The AS could behave as B2BUA in such case the AS could store the entries and setup an new Record-Route only with the AS as an entry.
9.
INVITE request (S-CSCF-hA1 to IBCF-hA1) - see example in table A.5.4-6.


When the S-CSCF receives the initial INVITE request and decides according to local policy that loopback routeing shall be used. 

The S-CSCF includes the TRF URI included in the g.3gpp.trf in the Route header field;


A Feature-Caps header field with the feature tag +g.3gpp.loopback to indicate that loopback routeing is ongoing and optionally also the name of the home network.

The orig-ioi within the P-Charging-Vector header field will be replaced by a type-2 ioi which reflects the home network of user A (Ha.operator-hA1.net). A transit-ioi for the path P-CSCF-vA1 to S-CSCF-hA1 will not be maintained after this point.
NOTE:
Number normalization and ENUM translation is deferred to the visited network.


The INVITE request is sent according to 3GPP TS 24.229 [4] to the IBCF-hA1

Table A.5.4-9: INVITE request (S-CSCF-hA1 to IBCF-hA1)

INVITE SIP: tel:+4687197378; SIP/2.0

Route:<sip:trf1.visited-vA.net;lr>

Record-Route: <sip:scscf-hA1.net:5070;lr>;<sip:as-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>
Feature-Caps:+g.3gpp.loopback = "homenetwork_A"
P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";ori orig-ioi="Ha.operator-hA1.net"

in

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <AS-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <visit-xyz@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
P-Charging-Vector:_
The P-Charging Vector header field containing the "orig-ioi" header field parameter, if received in the INVITE request is a type-3 ioi. The S-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network (i.e. home network A). 
Thus the orig-ioi value is now different compared with the received INVITE at the IBCF-hA1 from the visited network.

10.
INVITE request (IBCF-hA1 to IC-A1) - see example in table A.5.4-10.


When the IBCF-hA1 receives the initial INVITE request containing the "+g.3gpp.loopback" header field parameter in a Feature-Caps header field, the IBCF-hA1 updates the SDP as defined within 3GPP TS 29.079 [5].

The IBCF-hA1 selects to route the INVITE request via an IC network and sends the INVITE request according to 3GPP TS 24.229 [4] to the IC-A1. (from theory it could be also another IC but that is due to SLA and operator policy)
Table A.5.4-10: INVITE request (IBCF-hA1 to IC-A1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route:<sip:trf1.visited-vA.net;lr>

Record-Route: >;<sip:ibcf-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:as-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:+g.3gpp.loopback

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";ori orig-ioi="Ha.operator-hA1.net"

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <AS-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
Record-Route:
This entries to this header needs to be added based on operator policy. The example shows the possible record route which is not assumed. Normally some it is expected that the IBCF, AS or S-CSCF will do some policing. When the operator policy apply it is assumed that only the S-CSCF will appear within the Record-Route header field.
11.
INVITE request (IC-A1to IBCF-vA1).


When the IC-A1 receives the initial INVITE request the IC-A1 detects that an optimal media path avoiding media to be sent through the home IMS network hA is possible. The IC-A1 updates the SDP according to 3GPP TS 29.079 [5].

The IC-A1 selects an entry IBCF in the visited network and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-vA1. Seen from principle the IBCF could be any entry point (IBCF-vAx) of the visited network.
· 
Record-Route and Via header will be based on local policy updated accordingly.

12.
INVITE request (IBCF-vA1 to TRF) .

When the IBCF-vA1 receives the initial INVITE request containing the "+g.3gpp.loopback" header field parameter in a Feature-Caps header field, the IBCF-vA1 searches for a possible optimal media path and detects that an optimal media path within the visited network is possible. The IC-A1 updates the SDP according to 3GPP TS 29.079 [5].

The IBCF-vA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the TRF-vA1.

Record-Route and Via header will be based on local policy updated accordingly.

13.
INVITE request (TRF to IBCF-vA1).


When the TRF receives the initial INVITE request the TRF:

-
performs number normalization (if used by local policy) and ENUM translation and possibly and updates the request-URI if necessary; 

-
inserts an type 2 orig-ioi parameter value in the P-Charging-Vector header field with the value "visited-A" identifying the visited network; and

-
possibly adds an additional Route header field pointing to the IBCF-A1 and also to the IC in cases where the IBCF-vA1 has no routeing decision to do.

The TRF selects an exit IBCF and sends the INVITE request according to 3GPP TS 24.229 [4] to the IBCF-vA1 (which could be also another IBCF e.G IBCF-vA2).

Record-Route and Via header will be based on local policy updated accordingly.

14.
INVITE request (IBCF-vA1 to IC-B1) - see example in table A.5.4-14.


When the IBCF-vA1 receives the initial INVITE request the IBCF-vA1 selects the IC-B1 if not already an Route header field exisits pointing to the IC-B1.

Record-Route and Via header will be based on local policy updated accordingly. The example in table A.5.4-14 shows two possibilities.
Table A.5.4-14: INVITE request (IBCF-vA1 to IC-B1)
INVITE SIP: tel:+4687197378; SIP/2.0

Route:<sip:ic-B2.interconnection-vA.net;lr>

Record-Route: <sip:ibcf-hA1.net:5070;lr>;<sip:trf-vA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:as-hA1.net:5070;lr>;<sip:scscf-hA1.net:5070;lr>;<sip:ibcf-hA1.net:5070;lr>;<sip:IC-A1.interconnection-A.net;lr>;<sip:ibcf-vA1.visited-A.net;lr>;<sip:pcscf-vA1.visited-A.net;lr>

or in case IBCF does topology hiding:

Record-Route: <sip:ibcf-hA1.net:5070;lr>

P-Access-Network-Info:3GPP-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

P-Charging-Vector:icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <trf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-hA1.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <AS-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <scscf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <ic-A1.interconnection-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1>

Via: SIP/2.0/UDP <pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

or in case IBCF does topology hiding:

Via: SIP/2.0/UDP <ibcf-hA1.home-A.net;branch=z9hG4bK351g45.1>

Other SIP header fields are set according to 3GPP TS 24.229 [4] and SDP for OMR is according to 3GPP TS 29.079 [5].
*** 6th Change ***

5.7
Routeing from originating visited network to terminating home network

This subclause describes routeing from the originating visited network to the terminating home network including transit network scenarios.

The signalling and media path between originating visited network to terminating home network might be based on SIP/PS or CS/TDM interconnection interfaces.

NOTE: 
This is different from some other IC scenarios discussed in this paper for which SIP/PS interconnection is a mandatory pre-requisite.

The scenario appears after the "originating roaming with loopback" according to subclause xxx has taken place. I.e. the call has already been set-up from the P-CSCF in the originating visited network via IMS in the originating home network back to the TRF in the originating visited network.

From viewpoint of the originating visited network it doesn’t matter whether the call originates from an own user served by an own S-CSCF or from a roaming inbound user served by the TRF. In both cases the originating visited network will set-up an outgoing call leg via IBCF an exit point (MGCF, if CS IC applies) towards the destination network. Hereby the path might be established via IC networks. The destination (i.e. in this case the address of the terminating home network) used for routing is given by the request line provided by the originating visited network (CdPty in case of CS IC).

From viewpoint of the IC network and from viewpoint of the terminating home network the routing and call handling does not differ from calls originated in any other network. I.e. the fact that the call is originated by a roamer is neither visible nor required/used for any proceeding.

NOTE: 
Even if a calling party identity (P-Asserted-Identity, From) is present and not within the number range of the originating network this does not indicate that the originating party is an inbound roamer within the originating visited network which sets up the call. Number portability and forwarding services might result in the same effect. In any case a mismatch between calling party identity and address range of the originating network does not result in any deviating routing procedures within IC or terminating home network.
*** 7th Change ***

5.11
Access transfer scenarios (SRVCC) 

This subclause describes the SRVCC scenarios. 

For IMS roaming enhanced SRVCC procedure with media anchoring in the ATGWof the visited network and signalling anchored in the SCC-AS of the home network applies. From viewpoint of the remote side these signalling/media anchors do not change due to the SRVCC.
Editor's Note: Further details to be worked out

Editor's Note: In case of "originating roaming to home network without loopback" (see subclause 5.4) the media path between the visited network and the home network needs to be re-established since the SIP dialogue between the ATCF in the visited network and the SCC-AS in the home network is re-established. The original dialogue relates to the PS based source leg, the new dialogue relates to the CS based target leg. From the viewpoint of the IC network between the visited network and the home network this results in release of one connection and establishment of an other connection, whereby the IC network is not aware about any link between these two connections.
*** End of Changes ***
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