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1.
Background
The IBCF participates in many II-NNI traversal scenario types (see TR 24.802 for more information about II-NNI traversal scenario types) and is service unaware. When receiving a dialog creating SIP request or a stand-alone request the IBCF performs a number of tasks based on local policy. The tasks can be different depending on II-NNI traversal scenario type.The only information available to the IBCF is the received message. We can not assume that the SIP request is sent to the same IBCF that participated in the registration. 
Inter operator agreement to support a particular the II-NNI traversal scenario type and the indication of the II-NNI traversal scenario type can be used to determine:

a)
if the screening of SIP signalling shall be applied;

b)
if the transcoding control shall be applied; and
c)
the media anchoring point.

The indication of the II-NNI traversal scenario type may be used to:

a)
identify interoperability related errors;

b)
reject communication if no corresponding interoperability agreement with a peer operator exist; and

c)
collect new statistics.
Further, information sent to the charging system is sometimes depending on the II-NNI traversal scenario type (e.g. the destination can be either the URI in the Request-URI or a URI in a Route header field). 

2.
Problem

2.1
Local policy for SIP screening
At the moment TS 29.165 requres that IBCF on the roaming interface supports the SUBSCRIBE request while on all other interfaces the support is optional. The optionality means that operators need to include in the bilateral agreement a statement whether the SUBSCRIBE shall be supported or not.

In order to fulfil the requirement the IBCF need to identify the II-NNI traversal scenario type.

2.2
Charging based on the URI in the Request-URI or a Route header field

According to liason statements sent between SA5, GSMA, i3Forum and CT1 the destination, which is used as base for charging, can be either in the Request-URI or in the Route header field. Whether the Request-URI or in the Route header field shall be used is depending on the II-NNI traversal scenario.

The principle is that the Request-URI shall be used as destination for charging in signalling between originating and terminating side while the Route header field is used between the visited network, where a UE is attached in the roaming case and the user's home network.

In order to fulfil the requirement, intermediate networks (such as IPX) and the IBCF need to identify the II-NNI traversal scenario type.

2.3
Adjecent network when IPXS services are used

From TS 24.229 subclause 5.10.3.2:

-
if services that require knowledge of the adjacent network are provided within the network for which the IBCF is acting as an entry point, based on operator policy, insert an adjacent network indicator, as defined in draft-holmberg-sipcore-received-realm [208];

In particular, this may be important for the entry IBCF in the case the INVITE request shall be routed to TF for providing IPXS service. The adjacent network information is important for the IPXS AS when determine the destination.

In order to fulfil the requirement, the IBCF need to identify the II-NNI traversal scenario type.

2.4
Statistics

In some II-NNI traversal scenarios the statistics are base for interoperator agreements.

One example is when operators pay flat-rate for the usage of intermediate networks. In order to pay a fair/reasonable usage cost the operator is dependent on statistics. 

In order to provide correct statistics per II-NNI traversal scenario, the IBCF and the intermediate networks need to identify the II-NNI traversal scenario type.

2.5
Other local policies

According to TS 24.229 the IBCF need to perform local policies. Below follows some of the local policies that IBCF
Transit-ioi

Based on local policy, the IBCF acting as an entry point shall add in requests in the P-Charging-Vector header field a "transit-ioi" header field parameter with an entry which identifies the operator network which the request is transitting or with a void entry.
Based on local policy the IBCF shall delete or void in requests in the P-Charging-Vector header field any received "transit-ioi" header field parameter value."

Based on local policy, the IBCF acting as an exit point shall add in responses in the P-Charging-Vector header field a "transit-ioi" header field parameter with an entry which identifies the operator network which the response is transitting or with a void entry.
Based on local policy the IBCF shall delete or void in responses in the P-Charging-Vector header field any received "transit-ioi" header field parameter value.
Logging of SIP requests and responses

The IBCF shall log all SIP requests and responses that contain a non-empty P-Debug-ID header field based on local policy.

Rejecting SIP request

When an IBCF acting as an exit or an entry point receives a SIP request, the IBCF may reject the SIP request based on local policy by sending an appropriate SIP 4xx response.

NOTE 2:
The local policy can take bilateral agreements between operators into consideration.

NOTE 3:
Some SIP requests can be rejected by an AS instead of the IBCF according to local policy.
PSAP callback

If the IBCF has verified that an initial INVITE request is for a PSAP callback, then depending on local policy it may include a Priority header field with a "psap-callback" header field value in the INVITE request.

NOTE 5:
The means for the IBCF to verify that a request is for a PSAP callback is outside the scope of this specification.

Record-Route in entry and exit IBCF

2B)
if the request is an initial request for a dialog and local policy requires the application of IBCF capabilities in subsequent requests, perform record route procedures as specified in RFC 3261 [26];
P-Charging-Vector

7)
remove some of the parameters from the P-Charging-Vector header field or the header field itself, depending on operator policy, if present;
SUBSCRIBE

2A)
If the request is a SUBSCRIBE and the IBCF does not need to act as B2BUA, based on operator policy, the IBCF shall determine whether or not to retain, for the related subscription, the SIP dialog state information and the duration information;
Adding "orig" parameter
5)
if the request does not contain a Route header field or if it contains one or more Route header fields where the topmost Route header field does not contain the "orig" parameter, optionally – based on operator policy – append the "orig" parameter to the URI in the topmost Route header field of the next request sent from the IBCF to an entity of the IM CN subsystem for which it is an entry point; and

NOTE 4: The appending of an "orig" parameter to the URI in the topmost Route header field enables an IM CN subsystem to perform originating services to the network that originated the initial request. The appending can be dependent on the network that originated the initial request as determined by e.g. origin IP address of the received request, etc.
This document assumes that some (most likely all) are either

-
based on operator agreements which can be different depending on II-NNI traversal scenario; and

-
based on implementation requirements (e.g. whether to add the "orig" parameter or not) that depends on knowledge about II-NNI traversal scenario.
3
Solution

If IBCF and the intermediate networks by means of implicit detection or by explicit indication identifies the II-NNI traversal scenario type:

-
The SIP screening can apply the local policy for II-NNI traversal scenarios where the SIP screening is based on operator agreements;
-
IBCF and intermediate networks (such as IPX) can determine whether to use the Request-URI or a Route header field for determine the destination that shall be used as base for charging;
-
determine when to add adjacent network information according to draft-holmberg-sipcore-received-realm; 

-
provide correct statistics per II-NNI traversal scenario;
-
reject communication if no corresponding interoperability agreement with a peer operator exists;

-
decide to add the transit-ioi header field parameter and/or delete existing transit-ioi header field parameters in the P-Charging-Vector header field;

-
decide whether to log SIP request and SIP responses;

-
remove some of the parameters from the P-Charging-Vector header field or the header field itself;

-
determine whether or not to retain, for the related subscription, the SIP dialog state information and the duration information; and

-
determine whether to add the "orig" parameter in a top most Route header field. 

This document proposes a new annex to be added to TR 24.802. The annex can include examples that illustrate problems that are included in the subclause 4.5.

The C3-131066 24.802 rel-12 contains the text in subclause 4.5 that is needed as result of this problems raised by this PCR.

*** 1st Change ***
Annex A (informative):
Determine II-NNI scenario traversal type

A.1
Introduction

The exit IBCF and entry IBCF need to determine which local policy to use when receiving a dialog creating SIP request or when receiving a stand-alone SIP request.

Figure A.1-1 illustrates the II-NNI traversal scenario model used in this annex.
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Figure A.1-1:
II-NNI traversal scenario model.

The line between two blue boxes is an Inter-IMS Network to Network Interface (II-NNI) that needs to be identified by the IBCF on each side of the line.

The following subclauses show examples on the logic to determine the II-NNI traversal scenario type for some SIP requests using either:

-
implicit detection of the II-NNI traversal scenario type; or 

-
explicit indication of the II-NNI traversal scenario type.
A.X
SUBSCRIBE request example

A.X.1
Introduction to the example
The SUBSCRIBE request is a SIP request that can appear in several II-NNI traversal scenarios.

In figure A.2-1 the lines between green marked entry IBCF boxes and yellow marked exit IBCF boxes represents II-NNI traversal scenarios where a SUBSCRIBE request can be sent and received. The lines between blue boxes are II-NNI traversal scenarios outside the scope of this example.
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Figure A.2-1:
II-NNI traversal scenario types, SUBSCRIBE example.
The IBCF recides in a network that can act as the Home A, Home B, Visited X and visited Y and the same IBCF can participate in any of the II-NNI traversal scenarios shown in figure A.2-1.

This means that at any point in time the IBCF can be:

-
the IBCF22 or IBCF23 in the "Subscribe to reg-event" II-NNI traversal scenario between Visited X and Home A;

-
the IBCF1 or IBCF2 in the "Dialog creating SIP request and stand-alone SIP requests using the registration path" II-NNI traversal scenario between Visited X and Home A;

-
the IBCF12 or IBCF15 in the "Dialog creating SIP request and stand-alone SIP requests between home A and home B" II-NNI traversal scenario between home A and home B; 
-
the IBCF12 or IBCF13 in the "Home A to transit Z" traversal scenario;

-
the IBCF14 or IBCF15 in the " Transit Z to home B" scenario; and
-
the IBCF16 or IBCF17 in the "Dialog creating SIP request and stand-alone SIP requests using the registration path" II-NNI traversal scenario between Home B and visited Y.

When IBCF receives a SUBSCRBE request IBCF can use either:

-
implicit detection of the II-NNI traversal scenario type as described in subclause A.2.2; or 

-
explicit indication of the II-NNI traversal scenario type as described in A.2.3,

to determine if the tasks related to IBCF22/IBCF23, IBCF1/IBCF2, the IBCF12/IBCF15, IBCF12/IBCF13, IBCF14/IBCF15 or IBCF16/IBCF17 local policy shall be performed.

For simplicity reasons the examples in the following subclauses assumes that there are no intermediate networks (e.g. an IPX network) involved.
A.X.2
Implicit detection of the II-NNI traversal scenario type

A.X.2.1
SUBSCRIBE request content at different II-NNI

	Header field
	II-NNI traversal scenario

	
	Subscribe to reg-event
	Dialog creating SIP request and stand-alone SIP requests using the registration path
(Visited X to home A)
	Dialog creating SIP request and stand-alone SIP requests between home A and home B

	Home A to transit Z
	Transit A to home B
	Dialog creating SIP request and stand-alone SIP requests using the registration path

(Home B and Visited Y)

	Request-URI
	A user identity belonging to Home A

(NOTE 1)
	A user identity belonging to Home A

or

as specifid by a service
	PSI or a user identity of a user belonging to the Home B operator

(NOTE 1)
	PSI or a user identity of a user belonging to the Home B operator

(NOTE 1, NOTE 4)
	PSI or a user identity of a user belonging to the Home B operator

(NOTE 1)
	Contact address belonging to the visited network Y (e.g. an IP address)

or

The user identity of a user belonging to the Home B operator

	Route

(of any interest)
	-
	S-CSCF in home A URI

(NOTE 2)
	-
	TF
	-
	P-CSCF URI

(NOTE 2)

	Via
	P-CSCF, (ATCF,) exit IBCF
	P-CSCF/MSC server URI, *

(NOTE 3)
	*, S-CSCF/BGCF, *

(NOTE 3)
	*
(NOTE 3)
	*,TF
(NOTE 3)
	*, S-CSCF, *

(NOTE 3)

	P-Asserted-Identity
	P-CSCF URI 
	The registered user identity that can be either a SIP URI a TEL URI
	A user identity of a user belonging to the Home A operator
	A user identity of a user belonging to the Home A operator
	A user identity of a user belonging to the Home A operator
	A user identity that belong to the A, B, X or Y operator that can be a SIP URI or a TEL URI 

	Event
	"reg"
	"reg"

or

as specifid by a service
	According to a service
	According to a service
	According to a service
	According to a service

	Called-Party-ID
	-
	-
	-
	-
	-
	URI of the called party that can be either a SIP URI or a TEL URI.

	NOTE 1:
The URI in the Request-URI is used as the destination in the ACR.

NOTE 2:
The top most URI in the Route header field  is used as the destination in the ACR.

NOTE 3:
The * represents a number of URIs of no interest for this example.
NOTE 4:
The URI in the Request-URI may be a URI whithout geographical significance that is translated by TF to another URI with geographical significance as part of the IPXS.
	
	


A.X.2.2
Exit IBCF

The exit IBCF logic to determine the II-NNI traversal scenario type would be:
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NOTE:
The use of Called-Party-ID header field to determine the II-NNI traversal scenario type can cause problems in the future if the Called-Party-ID header field is used in another context.
A.X.3
Entry IBCF

The entry IBCF logic to determine the II-NNI traversal scenario type would be:
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A.X.3
Explicit indication of the II-NNI traversal scenario type

A.X.3.1
The "Subscribe to reg-event" II-NNI traversal scenario between Visited X and Home A
When the P-CSCF sends a SUBCRIBE request in order to subscribe to registration-state event package for a registered user, the P-CSCF adds an indication in the outgoing SUBSCRIBE request that this is the "Subscribe to reg-event" II-NNI traversal scenario.

Both the IBCF22 and IBCF23 uses the indication to perform the tasks associated with this II-NNI traversal type according to local policy.
A.X.3.2
The "Dialog creating SIP request and stand-alone SIP requests using the registration path" II-NNI traversal scenario between Visited X and Home A
When the P-CSCF receives a SUBCRIBE request from the UE, the P-CSCF adds an indication in the outgoing SUBSCRIBE request that this is the "Dialog creating SIP request and stand-alone SIP requests using the registration path" between Visted and Home II-NNI traversal scenario.

When the MSC server enhanced for ICS sends a SUBCRIBE request, the MSC server enhanced for ICS adds an indication in the outgoing SUBSCRIBE request that this is the "Dialog creating SIP request and stand-alone SIP requests using the registration path" between Visted and Home II-NNI traversal scenario.

Both the IBCF1 and IBCF2 uses the indication to perform the tasks associated with this II-NNI traversal type according to local policy.
A.X.3.3
The "Dialog creating SIP request and stand-alone SIP requests between home A and home B" II-NNI traversal scenario

When the S-CSCF sends a SUBSCRIBE request towards the destination that is not an UE or an AS, the S-CSCF adds in the outgoing SUBSCRIBE request that this is the "Dialog creating SIP request and stand-alone SIP requests between home A and home B" II-NNI traversal scenario
Both the IBCF12 and IBCF15 uses the indication to perform the tasks associated with this II-NNI traversal type according to local policy.
A.X.3.4
The "Dialog creating SIP request and stand-alone SIP requests using the registration path" II-NNI traversal scenario between Home B and Visited Y
When the S-CSCF sends a SUBSCRIBE request towards an UE, the S-CSCF adds in the outgoing SUBSCRIBE request that this is the "Dialog creating SIP request and stand-alone SIP requests using the registration path" II-NNI traversal scenario between home and visited.
Both the IBCF16 and IBCF17 uses the indication to perform the tasks associated with this II-NNI traversal scenario type according to local policy.
A.X.3.5
The "Home A to transit Z" II-NNI traversal scenario
When the BGCF sends the SUBSCRIBE request routed via a IPXS service in a transit network, the BGCF adds in the outgoing SUBSCRIBE request that this is the "Home A to transit Z" II-NNI traversal scenario between home and a transit network.
Both the IBCF12 and IBCF13 uses the indication to perform the tasks associated with this II-NNI traversal scenario type according to local policy.
A.X.3.5
The "Home A to transit Z" II-NNI traversal scenario
When the TF sends the SUBSCRIBE request towards the home B, the TRF adds in the outgoing SUBSCRIBE request that this is the "Transit Z to home B" II-NNI traversal scenario between a transit network and a home network.
Both the IBCF14 and IBCF15 uses the indication to perform the tasks associated with this II-NNI traversal scenario type according to local policy.
A.X.3.7
Summary detection of the II-NNI traversal scenarios using explicit indication for the SUBSCRIBE request

The II-NNI traversal scenario type is added by P-CSCF, S-CSCF and MSC server.

The exit IBCF and entry IBCF uses the indication to perform the tasks associated with this II-NNI traversal scenario type according to local policy.
*** End of Changes ***
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