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* * * First Change * * * *
4.5.1.2
Detailed behaviour of the PCRF

The PCRF shall make use of this procedure when it determines for a subscriber that 

-
The status of policy counter(s) to which the PCRF does not have an existing subscription for status change notifications is/are required.
-
The status of one or more, but not all, policy counter(s) to which the PCRF has an existing subscription for status change notifications are no longer required.
NOTE: 
The Final Spending Limit Request procedure in clause 4.5.3 is used to remove all subscriptions.

In the initial request, i.e. when the request is sent for the first time for the Subscriber, the PCRF shall set the SL-Request-Type AVP to the value INITIAL_REQUEST (0). For subsequent requests for the same Subscriber, the PCRF shall set the SL-Request-Type AVP to INTERMEDIATE_REQUEST (1).

For each policy counter that the PCRF requires the status and notifications of future status changes, the PCRF shall indicate the concerned policy counter identifiers in the request. Alternatively, the policy counter identifiers may be omitted if the PCRF requires the status and notifications of future status changes of all available policy counters.
The OCS may provide one or more pending statuses for subscribed policy counters together with the time they have to be applied. If a Policy-Counter-Status-Report AVP received by the PCRF includes the Policy-Counter-Activation-Time, the PCRF shall mark the policy counter status as pending. A pending policy counter status shall become current status in the PCRF, at the time indicated by the associated Policy-Counter-Activation-Time. In case multiple pending statuses are provided for a policy counter in the same SLA, the associated Policy-Counter-Activation-Time for each status shall indicate when that pending status becomes current. In case Policy-Counter-Activation-Time indicates a time which is in the past, the PCRF shall immidiately mark the associated policy counter status as current.  
In case the OCS provides information for policy counter status in subsequent SLA or SNR message, the PCRF shall overwrite any previously received information about the related policy counters with the latest information.
* * * Second Change * * * *

4.5.1.3
The behaviour of the OCS

Upon reception of the request from the PCRF, the OCS shall check if there is an ongoing Sy session associated with the received Session-Id AVP. If there is no Sy session and the SL-Request-Type AVP is set to INITIAL_REQUEST, an Sy session is created on the OCS. If there is an Sy session and the SL-Request-Type AVP is not set to INTERMEDIATE_REQUEST (1), the OCS shall return a response with the Result-Code set to DIAMETER_INVALID_AVP_VALUE and with the Failed-AVP AVP containing the SL-Request-Type AVP. If there is no Sy session and the SL-Request-Type AVP is not set to INITIAL_REQUEST (0), the OCS shall return a response with the Result-Code AVP set to DIAMETER_UNKNOWN_SESSION_ID.

If all the policy counter identifiers are known to the OCS, the OCS shall be able to subsequently notify the PCRF of any policy counter state changes. 
If a policy counter identifier is known by the OCS, but is not applicable to the subscriber (e.g. not provisioned), the OCS may use an operator configured policy counter status to indicate this to the PCRF.

If an OCS treats unknown policy counter identifiers as valid, an operator configured policy counter status may be used to indicate that the policy counter is unknown. The status of known policy counters shall be returned to the PCRF in the same procedure in this case.
If the OCS determines that any policy counter identifiers are invalid, the OCS shall return a response with the Result-Code AVP set to DIAMETER_INVALID_AVP_VALUE and with the Failed-AVP AVP indicating the invalid policy counter identifiers. If the SL-Request-Type AVP is set to INITIAL_REQUEST when this failure occurs, the Sy session is not created. If the SL-Request-Type AVP is set to INTERMEDIATE_REQUEST (1) when this failure occurs, then none of the changes in the request take effect but the Sy session is maintained. The PCRF may resend the request omitting the invalid policy counter identifiers.

When the PCRF provides a new subscribed policy counter identifier list, the OCS shall remove any policy counter identifiers no longer in the list from association with the Sy session such that the OCS will no longer notify the PCRF of those policy counter state changes.

If an initial or intermediate request contains no policy counter identifiers, the OCS shall subsequently notify the PCRF of all available policy counter state changes. If the OCS has no available policy counters for that subscriber during the Initial Spending Limit Report Request procedure, it sets the Experimental-Result-Code to DIAMETER_ERROR_NO_AVAILABLE_POLICY_COUNTERS, and the Sy session is not created.
If the user identified in an initial request is not known to the OCS, the OCS shall reject the Spending Limit Report Request by including the result code of DIAMETER_USER_UNKNOWN in the Spending Limit Report Answer. In this case, the Sy session is not created.
Upon successful   creation or modification of an Sy session, the OCS shall include the current status of all subscribed policy counters (if any) in the response and set the Result-Code to DIAMETER_SUCCESS. 
Additionally, for responses to initial and intermediate requests, an OCS may provide one or more pending statuses for a subscribed policy counter together with the time they have to be applied. If a pending status is reported, the OCS shall include the Policy-Counter-Activation-Time within the Policy-Counter-Status-Report AVP indicating the time at which the policy counter status shall be be applied as current status within the PCRF.
* * * Third Change * * * *

4.5.2.2
The behaviour of the OCS

When the status of a specific policy counter changes, the OCS shall determine the Sy sessions impacted by the change (i.e. those Sy sessions that have subscribed to status change notifications for the changed policy counter) and send a Spending Limit Report request to the PCRF associated with each affected Sy session.

If several policy counters change status at the same time, the OCS may group the status change notifications into a single Spending Limit Report request to the PCRF by sending multiple Policy-Counter-Status-Report AVPs in the request.
An OCS may provide in a SNR one or more pending statuses for a subscribed policy counter together with the time they have to be applied. If a pending status is reported, the OCS shall include the Policy-Counter-Activation-Time within the Policy-Counter-Status-Report AVP indicating the time at which the policy counter status shall be applied as current status within the PCRF.
4.5.2.3
Detailed behaviour of the PCRF

The PCRF shall acknowledge the request by sending a response with a Result-Code AVP set to DIAMETER_SUCCESS and use the status of the received policy counter(s) as input to its policy decision to apply operator defined actions, e.g. downgrade the QoS.
The OCS may provide in a SNR, one or more pending statuses for subscribed policy counters together with the time they have to be applied . If a Policy-Counter-Status-Report AVP received by the PCRF includes the Policy-Counter-Activation-Time, the PCRF shall mark the policy counter status as pending A pending policy counter status shall become current status in the PCRF, at the time indicated by the associated Policy-Counter-Activation-Time. In case multiple pending statuses are provided for a policy counter in the same SLA, the associated Policy-Counter-Activation-Time for each status shall indicate when that pending status becomes current. In case Policy-Counter-Activation-Time indicates a time which is in the past, the PCRF shall immidietly mark the policy counter status as active.  

In case the OCS provides information for policy counter status in subsequent SLA or SNR message, the PCRF shall overwrite any previously received information about the related policy counters with the latest information.
The PCRF shall ignore an unknown policy counter status report for all unknown policy counter identifiers in an SLA or in an SNR from the OCS.

* * * Fourth Change * * * *

5.3
Sy specific AVPs 
Table 5.3.1 describes the Diameter AVPs defined for the Sy reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Sy specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Policy-Counter-Identifier
	2901
	5.3.1
	UTF8String
	M,V
	P
	
	

	Policy-Counter-Status
	2902
	5.3.2
	UTF8String
	M,V
	P
	
	

	Policy-Counter-Activation-Time
	Xxxx
	5.3.x
	Time
	M,V
	P
	
	

	Policy-Counter-Status-Report
	2903
	5.3.3
	Grouped
	M,V
	P
	
	

	SL-Request-Type
	2904
	5.3.4
	Enumerated
	M,V
	P
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [3].



5.3.1
Policy-Counter-Identifier AVP

The Policy-Counter-Identifier AVP (AVP code 2901) is of type UTF8String, and it uniquely identifies a policy counter that is maintained per subscriber within the OCS.

5.3.2
Policy-Counter-Status AVP

The Policy-Counter-Status AVP (AVP code 2902) is of type UTF8String, and identifies the policy counter status applicable for a specific policy counter and subscriber. 

NOTE:
The valid values for the Policy-Counter-Status AVP are specific for each Policy-Counter-Identifier value
5.3.x
Policy-Counter-Activation-Time AVP

The Policy-Counter-Activation-Time AVP (AVP code xxxx) is of type Time. It is generated by the OCS to report the NTP time at which the the associated Policy-Counter-Status becomes the current status. The AVP is included in Policy-Counter-Status-Report AVP and is applicable to the Policy-Counter-Status included within the same Policy-Counter-Status-Report AVP.
5.3.3
Policy-Counter-Status-Report AVP

The Policy-Counter-Status-Report AVP (AVP code 2903) is of type Grouped. It is used by the OCS to report the status of a specific policy counter.

AVP Format:
Policy-Counter-Status-Report ::= 
< AVP Header: 2903 >








        { Policy-Counter-Identifier }








        { Policy-Counter-Status }
                                    [ Policy-Counter-Activation-Time ]







       *[ AVP ]

* * * Fourth Change * * * *
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