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Introduction
This document shall initiate the discussion on the reference points required for MTC between the MTC Server and the Core Network. The document will mostly be related to the Tsp interface, for which CT3 is the prime responsible group.
General

ETSI TR 102 690 presents the overall end-to-end M2M functional architecture, including the identification of the functional entities and the related reference points. Figure 1 [ETSI TR 103 167] shows the high level system overview.
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Figure 1: M2M high level system overview [ETSI TR 103 167 V1.1.1 (2011-08)]
The M2M system is composed out of layers, in which the Access Network and the Core Network form the lower layers of the Network Application Domain. The M2M Service Capabilities are defined as an abstraction layer between the lower layers and the application layer. 
ETSI TS 102 690 mentions the mId reference point in its reference architecture, which allows M2M Service Capabilities residing in an M2M Device or M2M Gateway to communicate with the M2M Service Capabilities in the Network Domain and vice versa. The mId reference point uses core network connectivity functions as an underlying layer and shall support RESTful interface capabilities.
3GPP TS 23.682 specifies architecture enhancements to facilitate communications with packet data networks and applications (e.g. Machine-Type Communication (MTC) applications).
Figure 2 illustrates the MTC architecture based on the 3GPP packet switched network. The comparison of Figure 1 and Figure 2 show that the MTC Server can be mapped to the M2M Service Layer. The end-to-end communications, between the MTC Device Domain and the M2M/MTC Application, uses transport and communication services provided by the 3GPP system, and optionally services provided by an MTC Server, which is an entity outside the 3GPP network (applies to MTC Servers controlled or not controlled by the network operator). 

[image: image2.emf]3GPP

Boundary

MTC 

Server

API

Gi/SGi

SMS (23.040)

SMS over IP

Tsp

Gr/S6a/

S6d

MTC 

Network

Application

Control plane

User plane

Indirect Model 

Direct Model 

Hybrid Model

Gi/SGi

MTC

User 

Tsms

GGSN/

P-GW

MTC-IWF 

HSS

SMS-SC/

IP-SM-GW

1

2

2

1

1 2

+

CDF/

CGF

T4

Rf/Ga

S6m

T5a/T5b/T5c

S-GW

Um /

Uu /

LTE-Uu

RAN

 

 

UE

MTC UE 

Application

MME/

SGSN/

MSC/

HPLMN

VPLMN


Figure 2: 3GPP Architecture for Machine-Type Communication [3GPP TS 23.682]
The network operator provides network connectivity to MTC Servers, via the MTC reference points:
· Tsms: It is the reference point an entity outside the 3GPP network uses to communicate with UEs used for MTC via SMS.
· Tsp: It is the reference point an entity outside the 3GPP network uses to communicate with the MTC-IWF related control plane signalling.
· Gi/SGi: It is assumed that user plane communication with the MTC server is achieved using existing protocols
Tsp interface
In the scenario mentioned above the Tsp interface is a completely new interface that will be specified by 3GPP TS 29.368 and it will provide the interface between the lower layers (3GPP Core Network and Access Network) and the M2M Service Layer of the Network Application Domain. It is closely related to the mId reference point. The MTC-IWF hides the internal PLMN topology and can relay or translate signaling protocols used over Tsp to invoke specific functionality in the PLMN.
The communication scenario on the Tsp interface should allow the independence of the operator domain and the system components outside the operator domain as far as possible. MTC Devices may belong to multiple systems targeting different application. The variety of systems will prevent from having a unique way to natively exchange and process information. 
The MTC Server should not count on stored context in the lower layers of the Network and Application domain respectively in the MTC-IWF. Thus, the communication should get a stateless character with some advantageous:

· The system may not look beyond a single request whenever possible.

· The failure tolerance is improved (reliability).

· The system may not manage resource usage across requests. This has a positive effect on the scalability of applications (requests may easily be distributed to different entities due to load aspects).
· The communication need not talk to the same entity in two consecutive requests.
· The system makes possible applications with an unknown number of users and objects. 

These characteristics of the interface describe the realisation of a service that could be based on the REpresentational State Transfer Architecture (REST) that is already mentioned in relation to the mId reference point. REST is not a standard. REST is an architectural style, which uses standardized solutions like HTTP und URI. Devices data can be abstracted as resources identified by URIs regardless of where the resource is physically stored. The resource update can be de-correlated from the resource read (device can be on or off). It uses simple methods for data manipulation (create, read, update, delete). Thus REST can support M2M requirements including event management and transactions.
Tsms interface
The Tsms interface cannot be seen as a complete new interface due to the connection to the SMS-SC.
Proposal
It is proposed to further analyse and to discuss the usage of the REST architectural style for the implementation of the Tsp protocol. The application layer protocol may be HTTP because of its stateless nature that makes possible to handle transaction as independent from each other.

It is proposed to further analyse and to discuss the Short Message Peer to Peer (SMPP) for the implementation of the Tsms protocol.
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