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Introduction

The new WID for Enhancements for Multimedia Priority Service (MPS) – Gateway Control Priority was approved at TSG#54 (CP-110806).

TS 22.153 provides the service level requirements for the Multimedia Priority Service.

The objectives are to first consider the stage 2 procedures to fulfil the above requirements. The stage 2 procedures should be documented in the normal use case methodology adopted for the H.248 protocol interfaces (e.g. TS 23.333, TS 23.334).

Additional Functional Requirements

If additional functional requirements are desired beyond what can be easily derived from the stage 1 requirements referred to above, these shall be sufficiently justified and clearly stated at a functional level (as opposed to protocol solution level) to enable CT4 to determine the optimal stage 3 protocol solution (if needed) to fulfil these requirements.

For example if it is required to identify IP payload that requires higher (MPS specific) DSCP marking then this should be indicated along the lines of: 

 - The MGC shall be able to request the MGW to apply specific DSCP marking for send IP packets. 

This could be implemented in a number of ways, for example using the existing Differentiated Services Package (H.248.52).

New functional requirements need to be considered with great care and assessed against the benefit they provide, for example if it were required to manage many different levels of priority for allocating resources in a MGW (e.g. seizing terminations), this might have a marked deterioration on the basic call establishment for all calls and potentially lead to congestion or reduced BHCA and to what benefit compared to simply reserving some extra resources for any priority marked call?

Backwards compatibility

To date Multimedia Priority Service and its subsequent enhancements have not required any specific support over the H.248 interface, despite being standardised from Rel-8. Existing capabilities of 3GPP H.248 profiles could thus be sufficient to address the MPS requirements.

The following table gives an overview about the support of H.248 features that might potentially be relevant for the MPS service in related 3GPP H.248 profiles:

	
	Mn TS 29.332
	Ix TS 29.238
	Iq TS 29.334
	Mp TS 29.333

	Priority Indicator
	Optional
	No
	No, but Note that supported in TISPAN Ia v3
	TBD

	Emergency Indicator
	Yes
	Yes
	Yes
	No

	IEPS Indicator

(requires H.248v3)
	No
	No
	No
	No

	H.248 version
	V2
	V2 as minimum
	V2 as minimum
	V2 Mandatory,

V3 for optional Floor Control Protocol

	Diffserv Package (H.248.52)
	No
	Mandatory
	Mandatory
	No


Compared to the Priority Indicator and the Emergency Indicator, which require only H.248v2 and are supported at least for some H.248 profiles, the IEPS indicator has considerably larger impacts as it requires H.248 v3 and is not yet supported on any H.248 profile. Existing specification do not describe the MGW handling of any of those indicators in detail. But as all those indicators request some priority treatment of calls, it appears likely that MGWs would treat all those indicators in the same manner. Thus, the introduction of a new IEPS indicator should only be considered if it can be demonstrated that there are eMPS specific priority handling requirements at the MGW (as opposed to the controller, which will certainly require eMPS specific procedures, e.g. to handle related signalling).

In addition, the work split between MGC and MGW requires attention. A significant part, or even all, of the eMPS priority handling will be done at the MGC:

The primary concern for this service is to provide authorised users priority treatment when a network/node becomes congested or overloaded. This means that the CN Server Node shall ensure that an authorised call shall be given priority treatment. In most implementations the MGC controls more than one MGW. If one MGW is in a congested state the MGC will simply choose another MGW, not in a congested state, to serve the request (e.g., the addition of new terminations and context). If all the MGWs under the domain of the MGC are in congested states, the MGC could queue requests if resources at all suitable associated MGWs are unavailable, or alternatively indicate to the MGW using the existing Priority Indicator that some otherwise reserved spare resources shall be allocated. 
If the CN Server Node has queued requests and the previously congested resource becomes free again the CN Server Node would first request resources for high priority requests. It is understood that a MGW Context is such a resource.

Existing H.248 Capabilities

From the requirement mentioned in the introduction it can be deduced that the MGW Controller needs to become aware of MGW congestion to apply priority treatment to possible MPS sessions. However, similar requirements exist for handling ordinary call request, e.g. for distributing them among MGWs controlled be the same MGC. The MGC can become aware of congestion e.g. if a Context Request is rejected due to congestion (e.g. Error 510 – insufficient resources).

It should however be noted that H.248 protocol does not provide explicit support for queuing at the MGW– there is no means to indicate in a transaction response that the transaction or commands have been queued and the transaction response would rather  need to be delayed until all requests within are treated.  An eMPS related request might thus preferentially be sent in a separate transaction.

Conclusions

The stage 2 functional requirements and procedures shall be studied and concluded before any proposed protocol updates are considered. This is normal standards development which shall be followed.

Functional requirements beyond what is derived from 3G TS 22.153 need to be clearly justified.

All functional requirements (i.e. Stage 2) needs to be agreed first in order determine whether the MGW needs to be MPS aware or whether existing H.248 packages and protocol settings fulfil the functional requirements. As it stands currently, the contributors are not aware of any requirements that require the MGW to be MPS aware.

