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* * * First Change * * * 
4.6.1A
TDF Session Establishment in case of unsolicited reporting

In the following procedure, the PCRF is the H-PCRF for the roaming UE with home routed access and the V-PCRF for the roaming UE with visited access.
When the TDF detects the first application for which the ADC rules have been configured  to be detected, the TDF initiates the TDF Session Establishment procedure with the PCRF. 
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Figure 4.6.1.1: TDF Session Establishment
1. The TDF initiates a session by sending a CCR to the PCRF using the CC-Request-Type AVP set to the value INITIAL_REQUEST. The TDF provides the full UE IP address  using either Framed-IP-Address AVP or Framed-IPv6-Prefix AVP and, if available, the PDN identifier. The TDF also includes the TDF-Application-Identifier AVP, the Flow-Information AVP of the detected application, if deducible, within the Application-Detection-Information AVP and sets the event trigger value with APPLICATION_START. If Flow-Information AVP is included, the TDF-Application-Instance-Identifier shall also be included within the Application-Detection-Information AVP in order to allow correlation of APPLICATION_START.


2.
The PCRF stores the information and acknowledges the session establishment by sending a CCA including the UE Framed-IP-Address AVP or Framed-IPv6-Prefix AVP 
* * * End of First Change * * * 
* * * Second  Change * * * 
4.6.1
TDF Session Establishment in case of solicited reporting
In the following procedure, the PCRF is the H-PCRF for the roaming UE with home routed access and the V-PCRF for the roaming UE with visited access.
As part of the IP-CAN Session Establishment procedure, in case of solicited session reporting with a TDF, then the PCRF initates a TDF Session Establishment with the selected TDF. The TDF is selected based on data received from the PCEF or a local configuration at the PCRF. 
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Figure 4.6.1.1: TDF Session Establishment
1.
PCRF initiates a session towards the TDF. The PCRF provisions the applicable ADC Rules for the corresponding TDF session and subscribes to the Event Triggers APPLICATION_START and APPLICATION_STOP by sending a Diameter TS-Request to the TDF, including UE identity information, the UE IPv4 address and/or UE IPv6 prefix and, if available, PDN identifier, IP-CAN type and/or RAT type. 

2.
The TDF acknowledges the session establishment by sending a Diameter TS-Answer. The TDF may include Event-Report-Indication in the response.

* * * End of Second Change * * * 
* * * Third Change * * * 
4.6.2
Session termination
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Figure 4.6.2.1: TDF Session Termination 
In the following procedures, the PCRF is the H-PCRF for the roaming UE with home routed access and the V-PCRF for the roaming UE with visited access.
1.
The PCRF sends a RAR including the Session-Release-Cause AVP to request that the TDF terminates the TDF session. 
2.
The TDF removes/deactivates all the ADC Rules which are applied to the TDF session.
3.
The TDF sends a RAA to acknowledge the RAR. 
4.
The TDF sends a CCR to the PCRF, indicating the TDF Session termination. The TDF requests the termination of the Sd session using the CC-Request-Type AVP set to the value TERMINATION_REQUEST. For solicited application reporting, if the usage monitoring is enabled, the TDF informs the PCRF about the resources that have been consumed by the user since the last report in the same request.
5.  The PCRF acknowledges the TDF session termination by sending a CCA to the TDF.
* * *End of Third Change * * * 
* * * Fourth Change * * * 
4.6.3
TDF Session modification
4.6.3.1
Application Detection and Control Rules Request
In the following procedure, the PCRF is the H-PCRF for the roaming UE with home routed access and the V-PCRF for the roaming UE with visited access.
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Figure 4.6.3.1.1 Application Detection and Control Rule Request
1. TDF is triggered to report an event(s) (e.g. The TDF detects the start/stop of an application traffic that matches with one or more activated ADC rules) for a TDF session. For the start of traffic detection, in case the enforcement actions were provided as a part of ADC rules , the TDF enforces corresponding actions.for solicited application reporting
2.  The TDF sends a Diameter CCR to the PCRF with the CC-Request-Type AVP set to the value UPDATE_REQUEST to report an event. For the start of traffic detection, the TDF includes TDF-Application-Identifier AVP, the Flow-Information AVP of the detected application, if deducible, within the Application-Detection-Information AVP and sets the event trigger value with APPLICATION_START. If Flow-Information AVP is included, the TDF-Application-Instance-Identifier shall also be included within the Application-Detection-Information AVP in order to allow correlation of APPLICATION_START. For the stop of traffic detection, the TDF includes TDF-Application-Identifier AVP, the TDF-Application-Instance-Identifier AVP, if provided in the report of the start of application traffic detection within the Application-Detection-Information AVP and sets the event trigger value with APPLICATION_STOP. For the solicited application reporting, if usage monitoring is enabled and the PCRF either removes the last ADC rule applicable for certain monitoring key or disables usage monitoring or requests usage report, the TDF may inform the PCRF about the corresponding usage that have been consumed by the user since the last report.
.3  The PCRF stores the information, received in the Diameter CCR and makes the ADC decisions. 
4.  The PCRF Acknowledges to the TDF by sending a Diameter CCA.  For the solicited application reporting, the PCRF may provide a new ADC decisions by including the ADC-Rule-Install AVP and/or ADC-Rule-Remove AVP to the TDF within this acknowledge.
5.  For the solicited application reporting, the TDF installs, modifies and removes the ADC rules according the new ADC decisions provided in step 4.
NOTE: 
If the installation or modification of one or more ADC rules fails, the TDF reports the failure to the PCRF as defined in subclause 4b.5.5 of 3GPP TS 29.212 [9].
4.6.3.2
Application Detection and Control Rules Provision
In the following procedure, the PCRF is the H-PCRF for the roaming UE with home routed access and the V-PCRF for the roaming UE with visited access. This procedure is applicable only for the solicited application reporting.
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Figure 4.6.3.2.1 Application Detection and Control Rules Provision
1.  The PCRF receives an internal or external trigger (e.g. the subscriber’s profile configuration is changed) to update the ADC rule or notify the event occurred at the PCEF/BBERF for a TDF session.

2.  The PCRF sends a Diameter RAR to provide a new ADC decision by including the ADC-Rule-Install AVP and/or ADC-Rule-Remove AVP or notify the event occurred at the PCEF/BBERF by including the Event-Report-Indication AVP.
3.  The TDF stores the information, received in the Diameter RAR. The TDF installs, modifies and removes the ADC rules according the new ADC decisions provided in step 2.

4.  The TDF acknowledges to the PCRF by sending a Diameter RAA to inform the PCRF about the outcome of the actions related to the decision(s).
* * * End of  Fourth Change * * * 
* * * Fifth Change * * * 
7.3.3
Capabilities Exchange
In addition to the capabilities exchange procedures defined in IETF RFC 3588 [14], the Redirect DRA and Proxy DRA shall advertise the specific applications it supports (e.g., Gx, Gxx, Rx, S9 and for unsolicited application reporting, Sd) by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands.

* * * End of  Fifth Change * * * 
* * * End of  Changes * * * 
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